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1. PADEVUS, JOUSTUMINE, EESMARK, KOHALDUMISALA

Pédevus

1.1 Eesti Kindlustusseltside Liit (edaspidi ,EKsL“) on vastu vdtnud kdesoleva juhendi (edaspidi
~Juhend®).

1.2 Juhendi eesmargiks on Uhtlustada ja tagada Euroopa Parlamendi ja Ndukogu 27. aprilli 2016. aasta
maaruse (EL) 2016/679 (fluusiliste isikute kaitse kohta isikuandmete tootlemisel ja selliste andmete vaba
likumise ning direktiivi 95/46/EU kehtetuks tunnistamise kohta) (edaspidi "Maarus" véi "IKUM")
kohaldamist kindlustussektoris.

1.3 Juhend on soovitusliku iseloomuga EKsL liikmetele ja teistele kindlustussektoris tegutsevatele
tootlejatele.

Joéustumine
14 EKsL-i volikogu poolt vastuvdetud 23.12.2025.a.

1.5 Juhend j6ustub vastuvotmisest.

Koostajad

1.6 Juhendi koostas EKsL isikuandmete to6tlemise juhendi téogrupp. Juhendi koostamisel tehti
koostdod advokaadibiiroodega TRINITI (Karmen Turk, Maarja Lehemets) ja Walless.

Eesmaérk

1.7 Kindlustussektoris reguleerivad isikuandmete to6tlemist eelkdige Maarus, IKS, kindlustustegevuse
seadus! (edaspidi "KindITS") ja voladigusseadus? (edaspidi "VOS"). Lisaks on Euroopa
Andmekaitsendukogu (edaspidi "EDPB") ja AKI andnud valja mitmeid Uldisi suuniseid, arvamusi ja
juhendeid seoses Maaruse rakendamisega.

1.8 Juhendi eesmark on pakkuda praktilisi juhiseid ning Uhtlustada isikuandmete t66tlemise praktikat
Eestis tegutsevate Kindlustusandjate vahel, tagades vastavuse kindlustussektori vajaduste ja Maaruse
nduetega. Samuti Uhtlustada praktikas probleeme tekitavate satete tdlgendamine ja rakendamine.
Juhendis selgitatakse vajadusel ka muid asjakohaseid ndudeid, mis tulenevad kindlustustegevust
reguleerivatest digusaktidest.

1.9 Juhend aitab, kooskdlas siseriiklike normatiivaktidega, taiendavalt selgitada kindlustussektorile
spetsiifilisi isikuandmete td6tlemise diguslikke aluseid ning selgitada ja rakendada IKUM art 23 satestatud
piiranguid.

1.10  Juhendi kehtestamine ja rakendamine loob eeldused kindlustusteenuse ja selle raames toimuva
isikuandmete tootlemise labipaistvuse, usaldusvaarsuse ja kvaliteedi tdstmisele ning aitab kaasa Klientide
huve arvestava kindlustuskeskkonna toimimisele.

1.11  Samuti peaks Juhend pakkuma selgemat raamistikku jarelevalveasutustele, et lihtsustada
kindlustussektoris Maaruse nduete taitmise Ule jarelevalve teostamist, vottes arvesse siseriikliku diguse
eriparasid.

Kohaldumisala

1.12  Juhend on soovitusliku iseloomuga EKsL liikmetele ja valdkonnas tegutsevatele isikuandmete
tootlejatele. Juhendi kohaldamise ulatus on piiratud Juhendi punktides 1.1 - 1.11 satestatud eesmargiga.

1.13  Juhendi kohaldamisel tuleb arvestada digusaktidest tulenevaid ndudeid. Qigusaktidest tulenevate
imperatiivsete nduete korral tuleb Iahtuda digusaktides satestatust.?

"RT 1, 29.06.2024, 13.
2RT I, 04.07.2024, 17.
3 Selguse huvides, pohiméte ei kohaldu tingimustele, mille taitmine jaab Kindlustusandja diskretsioonidiguse alla.
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1.14  Juhendi kohaldamisel tekkivate rakenduslike ja télgenduslike probleemide korral tuleb lahtuda
moistlikkuse pdhimdbttest, arvestades Juhendi eesmarki, ning toimida heas usus Kindlustusandjatelt
oodatava uldiselt tunnustatud kutseoskusega.

1.15 Juhend ei kasitle isikuandmete td6tlemise organisatoorseid ega tehnilisi meetmeid, kuna
Kindlustusandjatele kehtivad valdkonna spetsiifikast tulenevalt kérgendatud nduded, mille tdiendamist voi
selgitamist Juhendi koostamise ajal ei peetud vajalikuks.*

4 Vt Euroopa Parlamendi ja néukogu mééarus (EL) 2022/2554, 14. detsember 2022, mis kasitleb finantssektori digitaalset
tegevuskerksust ning millega muudetakse maarusi (EU) nr 1060/2009, (EL) nr 648/2012, (EL) nr 600/2014, (EL) nr 909/2014 ja (EL)
2016/1011 (n-6 DORA).



2. SISSEJUHATUS

2.1 Fuusilisest isikust Klientidele Kindlustusteenuse pakkumisel peavad Kindlustusandjad téétlema
inimeste isikuandmeid. Isikuandmete t66tlemise laad, ulatus, kontekst, eesmark ja tingimused véivad
olenevalt Kindlustuslepingu tlbist ja teenuse osutamise etapist® oluliselt erineda, kuid teatud maaral on
isikuandmete t66tlemine teenuse osutamisel valtimatu. Kindlustusteenuse osutamisel toimuv isikuandmete
todtlemine kuulub Maaruse sisulisse kohaldamisalasse (IKUM art 2 Ig 1).

2.2 Maaruse ks peamisi eesmarke on tagada isikuandmete jarjekindel kaitse kogu Euroopa Liidus
ning ara hoida kaitse taseme erinevusi liikmesriikide tasandil, kuivord see vdib takistada isikuandmete vaba
likumist siseturul.® Maarus reguleerib ka vastutuse pohimétet, mille kohaselt vastutavad téétlejad”
vastutavad Maaruse nduete taitmise eest ja peavad olema vdimelised seda vajadusel igal ajal tbendama
(IKUM art 5 Ig 2). Lisaks Maaruses satestatule peavad vastutavad t6tlejad arvestama ka sektoripohiste
eriparade ning valdkonda reguleerivate digusaktidega. Eelnevast tulenevalt peavad Kindlustusandjad
suutma tdendada, et nende andmete té6tlemise toimingud vastavad nii Maaruses reguleeritule kui ka
kindlustusvaldkonna digusaktidele, parimale tavale ja standarditele.

2.3 Maaruse ja kindlustusvaldkonna odigusaktides satestatud 6iguste, kohustuste voi vajaduste
koosmdju ei ole alati selgelt eristatav, mistéttu vdivad Kindlustusandjate andmetddtlustoimingud erineda.
Erinevate praktikate tekkimine ei ole aga Maaruse eesmargiga kooskolas.® Naiteks puudub (ihtne kasitlus
ning see on praktikas tekitanud probleeme seoses Kindlustusandjate diguste, kohustuste ja piirangutega
eriliiki isikuandmete to6tlemisel; samuti erinevate Kindlustusvahendajate diguslik maaratlus (vastutav
versus volitatud tddtleja) isikuandmete to6tlemisel ning maaratlusest tingitud poolte digused, kohustused
ja vastutus. Uhtse lahenemise puudumine vdib aga kaasa tuua isikuandmete tédtlemise rikkumisi, luues
seelabi tosiseid diguslikke ja eetilisi probleeme. Lisaks voib maaruse Uhtse rakendamise eiramine viia
rikkumismenetluseni, mille kdigus uuritakse, kas liikmesriik on taitnud Euroopa Liidu diguse néudeid.® See
menetlus voib I6ppeda liikkmesriigile markimisvaarsete rahaliste tagajargedega.

24 Muuhulgas muudab erinevate praktikate kujunemine isikuandmete kaitse inimeste jaoks
keeruliseks ja labipaistmatuks, mis omakorda v6ib suurendada Kindlustusandjatele, jarelevalveasutustele
ja kohtutele esitatavate kaebuste arvu. Kaebuste lahendamine on aja- ja ressursimahukas kdigi osapoolte
jaoks. Kindlustusvaldkonnas tekkivate rikkumiste tagantjarele heastamine ei pruugi alati olla optimaalne
lahendus, kuna see vbib nérgestada Klientide diguskindlust ja vahendada usaldust (6igus)susteemi ning
turuosaliste vastu. Objektiivse riskijuhtimise abil on aga véimalik ennetada ja valtida olulisi probleeme, mis
voivad ohustada Klientide digusi kindlustusvaldkonnas.

25 Kindlustusvaldkonna pdhise isikuandmete t66tlemise juhendi kehtestamine aitab kaasa Maaruse
tdhusale rakendamisele, vottes arvesse siseriikliku diguse eriparasid. See aitab Uhtlasi vahendada
segadust ja kaebuste hulka ning Uhtlustada siseriiklikku praktikat. Koost66s sidusrihmadega on vdimalik
luua Uhtne sisteem, mis arvestab kdigi osapoolte vajadusi ja loob tasakaalu inimeste eraelu puutumatuse
ning Kindlustusteenuste osutamiseks vajalike andmetdétluseesmarkide taitmise vahel.

2.6 Juhendis kasitletakse ainult neid probleemkohti, mis seonduvad isikuandmete t66tlemisega
Kindlustusteenuse osutamisel ja mis olid Juhendi koostamise ajal esile kerkinud. Juhendis reguleerimata
kusimustes tuleb lahtuda Maaruses, seadustes ja muudes digusaktides satestatust. Juhendis on kasitletud
IKUM art 40 kohaselt toimimisjuhendis reguleeritavaid kiisimusi.

2.7 Juhendi koostamisel on arvesse vdetud asjakohaseid erinevate liikkmesriikide &igusakte,
andmekaitse jarelevalveasutuste juhendeid, seisukohti ja arvamusi, samuti kindlustusvaldkonna spetsiifilisi

5 Eelkdige, kas andmete to6tlemine toimub lepingu sdlmimise, taitmise voi Idppemise ajal.

8 Vt Maarus, pdhjenduspunktid 10 ja 13.

7 Kaesoleva juhendi kontekstis on isikuandmete vastutavaks toétlejaks Kindlustusandja, kui ei ole mérgitud vastupidist.

8 Isikuandmete kaitse eeskirjade jarjekindel ja (ihtne kohaldamine kogu Euroopa Liidus. Vt Maérus, péhjendused 10 ja 13.
9 Vt Euroopa Liidu Toimimise Leping art 258. Euroopa Komisjoni rikkumismenetluste register.



https://ec.europa.eu/atwork/applying-eu-law/infringements-proceedings/infringement_decisions/?lang_code=en&langCode=ET
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digusallikaid ning parimat praktikat. Juhendi tilesehitusel on arvestatud ka IKUM art 40jj alusel reguleeritud
isikuandmete to6tlemise toimimisjuhendi koostamise tingimuste ja pdhimotetega. 10

3. DEFINITSIOONID

Juhendis kasutatavatel moistetel on sama tahendus, mis on defineeritud Maaruses''. Kui kaesolevast
juhendist ei tulene teisiti, on suure algustahega kirjutatud maistetel jargmised tdhendused:

3.1 "Juhend" on kdesolev juhend.

3.2 "Kindlustusandja" on arilihing, kelle peamine ja pusiv tegevus on Kindlustustegevus, sealhulgas
vélismaise kindlustusandja filiaal, piirillene kindlustusteenuse pakkuja, aga ka MTU Eesti
Liikluskindlustuse Fond'2,

3.3 "Kindlustustegevus" on Kindlustuslepingu alusel kindlustusvdtja vdi kindlustatu Kindlustusriskide
Ulevotmine ja Kindlustusjuhtumi toimumise korral kahju hivitamine, kokkulepitud rahasumma maksmine
vOi lepingu taitmine muul kokkulepitud viisil.

3.4 "Klient" on flusiline isik, kellele Kindlustusandja osutab Kindlustustegevusega seotud teenust,
sealhulgas kindlustusvdtja, Kindlustuslepingus kindlustusvétjaga vordsustatud isik, kindlustatud isik,
soodustatud isik, kahjustatud isik vdi isik, kellega Kindlustusandja peab labirdakimisi Kindlustuslepingu
s6lmimiseks.

3.5 "Kindlustussuhe" on digussuhe, mis tekib Kliendi ja Kindlustusandja vahel, kui Klient kasutab, on
kasutanud vo6i on avaldanud tahet kasutada ménda Kindlustusandja poolt osutatavat teenust.

3.6 "Kindlustusleping" on leping, millega Kindlustusandja kohustub Kindlustusjuhtumi toimumisel
hidvitama Kindlustusjuhtumi téttu tekkinud kahju véi maksma kokkulepitud rahasumma Uhekordselt voi
osadena voi taitma lepingu muul kokkulepitud viisil (kindlustusandja taitmise kohustus). Klient kohustub
tasuma Kindlustusandjale kindlustusmakseid.

3.7 "Kindlustusjuhtum" on eelnevalt lepingupoolte vahel kokkulepitud sindmus, mille toimumise
korral peab Kindlustusandja taitma oma Kindlustuslepingust tuleneva taitmise kohustuse.

3.8 "Kindlustushuvi" on Kliendi huvi kindlustada ennast kindla Kindlustusriski vastu ning Kliendi
kindlustusvajadus ja ndudmised Kindlustuslepingule. Kindlustusandja ja kindlustusvahendaja on
kohustatud enne lepingu sdlmimist valja selgitama Kliendi kindlustushuvi (kindlustusvajaduse) ja
ndudmised kindlustuslepingule.

3.9 "Kindlustusrisk" on oht, mille vastu kindlustatakse.

3.10 "Kindlustusvahendaja" on isik, kes tasu eest osutab Kindlustusmaakleri véi Kindlustusagendi
teenust.

3.11  "Kindlustusmaakler" on isik, kes tegeleb tasu eest maaklerilepingu alusel Kliendi huvidest ja
ndudmistest lahtuvalt tema Kindlustushuvi valjaselgitamise ja selleks vajalike andmete kogumisega,
Kindlustuslepingu tutvustamise ja soovitamisega ning ndustamisega eesmargiga vboimaldada Kliendil
s6lmida Kindlustusandjaga Kindlustusleping (Kindlustusmaakleri vahendustegevus) ning Kliendi
abistamisega tema Kindlustuslepingu haldamisel ja taitmisel.

' Juhend ei ole kasitletav IKUM art 40jj alusel reguleeritud toimimisjuhendina. Toimimisjuhendi koostamisel tuleb muu hulgas
arvestada mitmete taiendavate kohustustega, naiteks AKI poolt akrediteeritud jarelevalvemehhanismi loomisega, mille reguleerimine
tundus Juhendi koostamise ajal, arvestades Eesti kindlustussektori vaiksust, liga koormav, eriti vajalike rahaliste vahendite ja vastava
kompetentsi, sealhulgas huvide konflikti valtimise nduete, taitmise seisukohalt. Tegemist ei ole I6pliku seisukohaga ning aja
moddudes, samuti tdiendava praktika véi probleemkohtade ilmnemisel, voivad osapooled otsustada Juhendi edasise arendamise
kaigus selle muutmise toimimisjuhendiks Maaruse mottes.

"Vt IKUM art 4, art 9, art 10j;.

2 MTU Eesti Liikluskindlustuse Fondi (edaspidi "LKF") ei peeta kindlustustegevuse maistes kindlustusandjaks, kuid LKindIS § 71 I6ike
1 alusel kohaldatakse talle KindITS § 217-220 satteid. LKF tegutseb automaatse liikluskindlustuse (sundkindlustus, LKindIS § 60 jj)
ja nn piirikindlustuse (LKindIS § 13 Ig 3-4) kindlustusandjana ning hivitab ka kindlustamata ja tuvastamata séidukijuhtide poolt liikluses
pbhjustatud kahjusid. Eelnevast tulenevalt on LKF-il oma Ulesannete taitmisel vajadus tdddelda isikuandmeid sarnaselt
Kindlustusandjatega.
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3.12  "Kindlustusagent" on isik, kes tegeleb tasu eest ja agendilepingu alusel Kindlustuslepingu
vahendamisega Uhe vdi mitme Kindlustus- voi edasikindlustusandja jaoks ja tema huvides vdi sdlmib
Kindlustuslepinguid nende nimel ja arvel ning teostab véladigusseaduse §-s 677 nimetatud toiminguid.

4, ANDMETOOTLUSPOHIMOTTED

Kindlustusandjad juhinduvad Kliendi isikuandmete t66tlemisel jargmistest pohimétetest ning on vdimelised
igal ajal pdhimdtete taitmist, sh taitmise ulatust ja valitud vahendite vajalikkust, téendama (IKUM art 5):

4.1 Seaduslikkus, o6iglus ja labipaistvus — t66tlemine on seaduslik, diglane ja andmesubjektile
labipaistev:
. seaduslikkus™ -  Kindlustusandja maarab Kliendi isikuandmete tOodtlemiseks ja

andmetddtiuseesmargi taitmiseks kdige sobilikuma digusliku aluse IKUM art 6 Ig-s 1 reguleeritud
ammendavast loetelust. Lisaks tdidab Kindlustusandja vastavale diguslikule alusele tuginemise
eeltingimusi'# ning asjakohaseid valdkonnapdhiseid satteid (vt Juhendi p 5).

Néide 1.  Kindlustusandja plaanib pakkuda teenust, mis parandab laenumaksekindlustuse
haldamise efektiivsust, véimaldades tervise- ja téévoimetuslehe andmete kogumist otse
riiklikest andmebaasidest.

Kuigi andmete saamine otse riiklikest andmebaasidest voib tohustada kahjude késitlemist, ei
pea seadusandja otse juurdepaasu vajalikuks, kuna Klient saab esitada vajaliku teabe ise.
Otsene  juurdepdids  Kliendi isikuandmetele  véib  potentsiaalselt  suurendada
Juurdepaasubiguste kuritarvitamise riski.

Seetéttu, vastavalt seaduslikkuse pohimottele, ei saa andmete otse siisteemidest kogumise
puhul tugineda bigusliku alusena lepingu taitmisele. Muuhulgas véivad likmesriigi seadused
lubada andmete kogumist riiklikest andmebaasidest eelkdige isiku eelneva néusoleku alusel.

Kindlustusandja tagab, et kahjuké&sitluse platvormil esitatakse teave andmete t66tlemise kohta
selgelt, eristades kohustuslikku ja valikulist téétlemist. Andmete kogumine toimub vaikimisi
Kliendilt, ning véimalus hankida andmeid otse erinevatelt asutustelt esitatakse viisil, mis ei
takista Kliendi keeldumise éigust (nditeks linnukese tegemise kast). Nousolek
dokumenteeritakse elektrooniliselt, voimaldades Kliendil oma néusolekut holpsasti kontrollida
Ja vajadusel tagasi vétta.

o 6iglus?™ - Kindlustusandja ei tohi tdddelda isikuandmeid viisil, mis voib pohjustada Kliendile
pdhjendamatut kahju, on ebaseaduslikult diskrimineeriv, eksitav voi ettearvamatu. Qigluse pdhimdte nduab
ka, et Kliendil oleks lihtne realiseerida oma &igusi ja vabadusi (IKUM art 15-22) ning vajadusel saada abi.
Kindlustusandja arvestab andmete t66tlemisel Kliendi vanuse ja teiste isikuomadustega, valtides Kliendi
puuduste ja teadmatuse ara kasutamist oma eesmarkide saavutamiseks.

Néide 2.  Kindlustusandja plaanib pakkuda Kindlustuslepingutele kahte taset: "kindlustus” ja
"kindlustus+". Taseme "kindlustus+" Kliendid saavad eelisjarjekorras klienditeenindust ja
kiiremat juhtumite kasitlemist.

Oigluse poéhimétte kohaselt ei tohi taseme "kindlustus+" eelisjérjekord péhjustada
diskrimineerimist taseme "kindlustus" Klientide suhtes ega takistada neil kasutada oma oigusi
vastavalt kindlustuslepingu tingimustele ja 6igusaktidele. Kuigi "kindlustus+" Kliendid saavad
kiiremat teenindust, peab Kindlustusandja tagama, et "kindlustus" taseme taotlused
té6deldakse pbhjendamata viivituseta alates taotluse esitamisest ning tingimused on eelnevalt

'3 vt EDPB Artiklit 25 kasitlevad suunised 4/2019, 20. oktoober 2020, p 3.2.

™ Nt "néusolek" Maaruse tidhenduses peab olema isiku vabatahtlik, konkreetne, teadlik ja Ghemétteline tahteavaldus, millega ta (i)
annab selgesodnalise ndusoleku avalduse vormis vdi (ii) valjendab selgelt ndusolekut konkreetse tegevuse kaudu oma isikuandmete
tootlemiseks. Lisaks seab Maarus taiendavad tehnilised nduded, mis peavad olema ndusolekule tuginedes taidetud (vt Juhendi p 5.2
ja jérgnevad) - need kogumis moodustavadki ndusolekule tuginemise eeltingimused. (IKUM art 6 Ig 1 p a; art 7-8, péhjenduspunktid
32-33, 38, 42-43)

'8 vt EDPB Artiklit 25 kasitlevad suunised 4/2019, 20. oktoober 2020, p 3.3.
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klientidele teada. Kéik Kliendid peavad saama vérdse véimaluse oma bigusi kasutada
vastavalt lepingule ja digusaktidele.

o labipaistvus'® - Kindlustusandja peab Klienti selgelt ja ausalt teavitama, kuidas isikuandmeid
kogutakse, kasutatakse ja jagatakse. Labipaistvus seisneb selles, et Kliendil voimaldatakse mdista ja
vajaduse korral kasutada IKUM art 15-22 ette nahtud &igusi.

Néide 3. Kui Kindlustusandja palub Kliendil enne teenuse osutamist esitada isikuandmeid,
peab ta Kliendile selgitama, kuidas andmeid téodeldakse ja miks need on vajalikud.
Kindlustusandja peab samuti avaldama oma kodulehel selged ja arusaadavad
privaatsustingimused, mis hélmavad kéiki andmetédoétiusprotsesse vastavalt Méaéruse
artiklitele 12, 13 ja 14. Tingimused peaksid olema selged, liigendatud ja lihtsasti méistetavad,
et véltida Klientide llekoormamist liigse infoga.

4.2 Eesmaérgiparasuse piirang — isikuandmeid kogutakse tapselt ja selgelt kindlaksméaaratud ning
oigusparastel eesmarkidel ning neid ei téddelda hiljem viisil, mis on nende eesmarkidega vastuolus.

4.3 Kindlustusandja t66tleb Kliendi isikuandmeid eelkdige Kindlustuslepingu sdlmimiseks, taitmiseks
vOi lepingu taitmise tagamiseks. Lisaks t66tleb Kindlustusandja Kliendi isikuandmeid oigusaktides
satestatud kohustuste taitmiseks véi Kindlustusandja majanduslike huvide taitmiseks vastavalt Maaruses
ja digusaktides satestatud piirangutele.

4.4 Isikuandmete t66tlemine muul eesmargil kui algsed eesmargid, mis olid Klientidele teada
andmet6otluse alguses, on lubatav juhul, kui uut eesmarki saab pidada algse eesmargiga kooskdlas
olevaks ning sellisest uuel eesmargil t66tlemisest on Klienti algselt teavitatud (vt tdpsemalt 5.28 jj).

4.5 Minimaalsus ehk voimalikult viheste andmete kogumine — isikuandmed on asjakohased,
olulised ja piiratud sellega, mis on vajalik nende t&dtlemise eesmargi seisukohalt. See tdhendab, et
isikuandmeid kogutakse vaid ulatuses, mis on vajalik maaratletud eesmarkide saavutamiseks ja mis on
lubatav vastavalt kasutatavale diguslikule alusele.

Néide 4. Kindlustusandja ei kiisi veebipdhiste turunduskirjade edastamiseks Kliendi kodust
aadressi ega tekita ilma range vajaduseta muid vabatéitmiseks méeldud andmekaste.

4.6 Andmete d6igsus — isikuandmed on diged ja vajaduse korral ajakohastatud ning vastutav t66tleja
votab kasutusele kdik mdistlikud meetmed, et td6tlemise eesméargi seisukohast ebadiged isikuandmed
kustutaks voi parandataks viivitamata.

4.7 Kindlustusandja t66tab valja mehhanismid, kuidas tagatakse tema poolt t66deldavate andmete
digsus nii andmete esmasel kogumisel kui ka nende hilisema to6tlemise ajal. Kolmandatelt isikutelt vdi
kolmandatest allikatest andmete kogumisel tagab kindlustusandja, et kasutatav allikas oleks
andmekvaliteedi seisukohalt usaldusvaarne.

Néide 5. Kindlustusandja soovib kasutada tehisintellekti, et koostada kindlustust ostvate
Klientide profiilid, mille péhjal ta saab teha Kindlustusriski arvutamisel otsuseid.

Tenhisintellekti efektiivseks koolitamiseks peab Kindlustusandja tagama, et andmed, mida
kasutatakse mudeli 6petamiseks, on tépsed ja esindavad elanikkonda, véltimaks moonutusi.
Andmeid kogutakse vastavast andmekaitlussiisteemist, sealhulgas asjakohase kindlustuse
liigi kohta (nt tervisekindlustus, kodukindlustus, reisikindlustus) ja avalikest registritest, millele
ettevéttel on seaduslik juurdepéés, ning ainult tdpsetest ja ajakohastatud allikatest. Kbik
andmed pseudonlilimitakse enne nende edastamist tehisintellekti mudeli koolitus siisteemi.

Kindlustusandja kontrollib, et tehisintellekt oleks usaldusvéérne ja ei annaks diskrimineerivaid
tulemusi ei arenduse ega ka hilisema kasutuse ajal. Kuigi tehisintellekti tulemusi kasutatakse
kindlustusriskide hindamisel, ei tugine kindlustusandja otsustes ainult tehisintellektile, vélja
arvatud juhul, kui otsus vastab IKUM art 22 Ig 2 sétestatud eranditele. Kindlustusandja vaatab

16 vVt EDPB Artiklit 25 kasitlevad suunised 4/2019, 20. oktoober 2020, p 3.1. WP29 suunised WP260 rev.01, 11. aprill 2018.
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tehisintellekti tulemused regulaarselt lle, et tagada nende usaldusvéérsus, ja vajadusel
kohandab algoritmi.’”

Usaldusvaarsus ja konfidentsiaalsus — isikuandmeid té6deldakse viisil, mis tagab isikuandmete

asjakohase turvalisuse, sealhulgas kaitseb loata voi ebaseadusliku tédtlemise eest ning juhusliku
kaotsimineku, havitamise vodi kahjustumise eest, kasutades sealjuures asjakohaseid tehnilisi voi
korralduslikke meetmeid.

4.9

Néide 6. Kindlustusandja kogub kindlustuslepingu téitmise raames regulaarselt
terviseandmeid, mis salvestatakse spetsiaalsesse andmebaasi kahjukésitluse eesmaérgil.
Riskide hindamine on nédidanud, et kui andmed on serveris, millele pdédsevad ligi kbik té6tajad,
suureneb klientide biguste ja vabaduste rikkumise risk, mis on terviseandmete kontekstis
mérkimisvaddrne. Samuti suureneb andmete lekkimise risk andmete edastamisel. Seetbttu
otsustab kindlustusandja rakendada erinevaid kaitsemeetmeid: vbéimaldades juurdepaasu
ainult andmete téétlemisega tegelevale osakonnale, logides kbik péringud ja kriipteerides
andmed edastamisel.

Juurdepéésu reguleerimiseks ja pahavarast pbhjustatud véimaliku kahju vdhendamiseks
ofsustab ettevote vérgu eraldada ning kehtestada serverile juurdepdésu kontrolli.
Rakendatakse turvaseiret, sissetungi tuvastamise ja ennetamise silisteeme, millele
tavakasutajad ligi ei péaése. Juurdepddsu ja muudatuste jélgimiseks paigaldatakse
automatiseeritud auditeerimisslisteem, mis genereerib aruandeid ja hoiatusi méératud
stindmuste korral. Kasutajatel on juurdepdéds ainult teadmisvajaduse pohiméttel ning koik
asjakohatud kasutusjuhtumid tuvastatakse Kiiresti.

Intsidentide késitlemine aitab muuta slisteemi téokindlamaks ja usaldusvéaédrsemaks. Tugevad
turvameetmed suurendavad ka klientide usaldust.

Andmete sdilitamise piirang — isikuandmeid sailitatakse kujul, mis véimaldab Kliente tuvastada

ainult seni, kuni see on vajalik andmetdétluse eesmargi taitmiseks, ja kuni selleks on olemas 6iguslik alus.

5.

Néide 7. Kindlustusandja Iloob sisemised protsessid andmete séilitamiseks ja
kustutamiseks. Praegu peavad tdétajad pérast séilitamisaja I16ppu isikuandmed kéasitsi
kustutama koikidest seadmetest, varukoopiatest, logidest, e-kirjadest ja muudest
sdilitusmeediumidest.

Kustutamise protsessi efektiivsuse suurendamiseks ja eksimuste vdhendamiseks kavatseb
kindlustusandja hakata kasutama automaatsiisteemi. See siisteem vbimaldab andmete
automaatset ja korrapdrasemat kustutamist, jargides kindlaksméératud kustutamise
reeglistikku. Sisteem eemaldab isikuandmed Kkoigilt ettevétte séilitamismeediumitelt
ettemé&ératud ajavahemike tagant.

Kindlustusandja vaatab séilitamisreeglid korrapéraselt lle ja testib neid, et tagada nende
vastavus ajakohastele séilitamispohimdétetele.

OIGUSLIKUD ALUSED

Kéesolevas peatikis kasitletakse lihidalt isikuandmete to6tlemise diguslikke aluseid, mis tulevad kéne alla
kindlustustegevuses isikuandmete toétlemisel. Tapsemalt kasitatakse diguslikke aluseid juhendi nendes
punktides, mis kasitlevad konkreetseid andmetdotiusolukordi ja andmetddtiustoiminguid. Isikuandmete
tootlemiseks mitme sobiva digusliku aluse korral tugineb kindlustusandja neist tUhele.

5.1

(a)
5.2

Oiguslikud alused on loetletud Maaruse artiklis 6(1):
Nousolek

Klient on andnud Kindlustusandjale ndusoleku téddelda oma isikuandmeid (IKUM art 6 1g 1 p a).

7 Naites kirjeldatud andmetdétius eeldab, et kindlustusandjal on olemas kehtiv diguslik alus tehisintellekti koolitamiseks.
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5.3 Kindlustusandja peab tagama, et ndusolek vastaks kumulatiivselt jargmistele tingimustele '8:

Néide 8. Vabatahtlik — Kindlustusandja peab tagama, et Kliendi nousoleku saamise
protsess on vaba igasugusest survest ja eksitamisest, sealhulgas ei tohi néusoleku andmata
Jatmine pohjustada Kliendile ebasoodsaid ja ettendgematuid tagajérgi.

(i Konkreetne — Klient peab ndusoleku andma Uheks vdi mitmeks kindlaks eesmargiks,
millest teda on enne ndusoleku andmist teavitatud.

(ii) Teadlik — Kindlustusandja peab tagama, et Kliendil oleks piisavat teavet andmetdétluse
ulatuse ja eesmarkide kohta, et langetada teadlik ja kaalutletud valik.

(iii) Uhemétteline — ndusolek ei tohi olla mitmeti tdlgendatav. Néusolek véib olla antud avalduse
vormis vOi konkreetse aktiivse tegevuse kaudu, eeldusel, et selles valjendub ndusoleku Gheméttelisus.

(iv) Tagasivoetav — Kindlustusandja peab tagama Kliendile diguse oma ndusolek igal ajal iima
takistusteta tagasi votta ning sellest Gigusest loobumist ei tohi Kliendile véimaldada. Néusoleku
tagasivotmine kehtib vaid edasise andmetddtiuse suhtes.

(v) Tdendatav — Kindlustusandja peab suutma andmetdétiuse ajal ja ka parast seda, kuni
voimalike nduete aegumisperioodi I6puni, usaldusvaarselt Kliendi antud ndusolekut tdendada.

Néide 9. ,Néustu saama Kindlustusandja pakkumisi ja uudiskirju e-posti teel.”
[x] Néustun.

Sa saad oma néusoleku igal ajal tagasi votta Kindlustusandja iseteeninduses oma
kliendiandmete profiilis voi loobuda pakkumistest/uudiskirjadest, jargides edastatud e-posti
Jaluses olevat juhist. Andmete téétluse kohta loe tédpsemalt [link privaatsusteatisele voi
privaatsustingimustele]“

Vabatahtlik — Klient on vaba otsustama, kas soovib uudiskirju ja pakkumisi vbi mitte, ning kas
ta soovib lepingu sélmimisel saada soodustust.

Konkreetne — néusolek antakse pakkumiste ja uudiskirjade saamiseks.

Teadlik — edaspidi hakkab Kindlustusandja t66tlema Kliendi e-maili, et talle pakkumisi ja
uudiskirju edastada.

Uhemoétteline — néusolek loetakse antuks, kui Klient linnutab kasti.
Tagasivéetav — Kindlustusandja informeerib, et ndusoleku voib igal ajal tagasi votta.

Téendatav — Kindlustusandja stisteem peab salvestama, et kasti mérkimine oli aktiivne, ning
Jélgima, millal nbusolek anti ja tagasi voeti.

54 Kindlustusandja peab tagama, et andmetddtlust puudutav teave oleks ndusoleku andmise ajal
andmesubjektile lihtsalt juurdepaasetav. Kui ndusoleku saamise viisi t6ttu (naiteks telefonivestluse
salvestuses fikseeritud ndusolek, mobiilirakendustes saadud néusolek) ei ole vdimalik esitada kogu
Maaruses satestatud teavet, peaks ndusoleku saamise ajal esitama vahemalt andmetdétluse pdhiteabe
(vastutava téétleja andmed ja todtlemise eesmargid). Uksikasjalikumat lisateavet tuleks kajastada muus
dokumendis v6i muus hdlpsalt juurdepaasetavas kohas (naiteks privaatsusteates, veebisaidil), millele on
nousoleku andmise dokumendis voi saidil viidatud. Kui andmet6étlust puudutav lisateave on esitatud muus
kohas, tuleb andmesubjektile tagada lihtne kattesaadav viis asjaomase lisateabega tutvumiseks (naiteks
printida ja esitada andmesubjektile; esitada tutvumiseks kindlustusandja veebisaidil jne).

8Vt IKUM art 4 p 11; EDPB Suunised 05/2020 néusoleku kohta isikuandmete kaitse ildmaaruse maistes, 4. mai 2020, p 3.
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5.5 Andmesubjekti nduetekohase tuvastamise tagamiseks ja selleks, et Kindlustusandja suudaks
tdendada ndusoleku saamist, voib koguda ndusoleku eri kujul:

o kirjalikult (naiteks ndusoleku dokumendi allkirjastamisega);

o elektrooniliselt (naiteks asjakohase marke tegemisega kindlustusandja veebiportaalis ja
salvestades téendid ndusoleku andmise kohta);

o suuliselt (andmesubjekt annab naiteks suuliselt telefonivestluse ajal ndusoleku ja vestlus
salvestatakse);

o aktiivse toiminguga (naiteks kindlustatud isiku puhul, kes ei pruugi alati olla kindlustuslepingu pool,
tervisekindlustuse kaardi (poliisi) ettenaitamisega raviasutuses).

5.6 Maaruses ei ole kindlaks maaratud konkreetset aega, kui kaua ndusolek kehtib. Néusoleku ajaline
kehtivus soéltub kontekstist, td6tlemise eesmargist, algse ndusoleku ulatusest ja Kliendi ootustest. Naiteks
kui kusitakse ndusolekut tootlemisele konkreetse projekti voi muu ajaliselt piiritletud tegevuste raames, siis
I6peb ndusoleku kehtivus vastava projekti voi tegevuse I6ppemisega. Samuti vdib ndusoleku kisimisel
koheselt maaratleda, et ndusoleku alusel t66tlemine toimub teatud perioodi jooksul ning seejarel andmed
kustutatakse. Kui see on todtlemise eesmarki arvestades moistlik ja pohjendatud, siis vdib ndusoleku
kehtivuse siduda tagasivotmisega, kuigi praktikas kasutatakse (ha enam ndusolekute uuendamist
vahemalt mone aasta tagant. Kui td6tlemistoimingud muutuvad vdi arenevad markimisvaarselt, siis algne
ndusolek sellist té6tlemist enam ei kata ning tuleb saada uus ndusolek. Kui ndusolek on antud tahtajatult,
voib heaks tavaks pidada ndusoleku uuendamist asjakohaste ajavahemike tagant, kuid konkreetseid
reegleid ndusoleku uuendamise kohta kehtestatud ei ole. Kindlustusandja vdib valida, kuidas néusolekute
uuendamist korraldada; naiteks vdib ndusolekute uuendamise siduda isikuandmete uuendamisega voi
juhtida andmesubjekt iseteenindusse sisse logides ndusolekute vaatesse. Taas kogu teabe esitamine aitab
tagada, et andmesubjekt on jatkuvalt hasti kursis sellega, kuidas tema andmeid kasutatakse ja kuidas
kasutada oma Gigusi.

Néide 10. Kindlustusandja edastab Kliendi néusoleku alusel tema e-posti aadressile
pakkumisi ja uudiskirju. Iga sellise kirja I6pus on kill viide vbéimalusele ennast saajate
nimekirjast eemaldada, kuid andmekaitse mébttes vbib pidada heaks praktikaks, kui aegajalt
(nt kord paari aasta jooksul) tuletatakse kirjas Kliendile meelde, et tema kontaktandmeid
kasutatakse Kindlustusandja pakkumiste ja uudiskirjade edastamiseks noéusoleku alusel ning
soovi korral on tal véimalik nbdusolek tagasi votta. Samuti voiks sellise meeldetuletuse kdigus
viidata ka asjakohastele Kindlustusandja andmekaitsetingimustele.

Igal juhul vbiks néusolekut uuendada olukorras, kus Kindlustusandja ei ole pikema perioodi
Jooksul andmeid vastaval eesmaérgil t66delnud. Néiteks ei ole Kindlustusandja paar aastat
pakkumisi ja uudiskirju edastanud, kuid tahab niilid sama tegevusega varasemalt antud
néusolekute alusel jatkata. Sellisel juhul peaks uuesti alustamisel esmalt p66rduma Klientide
poole viitega varasemale néusolekule, kuid paluma neil oma néusolekut uuendada (nt paludes
neil kinnitada néusolek vastavale valikule klbpsates vms).

5.7 Nousolek isikuandmete td6tlemise alusena on asjakohane olukordades, kus Kindlustusandja tahab
ja saab pariselt anda Kliendile valiku, kas tema andmeid konkreetsel eesmargil téddeldakse. Samuti tuleb
ndusolek kdne alla juhul, kui Ghelegi teisele diguslikule alusele (sh digustatud huvile) tuginedes ei ole
vdimalik isikuandmeid t6odelda. Naiteks on ndusolek kohaseks diguslikuks aluseks pakkumiste ja
uudiskirjade edastamiseks juhul, kui digustatud huvi alusel seda teha ei tohi - nt kui Kindlustusandja soovib
edastada kliendile otseturustuse sdnumeid, mis ei ole seostatavad Kliendi poolt varasemalt tarbitud
teenustega/soetatud toodetega. Nousolekule tuginemisel on oluline arvestada, et ndusoleku tagasivotmise
korral peab Kindlustusandja olema suuteline sel alusel tehtava andmetddtluse I6petama. Enne
tagasivotmist aset leidunud andmetddtluse digusparasust ndusoleku tagasivétmine siiski ei mojuta.

Néide 11. Naéiteks on Kliendi néusolek sobiv biguslik alus, kui Kindlustusandja soovib
edastada Kliendi andmeid Kindlustusandjaga samasse gruppi kuuluvatele teistele ihingutele,
kui need (hingud soovivad kasutada neid andmeid oma toodete turundustegevuse kontekstis.
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(b) Lepingueelsed labiradkimised, lepingu sélmimine

58 Isikuandmete t66tlemine on vajalik lepingu sdlmimisele eelnevate meetmete votmiseks vastavalt
Kliendi taotlusele (IKUM art 6 Ig 1 p b alt 2).

5.9 Kliendi taotluse all mdeldakse Kliendi algatust lepingu sdélmimiseks vdi Kliendi kinnitust lepingu
koostamise alustamiseks. Lepingueelsetele labirdakimistele saab toetuda ainult piiratud ulatuses, eelkdige
formaalselt isikuandmete to6tlemise osas, mis on vajalik lepingu ettevalmistamiseks vajalike andmete
kogumiseks ja tootlemiseks — andmete sisestamiseks lepingusse ja/vdi poliisi. Kéik muud eesmargid nt
isikusamasuse tuvastamine, sanktsioonikontroll jne ei kuulu enam lepingueelsete labiraakimiste eesmargi
kohaldamisalasse.®

Néide 12. Reisikindlustuse solmimiseks kisib Kindlustusandja Kliendi nime, isikukoodi,
kontaktandmeid, samuti teavet reisi eesmaérgi ja kestuse kohta (nt turismireis vbi spordireis)
ning soovitud kindlustuskaitsete kohta. Vastav teave on lepingu sélmimiseks vajalik ja mahub
seega lepingu sélmimise aluse alla (IKUM art 6 (1) b).

(c) Lepingu taitmine

5.10 Isikuandmete tddtlemine on vajalik lepingu taitmiseks (IKUM art 6 Ig 1 p b alt 1). Seejuures ei ole
vajalik lepingus eraldi satestada, et lepingu taitmiseks voib Kindlustusandja Kliendi andmeid té6delda, kiill
aga privaatsustingimustes (sealjuures on soovitatav privaatsustingimustes nimetada ja kirjeldada kdik
andmekategooriad, mida vdidakse lepingu taitmise eesmargil téodelda).?0

5.11  Lepingu taitmisele tuginedes tuleb eelkdige arvesse vétta, mida pooled on lepingus kokku leppinud,
ning vastavad eesmargid peavad olema kooskdlas valdkonda reguleerivate digusaktidega ega tohi olla liialt
Uhe lepingupoole kasuks. Kindlustusandja peab lepingu alusel isikuandmete todtlemisel suutma
pohjendada, et maistliku Kliendi perspektiivist ei oleks saanud Kindlustuslepingu eesmarki ilma vastava
andmetddtiuseta taita.?!

512  Eelkdige vdib Kindlustusandja sellel alusel té6delda andmeid Kliendi isiku ja teda iseloomustavate
andmete (nt pddérdumised, finantsteave jne), kontaktandmete, kindlustusobjekti, kindlustusmakse
tasumise, kindlustusjuhtumi haldamise ja aset leidmise ning kindlustushuvitise tasumise suhtes.

Néide 13. Kohustusliku liikluskindlustuse kahjujuhtumi menetlemisel t66tleb Kindlustusandja
Kliendi isikut tuvastavaid ja kontaktandmeid, havinud véi kahlustunud vara andmeid,
terviseandmeid jne. Vastav t66tlus on vajalik lepingu téitmiseks (IKUM art 6 (1) b).

(d) Seadusest tulenev kohustus

5.13 Isikuandmete td66tlemine on vajalik Kindlustusandja seadusest tuleneva kohustuse taitmiseks
(IKUM art61g 1 p c).

5.14  Selleks, et andmetddtlus vastaks Kindlustusandja seadusjargsele kohustusele Maaruse mottes,
peavad kumulatiivselt olema taidetud jargmised neli tingimust:

(i) seadusest tulenev kohustus peab olema maaratletud vastutava tootleja suhtes
kohaldatavas EL-i vdi siseriiklikus diguses;

(ii) nendes digusnormides peab olema selgelt ja konkreetselt satestatud kohustus vastavaid
isikuandmeid t66delda;

(iii) vastavad satted peavad maaratlema vahemalt t66tlemise eesmargi; ja

® Vvt (i) EDPB Suunised 2/2019 isikuandmete to6tlemise kohta isikuandmete kaitse Gldméaaruse artikli 6 16ike 1 punkti b alusel seoses
andmesubjektidele internetipbhiste teenuste osutamisega, 8. oktoober 2019, p 2.7. WP29 Arvamus 06/2014 andmete vastutava
tootleja digustatud huvide maiste kohta direktiivi 95/46/EU artikli 7 tahenduses, 9. aprill 2014 WP 217, 111.2.2. Leping p ii.

20Vt AKI, isikuandmete tootlemise Gldjuhend, 19. mérts 2019, Ik 7.

2! EDPB Suunised 2/2019 isikuandmete to6tlemise kohta isikuandmete kaitse Gldmaaruse artikli 6 I6ike 1 punkti b alusel seoses
andmesubjektidele internetipdhiste teenuste osutamisega, 8. oktoober 2019, p 2.5.
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(iv) kohustus peab olema kehtestatud vastutavale téétlejale, mitte andmesubjektidele.

Néide 14. Elukindlustuslepingu sélmimiseks on kindlustusandjal seadusest (RahaPTSi
kohaldumine elukindlustuse teenuste pakkujale)) tulenev kohustus kontrollida kliendi
isikusamasust, seega peab ta enne lepingu sélmimist kontrollima isikut tbendavat dokumenti.
Sellisel juhul on isiku tuvastamine vajalik seadusest tuleneva kohustuse, mitte kliendi taotluse
téitmiseks. Seetbttu on biguslik alus IKUM art 6 Ig 1 punkti b asemel punkt c.

5.15 Seadusest tuleneva kohustuse taitmisele saab Kindlustusandja Kliendi isikuandmete to6tlemisel
tugineda muuhulgas kindlustustegevuse seaduses, rahapesu ja terrorismi rahastamise tokestamise
seaduses, kogumispensionite seaduses, liikluskindlustuse seaduses, riigildivuseaduses, maksuseadustes,
ariseadustikus, tarbijakaitse seaduses, raamatupidamise seaduses v6i muus asjakohases seaduses
satestatud konkreetsete Ulesannete voi kohustuse taitmiseks. Selle eesmargi taitmine vdib endaga kaasa
tuua ka andmesubjekti diguste piiramise.

(e) Avalik huvi

5.16 Isikuandmete toétlemine on vajalik avalikes huvides oleva iilesande taitmiseks (IKUM art 6 1g 1 p
e).

5.17 Avalikes huvides olevad Ulesanded, mille taitmine tuleneb Kindlustusandjale erinevatest
oigusaktidest, voivad olla sdnastatud vahem tapselt voéi anda rohkem kaalutlusruumi vorreldes seadusest
tulenevate kohustustega. Avaliku huvi kiisimused ei ole alati selgelt digusaktidest tuvastatavad, kuid seda
on vdimalik tuletada vastavalt Kindlustusandjale seatud kohustustest ning kohustuste laiemast eesmargist.
Antud eesmargi taitmine voib endaga kaasa tuua ka andmesubijekti diguste piiramise.

Néide 15. Kindlustusandjal on kohustus teavitada Rahapesu Andmebirood, kui
kindlustustegevuse kéigus tekib kahtlus rahapesu, terrorismi rahastamise Vvoéi
finantssanktsioonide rikkumise kohta (RahaPTS § 49, § 50 ja RSanS § 21). Andmete osas,
mis on teavituse kohustuse téitmisel selgelt seaduses véljatoodud on téétluse alus IKUM art
6 (1) c. Andmete osas, mille t66tlemine on seadusest tuleneva kohustuse taitmisega seotud,
kuid mille té6tlemine ei tulene otseselt seadusest tuleb lédhtuda avalikust huvist. Need
kohustused on seotud stabiilse majandusliku olukorra tagamise ja pohidiguste kaitse
edendamisega.

(f) Kindlustusandja voi kolmanda isiku digustatud huvi

5.18 Isikuandmete té6tlemine on vajalik vastutava téétleja voi kolmanda isiku digustatud huvi korral, mis
kaalub Ules Kliendi huvid vai pdhidigused, mille nimel tuleb isikuandmeid kaitsta (IKUM art 6 Ig 1 p f).

Sellele alusele tuginemine eeldab, et Kindlustusandja on eelnevalt Iabi viinud dokumenteeritud ja
pdhjendatud huvide tasakaalustamise analtusi, mille tulemina on selgunud, et andmetddtlus on
Kindlustusandja eesmargi saavutamiseks valtimatult vajalik ja ei riiva ebaproportsionaalselt Kliendi digust
eraelu ning isikuandmete kaitseks.

Néide 16. Oigustatud huvi alusel té6tlustoimingu huvide tasakaalustamise hinnangu
naidiskiisimused??

A) Oigustatud huvi identifitseerimine
1. Mis on té66tlemistoimingu eesméark?
2. Kas tootlemine on vajalik vastamaks (hele véi mitmele Kindlustusandja eesmaérgile?

3. Kas téotlemine on vajalik vastamaks (hele vbi mitmele kolmanda isiku eesmérgile?

22 Vit ka lisas 14.1 toodud naidiskisimused konkreetse naite phul, mis l&ahtuvad teisest metoodikas Gigustatud huvi hindamiseks.
Mélemad naidiskisimused aitavad hinnata digustatud huvi ning on véimalus valida konkreetse Kindlustusandja puhul, kumb on
paremini sobiv.
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4.Kas IKUM véi muu éigusakt identifitseerib té6tlemistoimingu kui igustatud tegevuse 1&bi
tasakaalustustesti positiivset tulemit? Ehk kas mééarus vboi muu akt konkreetselt sétestab, et
sellise téétluse seaduslikuks aluseks véib olla bigustatud huvi. Néiteks mérgib Mé&érus:
"Pettuste vVéltimiseks rangelt vajalik isikuandmete to6tlemine on samuti asjaomase vastutava
tédtleja Oigustatud huvi. Isikuandmete téotlemist otseturunduse eesmérgil voib lugeda
Oigustatud huviga téétlemiseks."

5. Kas téétlemise huvi on "6igustatud"?

B) Vajalikkuse test

1. Miks on téétlemistoiming vastutavale téétlejale vajalik?

2. Miks on téétlemistoiming téhtis teistele isikutele, kellele andmeid vbidakse avaldada (kui
on relevantne)?

3. Kas on muu viis saavutamaks eesméark?

C) Tasakaalustamise test

1. Kas isik voib sellist téétlust ette ndha?

2. Kas toiming lisab véértust tootele voi teenusele, mida isik ise kasutab?

3. Kas téotlemistoiming mojutab téendoliselt negatiivselt isiku 6igusi?

4. Kas téotlemistoiming voib I6ppeda soovimatu kahju vbi kannatusega isikule?
5. Kas téétlemistoimingu mittekasutamisel on kahju vastutavale t6étlejale?

6. Kas téotlemistoimingu mittekasutamisel on kahju kolmandale isikule?

7. Kas téétlemistoiming toimub isiku huvides, kelle andmeid t66deldakse?

8. Kas isiku 6igustatud huvi on tasakaalus selle isiku éigustatud huviga, kes digustatud huvi
erandile soovib tugineda? Kaalu andmesubjekti huve ja tdétleja huve.

9. Mis on isiku ja Kindlustusandja vaheline seos?
10.Mis on té6deldavate andmete iseloom? Kas on eriliiki andmed?

11.Kas eksisteerib kahepoolne suhe Kindlustusandja ning isiku vahel, kelle andmeid
tahetakse té6delda? Kui jah, siis kui l&dhedane on suhe?

12.Kas téotlemine piirab voi riivab isiku 6igusi?

13.Kas isikuandmed on saadud otse isikult v6i kaudselt?

14.Kas on subordinatsiooni véi vbéimusuhe isiku ja Kindlustusandja vahel?
15.Kas on téend&oline, et isik vbib oodata, et infot sel eesmargil té6deldakse?

16.Kas tootlemist voib vaadelda kui intensiivset voi kohatut? Kas sellisena voib seda ndha isik
voi tulenevalt suhte kontekstist?

17.Kas isikule on avaldatud privaatsustingimused? Kuidas?

18.Kas isik, kelle andmeid t66deldakse, saab lihtsasti kontrollida t66tlemistoimingut véi sellele
vastu vaielda?

19.Kas téotlemise ulatust saab muuta vdhendamaks olulisi privaatsusriske?
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D) Kaitsemeetmed ja kompenseerivad kontrollid

1. Kaitsemeetmed hélmavad mitmesuguseid kompenseerivaid meetmeid, mida vbib
kehtestada isikute kaitseks véi mille kaudu vdhendada t66tlemisega kaasnevaid riske voi
voimalikke negatiivseid méjusid.

Need voivad olla identifitseeritud andmekaitse méjuhinnangutes, nt andmete minimeerimine,
de-identifitseerimine, tehnilised ja korralduslikud meetmed, vaikimisi privaatsuspohimote,
téiendav labipaistvus, kriiptimise tdiendavad kihid, mitme-tasandiline autentimine, séilitamine,
piiratud  juurdepééds, Opt-out, rdsimine ja muud andmekaitsega seotud tehnilised
turvameetodid (vt voimalikku néidisloetelu kaitsemeetmetest lisas 13.2).

5.19 Kas kasutusele on voetud vajalikud kaitsemeetmed? Kindlustusandja viib digustatud huvi alusel
andmetdodtlust 1abi vagagi erinevatel eesmarkidel olenevalt konkreetse Kindlustusandja pdhjendatud
huvidest, nt:

. kindlustusriskide hindamine (sealhulgas andmete t66tlemine, mis puudutab pahatahtlikult,
ebaausalt voi pettuslikult kaitunud isikuid),

. Uldiste kindlustusmaksemaarade arvutamine ja hinnamudelite loomine,

. kahjukasitluse kvaliteedikontroll,

0 kontsernisisene infovahetus,

. veebivestluste ja telefonikdnede salvestamine,

. turundus- ja kampaaniad isikutele, kes on varem soetanud sarnaseid teenuseid, tooteid,
. kaamerate ja muude jalgimisseadmete kasutamine,

. uute kindlustustoodete valjatddtamine ja arendamine.

Naéide 17. Tutvu huvide kaalumise néitega pettuste ennetamise eesmérgil Juhendi p 13.1 voi
oigustatud huvide kaalumise néidiskiisimustega dlal, p 5.18

(9) Eriliiki isikuandmete to6tlemise seaduslikud alused

5.20  Eriliiki isikuandmete to6tlemiseks on vajalik omada alust IKUM art 6 16ige 1 loetletud té6tluse
alustest ja kohalduma peab méni IKUM art 9 Idige 2 eranditest (sisuliselt erandid, mis lubavad eriliiki
isikuandmete todtlust; kasutusel ka kui IKUM art 9 Ig 2 alused).

5.21  Juhendis on erinevate t66tlustoimingute juures toodud valja erinevad vdimalikud t66tluse alused,
sh eriliiki isikuandmete téétlemiseks. Uldjuhul on Ghel eesmargil toimuval té6tlusel (ks alus, kuid on
vdimalik, et téotlustoimingul on mitu alust. Naiteks elukindlustust pakkudes on td6tluse aluseks seadusest
tulenev kohustus, sest Kindlustusandja peab taitma RahaPTS ndéudeid, kui Kindlustusandja tuvastab
RahaPTS néuetest tulenevalt isiku, kes soovib elukindlustust, ja tuvastamisel kogutakse tapselt RahaPTS
§ 21 toodud andmed. Kui kliendist ja tehingust arusaamiseks kogutakse RahaPTS kohustuste taitmiseks
isikuandmeid, mis pole konkreetselt seaduses valja toodud, siis on seadusest tulenevat kohustust Uletavas
osas tootluse aluseks avalik huvi ja/vai digustatud huvi (olenevalt tapsest tootlusest). Eelnev illustreerib, et
Uhel eesmargil toimuva t66tlusega voib olla seotud mitu to6tluse alust. Juhendis on eriliiki isikuandmete
tddtlemise juures margitud mitu vdimaliku alust ja IKUM art 9 Ig 2 erandit. IKUM art 6 Ig 1 aluste tapsem
analiiis on toodud igas vastavas peatiikis. IKUM art 9 Ig 2 erandite kohaldamise pdhilised eeldused ja
nduded on kirjeldatud alljargnevalt ning olenevalt konkreetsest juhtumist saab Kindlustusandja valida enda
tootlemise spetsiifikast [8htuvalt kdige sobivama aluse. Kindlustustegevuses eriliiki isikuandmete
tootlemisel on kéige tdendolisemad IKUM art 9 Ig 2 kasutatavad erandid jargnevad:

522 IKUM art 9 Ig 2 punkt a — selgesénaline ndusolek. Vastavat alust (t66tlemise lubamise erandit)
Juhendis eraldi ei hinnata, sest kohalduvad tavaparased selgesdnalise ndusoleku kohaldamise nduded.
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523 IKUM art 9 Ig 2 punkt b — vastutava téétleja kohustus - ,t66tlemine on vajalik seoses vastutava
téotleja voi andmesubjekti t666igusest ning sotsiaalkindlustuse ja sotsiaalkaitse valdkonna oOigusest
tulenevate kohustuste ja eribigustega niivord, kuivérd see on lubatud liidu voéi liikmesriigi digusega voi
liikmesriigi 6iguse kohase kollektiivlepinguga, millega kehtestatakse asjakohased kaitsemeetmed
andmesubjekti pbhibiguste ja huvide kaitseks®.

Vastava aluse puhul on vajalik, et eriliiki isikuandmete to6tlemine on lubatud liikmesriigi digusega ja on
seotud t66diguse, sotsiaalkindlustuse voi sotsiaalkaitse valdkonna kohustustega. IKUM-i sdnastust
lugedes ja olenevalt sotsiaalkaitse valdkonna kohustuste tdlgendamisest vdib jduda jareldusele, et IKUM
art 9 Ig 2 punkt b vdib olla sobilik alus eriliki isikuandmete téotlemiseks vahemalt kohustuslike
kindlustustiiipide puhul. Samas IKUM-i kommentaarides (C. Kuner jt ,The EU General Data Protection
Regulation (GDPR): A Commentary“) on IKUM art 9 Ig 2 punkt b kohaldamise kohta sedastatud, et see
erand on kasutamiseks toé0andjatele suhtes enda tootajatega?®. Muid kohaldamise juhte punkt b osas
IKUMi kommentaarides vélja toodud pole. Uhese kohtupraktika puudumisel on méistlik, et Kindlustusandja,
kes vastavat alust kohaldada soovib, teostab eelnevalt anallusi, kas vastav alus tema konkreetseks
to6tlustoiminguks sobib.

524 IKUM art 9 Ig 2 punkt e — ,toodeldakse isikuandmeid, mille andmesubjekt on ilmselgelt
avalikustanud®. Vastava aluse kohaldamine eeldab, et eriliki isikuandmed on avalikustatud
andmesubjekti enda poolt ning et avalikustamine on olnud iimselge. IKUMi kommentaarides on selgitatud,
et avalikustamine on ilmselge, kui andmesubjekt on selge aktiivse tegevusega ise oma vastavad andmed
avaldanud?*.

Naiteks voib olla IKUM art 9 Ig 2 punkt e sobiv alus, kui reisikindlustuse kasutamiseks on vaja téddelda
kindlustatud isiku elukaaslase haigestumise andmeid. Vastaval juhul on kindlustatud isiku elukaaslane
avaldanud haigestumise andmed (nt arstitdendi) kindlustatud isikule sooviga véimaldada kindlustatud isikul
kindlustushlvitise saamiseks vastav teave Kindlustusandjale edastada. Andmesubjekt on oma konkreetse
tegevusega avaldanud andmed, et vdimaldada kindlustushiivitise saamist. Kui muud sobivat alust IKUM
art 9 l6ikest 2 ei kohaldu, siis vdib sama loogikat kohaldada ka Kindlustusvétja enda eriliiki andmete
tootlemiseks — eeldusel, et andmesubjekt (Kindlustusvétja) vastavad andmed selgelt ise avalikustab.

525 IKUM art9 lg 2 punkt f — ,,t66tlemine on vajalik igusndude koostamiseks, esitamiseks voi
kaitsmiseks voi juhul, kui kohtud tdidavad oma digust mdistvat funktsiooni®.

Punkt f kohaldamiseks peab tegemist olema ,aktiivse” digusvaidlusega — st ndude esitaja positsioonil olles
peab olema tegemist olukorraga, kus ndue pariselt esitatakse voi selle esitamist pariselt kaalutakse ning
ndude saaja (kaitsja) positsioonil olles peab tegemist olema olukorraga, kus néue kaitsja vastu on esitatud.
Hipoteetiliste nduete osas IKUM art 9 Ig 2 p f ei kohaldu. Vastavat seisukohta kinnitavad ka IKUMi
kommentaarid?s.

526 IKUM art 9 Ig 2 punkt g — oluline avalik huvi - ,t66tlemine on vajalik olulise avaliku huviga seotud
pdhjustel liidu voi liikmesriigi diguse alusel ning on proportsionaalne saavutatava eesmargiga, austab
isikuandmete kaitse diguse olemust ja tagatud on sobivad ja konkreetsed meetmed andmesubjekti
pdhidiguste ja huvide kaitseks". |

KUM art 9 Ig 2 punkti g kasutamine eeldab, et tédtlustoiming on vajalik seoses olulise avaliku huviga. Selles
osas on vaja teostada olulise avaliku huvi hinnang. IKUM kommentaarid juhivad téhelepanu sellele, et
olulise avaliku huvi puhul ei piisa lihtsalt avalikust huvist - vastav avalik huvi peab olema eriliselt oluline26,
Lisaks peab t66tlus olema vajalik liidu voi liikmesriigi diguse alusel ja proportsionaalne saavutatava
eesmargiga ning kasutusel peavad olema sobivad kaitsemeetmed. Kdike eeltoodut tuleb olulise avaliku
huvi hinnangus hinnata ning t66tlus on lubatud ainult hinnangu sobiva tulemuse korral.

2 C. Kuner jt, The EU General Data Protection Regulation (GDPR): A Commentary, |k 377.

24 Ibid, Ik 378 — kommentaarides on iimselge avalikustamine seotud andmesubjektipoolse ,affermative act” teostamisega.
% |bid, Ik 379.

2Vt C. Kuner jt, The EU General Data Protection Regulation (GDPR): A Commentary, |k 379.
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527 IKUM art 9 Ig 2 punkt h — ,té6tlemine on vajalik ennetava meditsiini véi téémeditsiiniga
seotud pohjustel, tootaja toovoime hindamiseks, meditsiinilise diagnoosi panemiseks,
tervishoiuteenuste voi sotsiaalhoolekande voi ravi vdimaldamiseks voi tervishoiu- voi
sotsiaalhoolekandesiisteemi ja -teenuste korraldamiseks, tuginedes liidu véi liikmesriigi digusele voi
tervishoiutddtajaga sdlmitud lepingule ja eeldusel, et I6ikes 3 osutatud tingimused on taidetud ja
kaitsemeetmed kehtestatud®.

IKUM art 9 Ig 2 punkt h kohta esitavad IKUM kommentaarid tiilgenduse, et punkt h saab kasutada
kindlustustegevuses eriliiki isikuandmete to6tlemiseks, kui lisaeeldused on taidetud. Nimelt on
kommentaarides kirjas jargnev: ,.../See hélmab ka tundlike andmete téétlemist tervishoiu- voi
sotsiaalkindlustussiisteemide haldamise valdkonnas. See séte h6lmab ka teenuseid, mida tehakse lepingu
alusel, kuid leping ei ole kohustuslik. Mobistet "sotsiaalhoolekande" tuleks tblgendada laiaulatuslikult,
hélmates koiki sotsiaalkindlustusasutuste poolt pakutavaid abiliike..“.2” Kuigi kommentaarides raagitakse
ametiasutustest, siis saab sama alust kasutada eradiguslik isik, kui teostatakse avalik-6igusliku Glesannet
vOi analoogia korras, kui olulistes avalikes huvides on kohustuslikus tehtud teatud thdpi
kindlustuslepingutesse asutumine. Nii vdib punkti h kasutamine tulla kdne alla naiteks kohustusliku
kindlustuse puhul eriliiki isikuandmete to6tlemisel. Olenevalt sotsiaalkaitse kohustuse télgendamisest vdib
punkti h kasutamise ala olla ka laiem. Igal juhul tuleb Kindlustusandjal, kes punkti h soovib kasutada,
teostada konkreetse toétlustoimingu osas sobiva aluse leidmiseks hinnang. Lisaks on IKUM art 9 Ig 2 punkti
h kasutamiseks vajalik IKUM art 9 Ig 3 nuete taitmine — st vastavaid isikuandmeid t6tlevate isikutel peab
olema seadusest tulenev kohustus isikuandmeid saladuses hoida.

(h) Esialgsest 6iguslikust alusest erineval alusel té6tlemise erisused

5.28  Olukorras, kus andmetddtlus toimub muul eesmargil kui see, milleks isikuandmeid algselt koguti,
ja kui selliseks andmet6étiuseks ei ole andmesubjekti ndusolekut ega seadusest tulenevat kohustust voi
oigust, tuleb hinnata andmetdétluse eesmargiparasust.

5.29 Uuel eesmargil téoétlemise lubatavust ei ole vaja eraldi hinnata, kui uuel eesmargil td66tlemine
pdhineb isiku ndusolekul véi kehtival digusel (IKUM art 6 Ig 4). Muudel juhtudel tuleb I&bi viia eesmarkide
kooskdla analiitis?8 (ingl k purpose compatibility assessment), vottes arvesse IKUM art 6 Ig 4 punktides a-
e reguleeritud tingimusi.

Néide 18. Kindlustusandja téétleb kliendi isikuandmeid reisikindlustuse sélmimiseks ja taitmiseks
(algne eesmérk). Seadusest tulenevalt séilitab kindlustusandja reisikindlustuslepinguga seotud
raamatupidamise algdokumente seitse aastat alates majandusaasta I6pust, mil tehingu algdokument
raamatupidamisregistris kajastati, vastavalt raamatupidamise seaduse §-s 12 sétestatule.

5.30 Uuel eesmargil tddtlemise lubatavuse hindamisel tuleb vétta arvesse muuhulgas jargnevaid
faktoreid (Maaruse artikkel 6 Ig 4 punktid a-e)2°:

(i) seost nende eesmarkide, mille jaoks isikuandmeid esmalt koguti, ja kavandatava edasise
tootlemise eesmarkide vahel;

(ii) isikuandmete kogumise konteksti, eelkdige andmesubjektide ja vastutava todtleja vahelist
seost;
(iii) isikuandmete laadi, eelkdige seda, kas toddeldakse isikuandmete erilike voi

suuteoasjades suudimdistvate kohtuotsuste ja stltegudega seotud isikuandmeid;

(iv) kavandatava edasise t66tlemise voimalikke tagajargi andmesubjektide jaoks;
(v) asjakohaste kaitsemeetmete (muuhulgas kripteerimine ja pseudoniimimine) olemasolu.
Néide 19. Eesmérgipdrasusega on kooskélas olukord, kus Kindlustusandja kasutab korduvalt Kliendi

poolt varem esitatud voi Kindlustusandjale muul viisil teatavaks saanud isikuandmeid, véttes arvesse

27 |bid, Ik 380.
% Formaadilt v6ib seda pidada sarnaseks Gigustatud huvi analuisiga, mida reguleerib IKUMart6lg1pf.
2ZVtIKUM art 6 1g 4.
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Mééruses ja seadustes sétestatud piiranguid. Vastav bigus tuleneb VOS § 440 Ig-st 2, siiski on
Kindlustusandjal kohustus hinnata taiendavalt, kas olemasolevate andmete kasutamine teisel eesmaérgil on
ikkagi kooskblas eesmaérgiga, milleks isikuandmeid algselt koguti.

Néide 20. Elukindlustuslepingu sélmimisel saadud terviseandmeid ei tohi Kindlustusandja kasutada
ega téddelda reisikindlustuse kindlustusriski arvutamisel.

5.31  Sealjuures on oluline, et lldine vdimalus selliseks uuel eesmargil to6tluseks on kirjeldatud
Kindlustusandja privaatsustingimustes.

6. LEPINGUEELSED LABIRAAKIMISED, KINDLUSTUSLEPINGU SOLMIMINE

Kéesolevas peatikis selgitatakse eesmargi piirangu pdhimdttest lahtuvalt, milliseid isikuandmete liike
Kindlustusandja Kindlustuslepingu sdlmimise kaigus toodtleb ja milliste eesmarkide taitmisele see on
suunatud, vottes arvesse isikuandmete té6tlemise diguslikke aluseid ja nende kohaldatavust.

6.1 Kindlustuslepingu so6lmimine ja kindlustusriskide hindamine

Tavalised isikuandmed

6.1.1 Tavaliste isikuandmete alla kuuluvad koéik isikuandmed, mis ei ole klassifitseeritud eriliiki
isikuandmeteks (IKUM art 9 Ig 1) ega siiliteoandmeteks (IKUM art 10). Kindlustusandja peab aga ka
tavaliste isikuandmete to6tlemisel eristama tavaliste andmete tundlikumaid kategooriaid (nt finantsandmed)
ning rakendama vastavalt asjakohased ndéuded.

6.1.2 Kuigi Maarus ei anna tundlikele isikuandmetele legaaldefinitsiooni, voib nende tundlikkus tuleneda
andmete olemusest, konkreetse andmetd6tluse eesmargist voi riigi digusaktidest. Tundlike isikuandmete
téotlemine voib oluliselt suurendada riski Uksikisiku digustele ja vabadustele. Neid andmeid peetakse
tundlikeks, sest need on taiendavalt seotud isiku eraeluga, nende vaarkasutamisel voivad olla tésised
tagajarjed isiku igapaevaelule voi vdivad mdjutada pohidiguste kasutamist.30

Néide 21. Finants- ja sotsiaalvaldkonna andmeid peetakse tundlikeks, kuna nende avalikuks tulek
voib oluliselt suurendada riski, et isik langeb pettuse véi identiteedivarguse ohvriks. Selliste andmete
lekkimine voib tésiselt kahjustada isiku rahalist seisu ja sotsiaalset turvalisust.

Néide 22. Inimese vanus ja sugu on tavalised isikuandmed, kuid nende tundlikkus véib suureneda
Séltuvalt konkreetsest kontekstist, milles neid tbbdeldakse. Néiteks tbble kandideerimisel vobi
kindlustuslepingu sélmimisel véivad need andmed moéjutada otsustusprotsessi, mistéttu tuleb nende
téotlemisel olla eriti ettevaatlik, et véltida diskrimineerimist voi ebadiglast kohtlemist.

Néide 23. Eestis, Létis ja Leedus on isikukood (ks peamisi ja usaldusvaarsemaid isikusamasuse
tuvastamise andmevélju, mille téétlemisele ei ole kehtestatud seadusandlikke piiranguid. Tavaliselt
kasutatakse isikukoodi kérgema riskiga vOi kestvuslepingutes, et kindlustada poolte isikusamasuse
usaldusvéérne tuvastamine. Teistes riikides voib isikukoodile sarnaste andmevéljade kasutamine olla
seadusega rangemalt reguleeritud. Naiteks lirimaa rahapesu tbkestamise ja terrorismi rahastamise seadus
ei luba e-raha ja makseteenuse pakkujatel kliendisuhte algatamisel isikusamasuse tuvastamiseks téédelda
isikukoodi (Personal Public Security Number), kuna tegemist on tundliku andmevéljaga, mille ebaseaduslik
avalikuks tulek voib isikule mérkimisvaarset kahju tekitada.

6.1.3 Tavaliste isikuandmete, sh tundlike andmete td66tlemiseks ei kehtesta Maarus taiendavaid tingimusi
vorreldes eriliiki isikuandmete (vt Juhendi p 6.1.15jj) véi siiiteoandmete (vt Juhendi p 7.1.12jj ning 7.2.14jj)
tootlemisega. Kuill aga tuleb tundlike isikuandmete t&6tlemisel tadiendavalt tdhelepanu pdéorata
andmet6otluspdhimdtete jargimisele, eelkdige digluse ja minimaalsuse printsiibi tagamisele, et valtida
Klientide potentsiaalset diskrimineerimist.

6.1.4 Lepingueelsetele Iabiradkimistele saab tugineda, kui isikuandmete t66tlemine on vajalik lepingu
s6lmimisele eelnevate meetmete votmiseks vastavalt isiku taotlusele. See sate pdhineb asjaolul, et enne

%0 WP29 Suunised, mis kasitlevad andmekaitsealast majuhinnangut ja selle kindlaksméaaramist, kas isikuandmete todtlemise
tulemusena ,tekib téenaoliselt suur oht* vastavalt maarusele (EL) 2016/679. WP 248 rev.01, 4. oktoober 2017, Ik 11.
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lepingu sdlmimist vdib olla vajalik isikuandmete eeltdédtlemine, et ette valmistada lepingu tegelikku
s6lmimist. Tuleb arvestada, et to6tlemise ajal ei pruugi olla kindel, kas leping ka tegelikult séimitakse.3"

6.1.5 Tanapaeval algab Kindlustuslepingute sélmimine enamasti Kindlustusandja veebirakenduses
taidetava avalduse kaudu. Avalduse esitamise keskkond peab olema Ules ehitatud selliselt, et selle kaudu
kisitakse Kliendilt vaid asjakohaseid ja vajalikke andmeid, mis on seotud Kindlustuslepingu eesmargi ja
sisuga. Sel eesmargil kasutavad Kindlustusandjad vastavalt Kindlustuslepingu tldbile kohandatud
kisimustikke, mis vdivad hdlmata lihtsaid kusimusi (kindlustusriskide lihtsustatud hindamine) kui ka
spetsiifilisi kiisimusi erinevatest valdkondadest, et koguda p&hjalikku teavet Kliendi riskitegurite kohta.

6.1.6 Klient peab avalduse esitamise kaigus teatama Kindlustusandjale kéikidest asjaoludest, mis vdivad
mdjutada Kindlustusandija otsust lepingu sdlmimise vdi selle tingimuste osas (olulised asjaolud). Oluliseks
loetakse eelkdige need asjaolud, mille kohta Kindlustusandja on otseselt kirjalikus vormis teavet ndudnud,
valja arvatud juhul, kui teave on Kindlustusandjale juba teada vo&i kui Kindlustusvdtja vois moistlikult
eeldada, et see teave on Kindlustusandjale juba teada (VOS § 440).32

Naéide 24. Kohustusliku  liikluskindlustuse  s6lmimisel  kiisib  Kindlustusandja: (i)  séiduki
registreerimismérgi numbrit, (i) omaniku vbi vastutava kasutaja isikukoodi/registrikoodi, (iij) séiduki
kasutusala®: ja (iv) Kliendi kontaktandmeid.

Néide 25. Kodukindlustuse sélmimisel kiisib Kindlustusandja: (i) elamu tiidipi, (ii) ehitusmaterjali, (iij)
tldpindala, (iv) koduse vara ja (v) vastutuskindlustuse rahalist ulatust, (vi) kas kinnisvara on laenu
tagatiseks, (vii) ehitus- vbi renoveerimisaasta, (Vviii) kinnistu aadressi ja (iv) lepingu andmeid (lepingu algus,
kindlustusmaksete arv, maksepéaev).

NB! Eelnevates néidetes loetletud andmed ei pruugi kbik olla iseseisvalt isikuandmed, kuid neid tuleb
késitleda isikuandmetena, sest kaudselt voib olla véimalik nende kaudu tuvastada fiiisiline isik kindla
lepingu s6lmimise kontekstis.

6.1.7 Kindlustuslepingu sdélmimise ettevalmistamisel saab Kindlustusandja isikuandmete
tootlemisel tugineda lepingueelsetele lidbiradkimistele, kasutades digusliku alusena IKUM art 6 1g 1
p-i b teist alternatiivi. Oigusliku aluse maatriks on jargmine:

IKUMart61g1pb, VOS § 422 1g 1, KindITS § 218 1g1p 1

6.1.8 Praktikas esineb probleeme seoses lepingueelsetele 1abirdakimistele tuginemise ulatusega, eriti
kisimuses, kas kdik andmetdoétiused, mis eelnevad lepingu formaalsele sélmimisele, kuuluvad selle alla.
Oluline on réhutada, et IKUM art 6 Ig 1 p b kohaldamisala on piiratud isikuandmete té6tlemisega, mis on
vajalik lepingu sélmimisele eelnevate meetmete votmiseks vastavalt andmesubjekti taotlusele. Seda tuleb
mdista eelkdige kui lepingupoolte vahelist andmevahetust ja nende andmete sisestamist
kindlustuslepingusse. Kui Kindlustusandjal on vajadus Kliendi poolt edastatud andmeid enne lepingu
s6lmimist tdiendavalt tdéddelda (nt riskianalldsiks), siis on tldjuhul tegemist muu eesmargi taitmisega, mis
jaab IKUM art 6 Ig 1 p b reguleerimisalast valja ning Kindlustusandja peab leidma muu sobiva &igusliku
aluse (milleks véib olla digustatud huvi (IKUM art61g 1 p f koos KindITS § 2181g 1 p 1 Is 2) v6i ka seadusest
tulenev kohustus (IKUM art 6 1g 1 p c).3*

6.1.9 Riskide hindamise ja juhtimise kohustus, sealhulgas sellega seotud isikuandmete to6tlemine,
tuleneb Kindlustusandjale kehtivatest kindlustusvaldkonna oigusaktidest.3® See voéib luua mulje, et

3" EDPB Suunised 2/2019 isikuandmete t66tlemise kohta isikuandmete kaitse Gldmaéaruse artikli 6 16ike 1 punkti b alusel seoses
andmesubjektidele internetipdhiste teenuste osutamisega, 8. oktoober 2019, p 2.7.

%2 Ka lepingdiguse (ildpdhimétete kohaselt (VOS § 14 Ig-d 1 ja 2) peavad pooled lepingueelsete labiraakimiste kdigus véi selle
ettevalmistamisel teatama lksteisele kdigist asjaoludest, mis on lepingu olemust arvestades teisele poolele dratuntavalt olulised.
Erandiks on asjaolud, mille teatamist ei saa madistlikult eeldada.

33 Nt tavakasutus, dppesdiduk, lihirent, operatiivsdiduk, patrullauto, takso, sdidujagamine, kuller vdi matkaauto.

3Vt (i) EDPB Suunised 2/2019 isikuandmete t66tlemise kohta isikuandmete kaitse tldmaaruse artikli 6 IGike 1 punkti b alusel seoses
andmesubjektidele internetipbhiste teenuste osutamisega, 8. oktoober 2019, p 2.7. WP29 Arvamus 06/2014 andmete vastutava
todtleja digustatud huvide maiste kohta direktiivi 95/46/EU artikli 7 tahenduses, 9. aprill 2014 WP 217, 111.2.2. Leping p ii.

3 Vt KindITS § 97jj. Satted pdhinevad Euroopa Parlamendi ja Ndukogu direktiiv 2009/138/EU, 25. november 2009 , kindlustus- ja
edasikindlustustegevuse alustamise ja jatkamise kohta (edaspidi ,Solventsus II*) (uuesti sdnastatud) (ELT L 335, 17.12.2009, Ik 1-
155) art 44jj ulevdtmisel, mis kehtestab kindlustusandjatele tingimused, mida nende organisatsiooni riskijuhtimisstisteem peab
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isikuandmete t66tlemine riskide hindamise ja kaardistamise raames voiks igal juhul olla kasitletav Maaruse
méttes Kindlustusandja seadusjargse kohustusena IKUM art 6 Ig 1 p-i ¢ tAhenduses. Tegelikkuses see aga
nii ei ole. Selleks, et andmetddtius vastaks Kindlustusandja seadusjérgsele kohustusele IKUM art 6 Ig 1 p-
i c mdttes, peavad kumulatiivselt olema taidetud neli tingimust tagamaks, et kohustus oleks maaratletud ja
seda vastutava tootleja suhtes (vt tApsemalt (ilal peatiikis 5(d))3.

Néide 26. Elukindlustuslepingu sélmimine (Térge! Ei leia viiteallikat. vastavus neljale kriteeriumile):

(a) Rahapesu ja terrorismi rahastamise tokestamise seadus®” (edaspidi: (,RahaPTS*) kohaldub
kindlustusandjale elukindlustuslepingu pakkumisel (RahaPTS §21g 1p 2; §61g 2 p 4);

(b) Kindlustusandjal on kohustus tuvastada kliendi isikusamasus té6deldes isiku nime, isikukoodi ja
kontaktandmeid, mille 6igsust kontrollitakse isikut tbendava dokumendi pbhjal (RahaPTS § 21 Ig-d 1 ja 3);

(c) Eesmaérk on isikusamasuse tuvastamine (RahaPTS § 21); ja
(d) Isikusamasuse tuvastamise kohustus on kindlustusandjal, mitte isikul (RahaPTS § 2, § 3ja § 21).

6.1.10 Nendest neljast tingimusest ei ole riskijuhtimise raames eelkdige taidetud punkt 5.14Torge! Ei leia v
iiteallikat., kuna kehtivates digusaktides ei ole selgesdnaliselt satestatud kohustust téddelda riskijuhtimise
raames kindlaid isikuandmeid. Isikuandmete to6tlemise ulatus soltub konkreetse kindlustustoote
omadustest ning sellega seotud riskiteguritest, millest tulenevalt vdib ndutavate andmete t66tlemine
varieeruda vastavalt kindlustusandja riskitaluvusele kui ka pakutava toote eriparadele. Seda véib pidada
seadusandja teadlikuks otsuseks anda Kindlustusandjatele vabadus maarata oma ettevdtte riskitaluvus ja
valida sobivad meetmed pakutavate kindlustustoodetega kaasnevate riskide maandamiseks.

6.1.11 Selline kaalutlusruum Gigusaktidest tuleneva kohustuse taitmisel vastab Maaruse méttes avaliku
huvi (IKUM art 6 Ig 1 p e) ja/vdi digustatud huvi (IKUM art 6 Ig 1 p f) tingimustele.3® Uksikisikutega
eradiguslike Kindlustuslepingute sdlmimist ei saa Uldjuhul kasitleda avaliku huvi kisimusena. Tegemist on
kahe eradigusliku lepingupoole vahelise individuaalse digussuhtega, millel ei ole otsest mdju avalikkusele,
ning seadusandja ei ole maaratlenud kindlustusriski hindamist kui avalikku huvi3®. Arvestades, et
eradiguslik Kindlustusleping hélmab Uhelt poolt Kindlustusandja huvi hallata oma riskivalmidust ning teiselt
poolt Kliendi huvi kaitsta end vdimaliku kahju v6i majandusliku ebastabiilsuse eest, on riskijuhtimise raames
toimuv isikuandmete t66tlemine eelkdige Kindlustusandja digustatud huvi alla kuuluv tegevus, mille
vajalikkust toetavad digusaktid.

6.1.12 Kliendi riskiprofiili maaramine on iseseisev protsess, mille kaigus Kindlustusandja hindab, kas
Kliendi soovitud kindlustatav risk vastab Kindlustusandja riskiisu kriteeriumidele ning kas esinevad lepingu
s6lmimist takistavad asjaolud. Lisaks kasutatakse Kliendi riskiprofiili kindlustusmakse suuruse maaramisel,
arvestades Kliendi individuaalseid riske ja nende vdimalikku mdju kindlustuslepingu tingimustele. Ka
Euroopa Parlamendi ja ndukogu direktiiv 95/46/EU, 24. oktoober 1995, Uksikisikute kaitse kohta
isikuandmete tootlemisel ja selliste andmete vaba liilkumise kohta*? (edaspidi: ,Andmekaitsedirektiiv*) art

sisaldama, ning maarab kindlaks, milliseid alusandmeid tuleb riskide juhtimisel arvesse vétta. Tapsemaid juhiseid ja reegleid seab
Solventsus Il alusel vélja antud Komisjoni delegeeritud maarus (EL) 2015/35, 10. oktoober 2014 , millega taiendatakse Euroopa
Parlamendi ja ndukogu direktiivi 2009/138/EU kindlustus- ja edasikindlustustegevuse alustamise ja jatkamise kohta (edaspidi
,Delegeeritud maarus 2015/35%) (ELT L 12, 17.1.2015, Ik 1-797).

% VvVt EDPB, Andmekaitsejunend véikeettevotetele: Vastutava todtleja seadusjargse kohustuse téitmine. Veebilehel:
https://www.edpb.europa.eu/sme-data-protection-quide/home_et.

S RT I, 21.06.2024, 50.

% Tegemist ei ole uudse kontseptsiooniga. Ka rahapesu ja terrorismi rahastamise tokestamise (edaspidi: ,AML/CTF*) kontekstis on
seadusandja andnud krediidiasutustele volituse hinnata, milliseid meetmeid nad AML/CTF nduete taitmiseks rakendavad, tuues
teatud olukordades vélja ka kindlad kohustused, mis vastavad krediidiasutuse seadusest tulenevale kohustusele IKUM art 6 Ig 1 p-i
¢ mottes. Naiteks Rahapesu ja terrorismi rahastamise tokestamise seadus (RT I, 21.06.2024, 50) (edaspidi: ,RahaPTS") § 21
reguleerib flusilise isiku isikusamasuse tuvastamise protsessi, sealhulgas isikusamasuse tdendamiseks vajalike dokumentide
esitamist ja kliendi kohta kogutavate andmete haldamise kohustust arisuhte loomisel.

Lisaks on seadusandja AML/CTF eesmarkide taitmise raames selgelt maaratlenud, et isikuandmete t66tlemine véib toimuda
Maaruse moéttes avalikes huvides. (RahaPTS § 48 Ig 2; Euroopa Parlamendi ja ndukogu direktiiv (EL) 2015/849, 20. mai 2015, mis
kasitleb finantsslisteemi rahapesu vdi terrorismi rahastamise eesmargil kasutamise tdkestamist ning millega muudetakse Euroopa
Parlamendi ja ndukogu maérust (EL) nr 648/2012 ja tunnistatakse kehtetuks Euroopa Parlamendi ja ndukogu direktiiv 2005/60/EU ja
komisjoni direktiiv 2006/70/EU (edaspidi: ,AMLD4*), art 41 Ig 2.
39Vt IKUM art 6 Ig 3 ja pdhjenduspunkt 45, mis selgitavad avaliku huvi kohaldamise eeltingimusi.

40 EQT L 281, 23.11.1995, |k 31-50, (kehtetu).
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7 p-l f (mutatis mutandis IKUM art 6 Ig 1 p f) pdhinev WP29 arvamus digustatud huvi kohta viitab, et
Kliendiga seotud riskide hindamine on Kindlustusandja digustatud huvi.4' M&aaruse alusel Euroopa
Andmekaitse Ndukoja vastuvdetud digustatud huvi juhises puudub konkreetne viide kindlustushuvile, kuid
analoogselt véimaldab kasitada kindlustushuvi digustatud huvina.#? Sealhulgas viitab KindITS § 218 Ig 1 p
1 Kindlustusandja digusele t6ddelda isikuandmeid Kliendi kindlustusriski hindamiseks.

6.1.13 Selline riskide hindamine voéimaldab Kindlustusandjal analiitsida Kliendi individuaalseid riske,
andes samal ajal Kliendile objektiivse hinnangu tema tegeliku olukorra kohta. Samuti aitab riskide
hindamine valtida Kliendile ootamatuid Ullatusi, mis vodivad tekkida seoses kindlustuslepingu taitmist
takistavate asjaoludega, naiteks Kindlustusandja 6igus lepingust taganeda, kui Klient on rikkunud olulise
info avaldamise kohustust (VOS § 442), véi Kindlustusandja &igus tiihistada kindlustusleping pettuse t&ttu
(VOS § 441 1g 5).

Néide 27. Kaskokindlustuse pakkumisel véib kindlustusandja, tuginedes oma riskitaluvusele,
kehtestada tingimused, mille alusel ta teatud séidukitele kaskokindlustuskaitset ei paku, nt (le 12-aasta
vanused séidukid.

6.1.14 Kindlustuslepingu sdlmimise ettevalmistamisel toimuva riskihindamise raames saab
Kindlustusandja isikuandmete to6tlemisel tugineda Kindlustusandja 6igustatud huvile, kohaldades
IKUM art 6 Ig 1 p-i f.*3 Oigusliku aluse maatriks on jargmine:

IKUMart61lg1pf, VOS § 422 1g 1, KindITS § 218Ig1p 1

Eriliiki isikuandmed

6.1.15 Maarus satestab (ldise keelu eriliigiliste isikuandmete téotlemisele (IKUM art 9 Ig 1), kuna nende
andmete téotlemisega voib kaasneda tdenadolisemalt risk isikute pohidiguste ja vabaduste kahjustamisele,
sh diskrimineerimisele.** Siiski on eriliigiliste isikuandmete to6tlemine lubatav juhul, kui see on eesmargi
saavutamiseks vajalik ning vastab vahemalt Ghele Maaruses viidatud t66tlemist lubava erandi tingimusele
(vt IKUM art 9 Ig-d 2-4).

6.1.16 Kindlustuslepingu olemusest tulenevalt véib Kindlustusandjal olla vajalik hinnata Kliendi tervislikku
seisundit enne lepingu sdImimist, et tita oma riskijuhtimise kohustusi ja kasutada sellega seotud 6igusi.
See protsess hdlmab eriliigiliste isikuandmete tootlemist, mis on tavaparane, kui kindlustustoode hélmab
Kliendi terviseriskide katmist pikema perioodi jooksul. Lisaks on selliste kindlustustoodete puhul
Kindlustusriski realiseerumise korral Kindlustusandja kohustatud maksma markimisvaarseid rahalisi
havitisi.

Néide 28. Elukindlustuse leping sblmitakse téhtajatult ning selle eesmérk on maksta
kindlustatud isiku surma voi tésise ja pikaajalise tervisekahjustuse téttu tekkinud t66véime
kaotuse korral tihekordne hivitis. Turupraktika kohaselt soovitatakse elukindlustust sélmides
kindlustada vdhemalt kolmeaastane (neto)sissetulek, mis teeb Eesti keskmise palga pbéhjal
hiivitise suuruseks 57 600 eurot iihe kindlustusjuhtumi kohta. #° Lisaks on tavapérane, et
elukindlustusega koos sélmitakse elukindlustus laenu katteks (vt Néide 29), mis suurendab
oluliselt hiivitatavat summat kindlustusjuhtumi korral.

Néide 29. Elukindlustus laenu katteks sblmitakse laenulepingu kehtivuse ajaks ning selle
eesmark on kindlustatud isiku surma voi tésise ja pikaajalise tervisekahjustuse téttu tekkinud

4“1 WP29 Arvamus 06/2014 andmete vastutava tdétleja digustatud huvide méiste kohta direktiivi 95/46/EU artikli 7 tahenduses, 9. aprill
2014 WP 217, 1.2.2. Leping p ii, Ik 18. https://ec.europa.eu/justice/article-29/documentation/opinion-
recommendation/files/2014/wp217_et.pdf

42 Euroopa Andmekaitse Ndukogu, Juhis 1/2024 isikuandmete todtlemiseks IKUM Artikkel 6(1)(f) alusel, 8.10.2024 sedastab seoses
varasema WP29 juhisega, et uus juhis tugineb WP29 arvamusele 06/2014 vastutava to6tleja digustatud huvi moiste kohta direktiivi
95/46/EU artikli 7 tahenduses ja ajakohastavad seda.

43 Tegemist on objektiivse hinnanguga digustatud huvile tuginemise osas. Kindlustusandjal on kohustus viia I&bi Gigustatud huvi
analuus, vottes aluseks oma organisatsiooni konkreetsed riskijuhtimissisteemi aspektid. Samuti tuleb arvestada
andmet66tluspdhimdtteid ja tagada kliendi pShidiguste ja -vabaduste kaitse.

4 Vt Maaruse pdhjenduspunktid 51-56.

4 Statistikaameti andmetel oli juuni 2024 Eesti keskmine brutokuupalk 2 113 eurot. Sellest tulenevalt oleks soovitusliku
kindlustuskaitse summa uhe kindlustusjuhtumi korral 1 600 eurot x 12 kuud x 3 aastat = 57 600 eurot.
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t6ovoime kaotuse korral hiivitada tema (eluaseme)laenu jéak. Eesti Panga andmetel on
eluasemelaenude keskmine jaék laenu kohta ligikaudu 60 000 eurot.46

6.1.17 Maaruse peamine eesmark on anda isikule suurem kontroll tema isikuandmete t66tlemise Ule,
mistottu tuleks eriliigiliste isikuandmete tootlemisel eelkdige tugineda isiku ndusolekule. Siiski ei pruugi
ndusolek alati olla kdige sobivam 6iguslik alus, vottes arvesse todtlemise eesmarki ja Kindlustusandjale
seatud kohustusi. Seetdttu on seadusandja ette nainud vbimaluse satestada siseriiklikult tdiendavaid
erandeid, mis voivad olla asjakohased ja kohaldatavad kindlate eesmarkide taitmiseks.

6.1.18 Eriliiki isikuandmete tédtlemiseks peab Kindlustusandijal eksisteerima diguslik alus IKUM art 6 Ig 1
mottes. Lisaks IKUM art 6 Ig-s 1 satestatud 6diguslikule alusele peab andmete tddtlemise eesmarki
arvestades kumulatiivselt kohalduma ka IKUM art 9 Ig-s 2 satestatud erand, mida vdivad sisustada
siseriiklikud néuded.

6.1.19 Kindlustustegevuse raames on lubatud Kliendi terviseandmeid té6delda kahel juhul (KindITS § 218
Ig 2) kui:

(i) (p 1) kindlustusandjal on seadusest tulenev kohustus sdlmida kindlustusleping, voi

() (p 2) see on muul juhul vajalik kindlustusandja kindlustuslepingu taitmise kohustuse ja selle ulatuse
kindlaksmaaramiseks ning tagasinduete esitamiseks, kui kindlustusjuhtumiks on andmesubjekti surm voi

kui kindlustuslepingu taitmise kohustuse ja selle ulatuse kindlaksmaaramine ning tagasinduete esitamine
eeldab andmete to6tlemist andmesubijekti terviseseisundi voi puude kohta.

(i) KindITS § 218 Ig 2 p 1 (kindlustusandjal on seadusest tulenev kohustus sdlmida
kindlustusleping)

6.1.20 Kindlustusandja seadusest tulenev kohustus sdlmida Kindlustusleping on lldiselt selge ja
arusaadav oiguslik alus, mille tdlgendamine ei tohiks tavaparaselt probleeme tekitada. Ka seaduseelndus,
millega kavandati KindITS § 218 Ig 2 muudatusi on seadusandja valja toonud, et kui tegu on kindlustusandja
kohustusega kindlustusleping sdlmida, siis peab tal olema ka vdimalus vastavaid (fervise)andmeid
toodelda.4”

6.1.21 Siiski vdib ekslikult tekkida arvamus, et terviseandmete t66tlemine olukorras, kus Kindlustusandjal
on kohustus Kliendiga leping séimida, péhineb Maaruse méttes seadusjargsel kohustusel IKUM artikli 6 Ig
1pc,art9lg2pgjaKindlTS § 218 Ig 2 p 1 koosmdjus. Tegelikkuses see nii ei ole, kuna KindITS § 218 Ig
2 p 1 ei vasta Maaruse mdistes seadusest tuleneva kohustuse neljale eeltingimusele (vt Juhendi p 5.14).
Lisaks tuleb tdhele panna, et satte sénastus kasutab valjendit ,/Jubatud t66delda“, mis viitab Kindlustusandja
diskretsioonidigusele, mitte aga selgele kohustusele. Selline kaalutlusruum seadusest tuleneva kohustuse
taitmisel vastab Maaruse méttes avaliku huvi (IKUM art 6 Ig 1 p e) ja/véi digustatud huvi (IKUM art 6 1g 1 p
f) tingimustele.*8

6.1.22 Arvestades, et seadus ei anna Kindlustusandjale kaalutlusdigust otsustada, kas Kliendiga leping
s6lmida v&i mitte, ning et Kindlustusandija &rilised huvid (nt lepinguvabadus) on juba eos piiratud, ei saa
andmete té6tlemist kasitleda Kindlustusandja digustatud huvina IKUM art 6 Ig 1 p-i f méttes. Seetdttu on
KindITS § 218 Ig 2 p 1 puhul tegemist Kindlustusandjale delegeeritud avaliku huvi/ilesande taitmisega
IKUM art 6 1g 1 p e tahenduses, mille suhtes peab taiendavalt kohalduma terviseandmete téotlemise erand
vastavalt IKUM art 9 Ig 2, mis kasitleb eelkdige Maaruse mdistes esmatahtsaid avalikke huve ja digusi (vt
p-d b ja f-).

46 Eesti Panga statistika kohaselt oli 30.06.2024 seisuga Eesti krediidiasutustel 191 673 eluasemelaenu lepingut, mille kogujéak on
11 419,6 min eurot.

47 lsikuandmete kaitse seaduse rakendamise seaduse 778 SE seletuskiri (edaspidi ,IKS seletuskiri), Justiitsministeerium
13.12.2018. Eelndu § 38 punkt 3.

48 NB! Samaaegselt peab olema kohaldatav ka terviseandmete té6tlemise erand vastavalt IKUM art 9 Ig-d 2-4.
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6.1.23 Ka IKS seletuskirjas on margitud, et viidatud satte ulatuses td6tleb Kindlustusandja terviseandmeid
avaliku huvi Ulesande taitmiseks.#° Siiski tuleb tdhelepanu poorata, et IKS seletuskirja § 38 punkt 3 on
segadust tekitav, kuivord see viitab nii erakindlustuse kui ka riikliku ravikindlustuse kindlustusjuhtumitele
(nt téovoimetuse ja toitjakaotuse hiivitis), millest vimastele kindlustustegevuse seadus ei kohaldu.?° Lisaks
viitab IKS seletuskirja sama sate, et teatud olukordades vdib olla vajalik kindlustusjuhtumi menetlemise
suhtes kiire reageerimine. Seda ei saa aga oluliseks pidada Kindlustuslepingu sélmimise kohustuse
kontekstis, kuivord kindlustusjuhtumi menetlemise puhul on tegemist juba Kindlustuslepingu taitmisega.
Kindlustuslepingu taitmisega seonduv terviseandmete t66tlemise digus on reguleeritud eraldi KindITS §
2181g 2 p 2 alusel, mis ei erista Kindlustusandja lepingu s6lmimise kohustus lepingu sdlmimise vabadusest.
Eelnev ei valista siiski avaliku tlesande taitmise aluse kohaldumist.

6.1.24 Seadusandja on Kindlustusandjale pannud kohustuse teatud valdkondades sdlmida Kliendiga
Kindlustusleping. Kui kindlustuslepingute sélmimine on seadusega ndutud, tuleb sellist olukorda kasitada
eelkdige avaliku huvi kiisimusena, mille eesmark on kaitsta isikute finantshuve olulistes ja/véi kbrgema
riskiga valdkondades, eelkdige tagades isikutele diguse ja vdimaluse saada hlvitist voimalike kahjude
korral.5!

6.1.25 Olenemata sellest, et Kindlustusandjal on kohustus Kliendiga kindlustusleping sdlmida, ei kao
kuhugi Kindlustusandja kohustus hinnata lepinguga kaasnevaid kindlustusriske I&htudes Solventsus Il
tingimustest, Delegeeritud maarusest 2015/35 ning siseriiklikest satetest. Erinevalt Juhendi 6.1.11jj
kirjeldatud eesmargist on KindITS § 218 Ig 2 p 1 puhul otsene seos seadusandja poolt satestatud avaliku
huvi eesmargi taitmisega, millest tulenevalt ei ole antud juhul riskijuhtimise kontekstis kohaldatav
Kindlustusandja digustatud huvi, vaid just avalik huvi (vt analoogiat AML/CTF-ga Juhendi joonealune viide
nr 38). Siinkohal on soovituslik avalikule huvile tuginemise korral viia 1abi digustatud huvi kasutamisele
sarnane huvide kaalumise hinnang (vt tlal, Naide 16).

6.1.26 KindITS § 218 Ig 2 p 1 annab Kindlustusandjale diguse tdé6delda isiku terviseandmeid juhul, kui
Kindlustusandijal on seadusest tulenev kohustus sdlmida kindlustusleping. Sattest ega IKS seletuskirjast ei
nahtu selgelt, mis ulatuses terviseandmete td6tlemine antud sattele tuginedes on lubatud. Seetdttu tuleks
KindITS § 218 Ig 2 p 1 tdlgendada selliselt, et see kehtib eelkdige loana terviseandmete t66tlemiseks
lepingueelsete toimingute raames, mis on vajalikud enne lepingu sélmimist, sest lepingu taitmisega seotud
terviseandmete t66tlemise Gigus on reguleeritud eraldi sama satte p-s 2.

6.1.27 Eelnevast tulenevalt voib terviseandmete toétlemine lepingueelsete labiradkimiste ja selle
raames tehtavate toimingute kdigus tugineda Kindlustusandja avaliku huvi iilesande taitmisele, kui
Kindlustusandjal on lepingu s6lmimise kohustus, vottes arvesse seadusandja poolt reguleeritud
konkreetse avaliku huvi eesmaérki.5? Oigusliku aluse maatriks on jargmine:

IKUMart6lg1pe, VOS §4221g 1, IKUM art 9 Ig 2 p b vdi f-j, KindITS § 218 Ig 2 p 1, lisaks siseriiklik
voi EL site, mis requleerib vastavat avalikku huvi

(ii) KindITS § 218 Ig 2 p 2 (muul juhul vajalik kindlustusandja kindlustuslepingu taitmise
kohustuse ja selle ulatuse kindlaksméaaramiseks ning tagasinduete esitamiseks)

6.1.28 KindITS § 218 Ig 2 p 2 sdnastus vajab oma eesmargist [&htuvalt M&aruse kontekstis laiemat
tdlgendamist, kuna see ei erista selgelt terviseandmete tdotlemise lubatavust kindlustuslepingu erinevates
etappides®®, kuigi kindlustusvaldkonna muud o6igusaktid terviseandmete tootlemise kohustuse ette
naevad.5* Seetottu tuleb tdlgendada KindITS § 218 Ig 2 p 2 (st terviseandmete t66tlemine on lubatud vaid

49 |KS seletuskirjast ei selgu Giheselt, millises ulatuses kasitletakse § 38 punktis 3 KindITS § 218 Ig 2 p-i 1 alla kuuluvat andmet66tiust.
Kuid satte llesehitust analuisides voib eeldada, et see on hdlmatud kolmanda I6iguga, kuna neljas 16ik keskendub selgelt KindITS §
218 1g 2 p-i 2 kasitlemisele.

%0 Vt Ravikindlustuse seadus (RT I, 21.06.2024, 17) § 23 Ig 2 viimane lause. Solventsus Il art 3.

5 Kaitsta isikut véimaliku kahju eest, mis vdib tekkida ettevotte maksejouetuse korral.

%2 Tegemist on objektiivse hinnanguga avalikule huvile tuginemise osas. Kindlustusandjal on siiski kohustus viia I&bi avaliku huvi
analuus, vottes aluseks seadusandja poolt reguleeritud konkreetse avaliku huvi eesmarki. Samuti tuleb arvestada
andmetdotluspdhimétteid ja tagada kliendi pShidiguste ja -vabaduste kaitse.

%3 Lepingu sélmimine ja sellega kaasnev riskide hindamine, lepingu taitmine, uuendamine, I6ppemine ja I6petamine.

% Solventsus Il, Delegeeritud maarus 2015/35 ning siseriiklikud séatted.
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parast kindlustusjuhtumi toimumist ja tagasinduete esitamisel) tdlgendada kooskélas kindlustusvaldkonna
muude kohustuste ja pohimdtetega, nagu riskijuhtimise kohustus.

6.1.29 Solventsus Il ja Delegeeritud maarus 2015/35 seavad Kindlustusandjatele tervise- ja
elukindlustustoodete pakkumisel riskijuhtimisele olulised aktuaalsed kriteeriumid. Sellega seoses on
Kindlustusandjal kohustus luua strateegiad ja protsessid riskide pidevaks tuvastamiseks, mddtmiseks,
kontrollimiseks ja juhtimiseks nii dksikult kui ka agregeerituna, arvestades riskidega vdi nende esinemise
vBimalusega ning nende vastastikuste méjudega.®® Tegemist on selge kohustusega hinnata konkreetse
Kliendiga seotud riske enne, kui Kindlustusandja saab otsustada Kliendi lisamise oma riskide portfelli. Selle
hindamise kaigus selgitatakse valja, kas konkreetse Kliendi tervisenaitajatest tulenev riskitase on kérgem
voi madalam kui Kindlustusandja poolt varem kindlaks maaratud standardriskide tase, ning millisesse
riskiportfooliosse  Klient paigutub. Oigesse riskiportfooliosse paigutamine on oluline kohustus
edasikindlustuskohustuse taitmiseks. Eelnevat on riskijuhtimise kaigus kinnitanud ka EIOPA Solventsus Il
ja Delegeeritud maarusest 2015/35 tulenevate kohustuste tdlgendamisel.%¢ Lisaks on Euroopa N&ukogu
Ministrite Komitee seisukohal,%” et meditsiiniliste andmete t66tlemise digusparasus on tagatud juhul, kui
seadusandja on kehtestanud kohustuse, mille tditmine eeldab terviseandmete t66tlemist. Selline seadusest
tulenev kohustus loob meditsiiniliste andmete td6tlemiseks digusliku aluse, kusjuures seejuures voib
kohustuse taitja eeldada, et tagatud on andmesubjekti diguste ja vabaduste kaitse vastavalt kehtivatele
oigusnormidele.

6.1.30 Esmapilgul véib tunduda, et isiku terviseandmete té6tlemine riskihindamise kaigus voiks viia isiku
diskrimineerimiseni tema tervisenaitajate alusel, rikkudes seelabi vordse kohtlemise pohimdtet. Euroopa
Kohtu valjakujunenud praktika kohaselt tdhendab vérdse kohtlemise p6himdbte, et sarnaseid olukordi ei tohi
kasitleda erinevalt ning erinevaid olukordi ei tohi kasitleda Ghtemoodi, valja arvatud juhul, kui selline erinev
kohtlemine on objektiivselt pdhjendatud. Olukordade sarnasust tuleb hinnata digusakti eset ja eesmarki
silmas pidades, millega on asjaomane vahetegemine satestatud.5®

Néide 30. Kui riskihindamise kéigus késitletakse mehe ja naise rinnavéhki haigestumise téendosust
vérdsena, on tegemist ebavordse kohtlemisega, kuna statistiliselt esineb rinnavédhki meestel dérmiselt
harva. Samuti oleks tegemist ebavérdse kohtlemisega, kui naistele omistataks vérdne risk haigestuda
eesndéarmevéhki, vorreldes meestega, kelle puhul see on relevantne terviserisk.

6.1.31 Euroopa Komisjon on Test-Achats kaasuse valguses valja andnud suunised néukogu direktiivi
2004/113/EU® kohaldamise suhtes kindlustuse valdkonnas.® Suuniste lisa 3 sisaldab indikatiivset loetelu
soopdhistest  kindlustustavadest, mida ei peeta inimeste ebavordseks kohtlemiseks ega
diskrimineerimiseks seoses inimese soost tulenevate terviseriskidega. Komisjon on oma suunistes
markinud, et isiku terviseriskide hindamine véib hdlmata ka arstlikku I&bivaatust, kui see on riskihindamise
protsessi raames vajalik. Sama on kinnitanud ka EIOPA.®' Kuigi praegu ei ole liidu &iguse tasandil
kindlustussektoris terviseandmete tootlemist riskireitingu tegurina isikute vérdse kohtlemise aspektist
selgelt ja pdhjalikult reguleeritud, on Euroopa Liidu Néukogu koostamas sellekohast direktiivi.®2 Plaanitava

%5Vt Solventsus Il art 44, art 101 (Ig 4 p-d b ja c), Delegeeritud maarus 2015/35 art 18 (3) ja (7), KindITS § 61 Ig 3.

%6 European Insurance and Occupational Pensions Authority (edaspidi ,EIOPA®). Guidelines on Contract Boundaries — Consolidated
Version with Explanatory Text. EIOPA-BoS-14/165, EIOPA-B0oS-22/218, 10. marts 2023. Guideline 4 - Full reflection of the risk.
Arvutivorgus: https://www.eiopa.europa.eu/document/download/5b27ae60-5cab-4949-a45f-
59d9839b40be en?filename=Consolidated GLs CBs ET EN.pdf.

57 Euroopa Néukogu Ministrite Kommitee suunis likmesriikidele nr (97) 5 meditsiiniliste andmete kaitse kohta. 13. veebruar 1997, p
76. Arvutivorgus:
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22so0rt%22:[%22CoEValidationDate%20Descending%22],
%22CoEldentifier%22:[%2209000016804ef88c%22]}.

%8Vt (i) EKo C-236/09, 18. juuni 2009, Test-Achats, p-d 28 ja 29; (ii) EKo C-127/07, 16. detsember 2008, Arcelor Atlantique ja Lorraine
jt.p 23.

% Noukogu direktiiv 2004/113/EU, 13. detsember 2004, meest ja naiste vérdse kohtlemise pdhimétte rakendamise kohta seoses
kaupade ja teenuste kattesaadavuse ja pakkumisega. ELT L 373, 21.12.2004, |k 37-43.

80 Suunised ndukogu direktiivi 2004/113/EU kohaldamise kohta kindlustuse valdkonnas Euroopa Liidu Kohtu otsuse p&hjal kohtuasjas
C-236/09 (Test-Achats). ELT C 11, 13.1.2012, |k 1-11.

61 EIOPA, Guidelines on Contract Boundaries — Consolidated Version with Explanatory Text. EIOPA-BoS-14/165, EIOPA-B0S-22/218,
10. marts 2023. Guideline 4 - Full reflection of the risk. Arvutivérgus: https://www.eiopa.europa.eu/document/download/5b27ae60-
5cab-4949-a45f-59d9839b40be en?filename=Consolidated GLs CBs ET EN.pdf.

62 Ettepanek: Noéukogu direktiiv, millega rakendatakse vérdse kohtlemise pohimdtet séltumata isikute usutunnistusest voi
veendumustest, puudest, vanusest voi seksuaalsest sattumusest. KOM/2008/0426 16plik - CNS 2008/0140.



https://www.eiopa.europa.eu/document/download/5b27ae60-5cab-4949-a45f-59d9839b40be_en?filename=Consolidated_GLs_CBs_ET_EN.pdf
https://www.eiopa.europa.eu/document/download/5b27ae60-5cab-4949-a45f-59d9839b40be_en?filename=Consolidated_GLs_CBs_ET_EN.pdf
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
https://www.eiopa.europa.eu/document/download/5b27ae60-5cab-4949-a45f-59d9839b40be_en?filename=Consolidated_GLs_CBs_ET_EN.pdf
https://www.eiopa.europa.eu/document/download/5b27ae60-5cab-4949-a45f-59d9839b40be_en?filename=Consolidated_GLs_CBs_ET_EN.pdf
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direktiiviga luuakse selge suunis, et Kindlustuslepingute sdlmimisel isiku vanuse ja terviseandmete
tootlemist ei peeta diskrimineerimiseks. %3

6.1.32 Lisaks on liildu diguses juba aastakimneid kehtinud Euroopa Néukogu Ministrite Komitee suunis,
mille kohaselt on kindlustussektoris terviseandmete to6tlemine lubatud, kui see on vajalik kindlustuslepingu
sOlmimise eesmargil vajalike riskihindamiste koostamiseks.® Sama p&himéte on Ule korratud ka Maaruse
koostamise ajal.®®

6.1.33 Eelnev kinnitab selgelt, et liidu oOiguse kohaselt véib terviseandmete to6tlemine enne
kindlustuslepingu sélmimist olla vajalik ja digustatud, et tagada Kindlustusriskide asjakohane hindamine.
See kehtib ainult juhul, kui terviseseisund on konkreetse teenusega seotud riski hindamisel Uks
maaravatest teguritest, ning ainult sel maaral, kui riskide hindamine tugineb tapsetele, asjakohastele ja
ajakohastele kindlustusmatemaatilistele voi statistilistele andmetele, mida vérreldakse Kliendi individuaalse
olukorraga.

6.1.34 Kui lahtuda KindITS § 218 Ig 2 p 2 kitsast tdlgendusest, millega ei ole lubatud Kliendi
terviseandmete t66tlemine enne kindlustuslepingu sdlmimist, on sate vastuolus liidu &igusega ning
Kindlustusandjale pandud muude kohustustega. Seet6ttu on sate selles osas tiihine ning tuleb Euroopa
Kohtu praktika kohaselt jatta kohaldamata.®® Siiski, lahtudes satte grammatilisest sénastusest ning
kindlustusvaldkonna teistest eesmarkidest, on vdimalik tdlgendada satet viisil, et Kindlustusandja ja Klient
voivad enne lepingu sdlmimist kokku leppida kindlustuskaitse ulatuse, sealhulgas maksimaalse ulatuse,
mis hdlmab Kliendi terviseseisundi ja/véi puude andmete todtlemist. Sellisel juhul on satte eesmark
kooskodlas Euroopa Liidu oOiguse ja Kindlustusandjate teiste kohustustega seoses terviseriskide
hindamisega. Euroopa Kohtu praktika kohaselt peavad liikkmesriikide kdik institutsioonid télgendama
siseriiklikku 6igust kooskélas liidu diguse ja selle eesmarkidega.®”

6.1.35 Ka Riigikohus on rdhutanud, et liidu diguse kohaldamisel ja tdlgendamisel tuleb esmalt kontrollida,
kas Eesti digus on kooskdlas liidu digusega. Samuti on soovitatav vaadelda liidu 6igust laiemalt, mitte ainult
asjassepuutuvaid liidu digusakte. Eelistada tuleks Eesti diguse tdlgendamist voimalikult kooskdlas liidu
digusega. Kui selgub, et Eesti digus on vastuolus liidu digusega, tuleb vastuolu korral Eesti digusaktid jatta
kohaldamata.®®

6.1.36 Eelnevast lahtuvalt voib terviseandmete to6tlemine lepingueelsete labiradkimiste kdigus
pohineda Kindlustusandja 6igustatud huvil, et maarata Kliendi riskiprofiil ja hinnata selle vastavust
Kindlustusandja riskiisu nduetele ning riskijuhtimise kohustustele.®® Oigusliku aluse maatriks on
jargmine:

IKUMart6lg1pf VOS §4221g1,IKUMart91g2p b, g véi h), KindITS §2181g2p 2

Geeniandmed

83 Vit direktiivi KOM/2008/0426 ettepaneku seletuskiri art 2 kuues 16ik, direktiivi pohjenduspunkt nr15jaart 21g 7.

Kuivdrd direktiivi ettepanek on esitatud néukogule aastal 2008 ja see ei ole direktiivina veel vastu véetud, siis vdib tekkida
pdhjendatud kahtlus, et selline terviseandmete to6tlemise lubatavus ei pruugi olla enam seadusandja tegelik tahe. Kuigi direktiivi
vastuvdtmine on viibinud, siis nahtub direktiivi menetlusteabest, et tegemist on endiselt relevantse teemaga ning seadusandja
seisukoht selles osas ei ole muutunud. Vt Euroopa Liidu Néukogu institutsioonidevaheline dokument: 2008/0140(CNS), 14. juuni
2024, 10817/24, pdhjenduspunkt nr 15ab, art 2 Ig 7a, Ig 7.

54 Euroopa Noukogu Ministrite Kommitee suunis likmesriikidele nr (2002) 9 isikuandmete kaitse kohta, mida kogutakse ja téodeldakse
kindlustusotstarbel. 18. september 2002. Lisa p-d 4.3, 4.4 (eelkdige p k) ja 4.6. Muuhulgas seab viidatud soovitus likmesriikidele
kohustuse tagada, et soovituses seatud eesmargid ja pdhimdtted oleksid sisse viidud siseriiklikku digusesse ning alternatiivselt
aitaksid kaasa kaitumisjuhendite koostamisele (3. soovitus).

% Euroopa N6ukogu Ministrite Komitee suunis likmesriikidele nr (2016) 8 isiku terviseandmete téotlemise kohta kindlustuse
eesmarkidel, sealhulgas geneetiliste testide tulemusena saadud andmete kohta. 26. oktoober 2016.

6Vt EKo C-11/70, 17. detsember 1970, Internationale Handelsgesellschaft, p-d 3-4.

7 Vt EKo C-106/89, 13. november 1990, Marleasing, p 8.

8 RKHKm 3-3-1-85-07, 7. mai 2008, p 38.

5 NB! Tegemist on Uldistatud hinnanguga &igustatud huvile tuginemise osas. Kindlustusandjal on siiski kohustus viia I&bi Gigustatud
huvi analuis, vottes aluseks oma organisatsiooni konkreetsed riskijuhtimissiusteemi aspektid. Samuti tuleb arvestada
andmet6o6tluspdhimdtteid ja tagada kliendi pdhibiguste ja -vabaduste kaitse.
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6.1.37 Geeniandmete mdiste on iseenesest lai’®, kuid osaliselt kuuluvad need Maaruse kohaselt kdrgema
riskiga terviseandmete hulka, kuna need sisaldavad teavet isiku paritud v6i omandatud 7' geneetiliste
omaduste kohta, mis vdivad avaldada olulist mdju isiku terviseprognoosile ja haigestumise riskide
hindamisele.”? Geeniandmete to6tlemise korgendatud kaitse on pdhjendatud nende andmete olemusega,
kuna erinevalt tavaparastest terviseandmetest ei ole isikul véimalik oma geeniandmeid méjutada ega neid
muuta.

6.1.38 Maarus defineerib geeniandmeid eelkbige isiku bioloogilise proovi analiiiisist saadud
isikuandmetena, mistottu ei pea geeniandmeteks klassifitseerimine alati tihendama koeproovi anallitisi.”®
Eelnev definitsioon tekitab kindlustusvaldkonnas olulise probleemi, kuna definitsiooni péhjal tuleks
geeniandmete hulka lugeda justkui ka teave, mida Klient jagab oma suguvdsas esinenud haiguste kohta.
See vdib kaasa tuua keerulisi kisimusi andmete maaratlemise ja to6tlemise digusparasuse osas, ning
mdjutada Kindlustuslepingute riskihindamist ning tingimusi.

6.1.39 Siseriiklikult reguleerib geeniandmete t66tlemist inimgeeniuuringute seadus” (edaspidi: ,IGUS"),
mille eesmark on reguleerida geenivaramu loomist, geeniuuringute tegemist, geenidoonorluse
vabatahtlikkust, isiku salastatust ning kaitsta inimesi geeniandmete kuritarvitamise ja parilikkusriskide
alusel diskrimineerimise eest (IGUS § 1 Ig 1).7° IGUS § 27 Ig-d 1 ja 2 keelavad Kindlustusandjatel koguda
geneetilisi andmeid, nduda koeproove voi DNA kirjelduse esitamist ning kehtestada parilikkusriskide alusel
erinevaid kindlustustingimusi voi soodustariife.”® Samas seab IGUS § 2 p-de 7 ja 9 alusel andmete
geeniandmeteks kategoriseerimisele teatud piirangu, kuna IGUS’e mdistes on geeniandmete eeldus
koeproovi andmine ja proovi abil isiku périlike omaduste uurimine. Eelnevast tulenevalt ei ole Kliendi antud
info suguvdsas esinenud haiguste kohta seaduse méttes geeniandmeteks.””

6.1.40 Ka liidu diguses jbuame samale jareldusele. Liidu diguse kohaselt on Kindlustusandjatel keelatud
nduda geenitestide andmeid, mis naitavad isiku vdi tema perelikme soodumust teatud haigustele (ingl k
predictive genetic tests), valja arvatud juhul, kui selline luba tuleneb seadusest.”® Seega liidu diguse
kohaselt ei kohaldu geeniandmete t66tlemise keeld meditsiinilistele testidele, mille eesmark on hinnata
Kliendi hetkelist tervislikku seisundit kindlustuse taotlemisel (ingl k diagnostic genetic tests). Planeeritav
direktiiv’® kasitleb terviseandmeid tervikuna. Seega voib asuda seisukohale, et riskihindamisel on lubatud
ja pbhjendatav tdéoddelda terviseandmeteks olevad geeniandmeid osas, mis on saadud Kliendi tervisliku
seisundi hindamiseks tehtud (s.o diagnostiliste) geenitestide tulemusel. See on oluline, kuna parilikud
haigused vdivad oluliselt suurendada Kindlustusandja riske ja ebadige riskide hindamine véib pdhjustada
Solventsus Il nduete rikkumist.

6.1.41 Eelnevast lahtuvalt voib Kindlustusandja té6delda Kliendi geeniandmeid, sh geenitestidest
saadava info pohjal lepingueelsete labiradkimiste kdigus ulatuses, millega saab hinnata Kliendi

0 Geeniandmed annavad infot isiku parilikkuse ja elukeskkonnaga seotud info kohta, nt rass, silmade, juuste vérv, tervislikud eluviiside
jargimine jne. Eelnevast tulenevalt ei ole geeniandmete puhul alati tegemist terviseandmetega.

"Juhendi kontekstis omavad omandatud geneetilised andmed olulist tahtsust eelkdige geenimutatsioonide tekkimise ja kuhjumise
osas, mis on seotud elukeskkonna méjude ja kokkupuutega ohtlike ainetega, nt radioaktiivse aine kiirgus.

72\t IKUM art 4 p 13, pdhjenduspunkt nr-d 34-35.

8 vt IKUM art 4 p-d 13 ja 14 sdnastust. Seda vdiks pidada seadusandja apsakaks, kuid kuna biomeetrilised isikuandmed on
defineeritud kitsendatult, viidates andmetele, mis saadakse spetsiifiliste tehniliste té6tlemismeetodite abil, tuleb geneetiliste andmete
definitsiooni siiski kasitleda seadusandja teadliku valikuna. Ka Maaruse teistes keeltes on definitsioonide sisu sama, naiteks inglise
keeles kasutatakse valjendeid ,in particular” ja ,resulting from specific technical processing*.

" RT1, 13.03.2019, 64.

5 IGUS § 6 Ig 2 reguleerib, et seadusega satestatud korras ja eesmargil on lubatud 13bi viia geeniteste, millele ei laiene IGUS 2., 3.
ja 4. peatiki satted.

6 Reguleeritud IGUS 5. peatiikis.

"7 Info suguvdsas esinenud haiguste kohta on avaldaja kaudsed terviseandmed IKUM art 9 Ig 1 tihenduses.

8 Euroopa N&ukogu Ministrite Komitee suunis likmesriikidele nr (2016) 8 isiku terviseandmete t66tlemise kohta kindlustuse
eesmarkidel, sealhulgas geneetiliste testide tulemusena saadud andmete kohta. 26. oktoober 2016. 4. p6himéte.

Naiteks Uhendkuningriigi kindlustusseltside liit ja valitsus on koosté6s loonud geenitestide ja kindlustuse koodeksi, mis reguleerib
ennetavate geenitestide kasutamist kindlustuslepingute sélmimisel. Praegu kehtib koodeksi Uks erand, mille kohaselt voib kliendilt
kisida geenitesti tegemist elukindlustuslepingu sélmimisel, kus kindlustushuvitis on £500 000 vdi rohkem, ning geenitestiga on lubatud
testida ainult soodumust haigestuda Huntingtoni tdppe. Vt Code on Genetic Testing and Insurance, oktoober 2018. HM Government,
ABI.  Arvutivrgus:  https://www.abi.org.uk/globalassets/files/publications/public/genetics/code-on-genetic-testing-and-insurance-
final.pdf.

9 Vit joonealune viide nr 62.
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hetkelist tervislikku seisu (ingl k diagnostic genetic tests). Oigusliku aluse maatriksis tuleb lahtuda
terviseandmete td66tlemise reeglistikust.

6.1.42 Geeniandmete to6tlemine geenitestidest saadava info pohjal on keelatud ulatuses, millest
on véimalik hinnata Kliendi geneetilist soodumust teatud haigustesse haigestuda (ingl k predictive
genetic tests).

Eriliiki isikuandmed ja ndusolek

6.1.43 Uheks levinuimaks erandiks eriliiki isikuandmete todtlemisel on tuginemine andmesubjekti
ndusolekule (IKUM art 9 Ig 2 p a). Siiski on kindlustussektori kontekstis ndusoleku kohaldumine mingis
mottes kisitav seoses ndusoleku vabatahtlikkuse printsiibiga. Teatud kindlustustoodete puhul on
Kindlustusandjal Kliendi terviseandmete t66tlemine vajalik seoses riskihindamisega, mistéttu tekib lepingu
s6lmimisel paratamatult olukord, kus lepingut ei ole vdimalik ilma Kliendi ndusolekuta sélmida — on kisitav,
kas selline olukord vastab vabatahtlikkuse kriteeriumile.

6.1.44 Kuivord Maaruses otseselt teist alust terviseandmete t66tlemiseks ei ole, siis on paljudes
liikmesriikides ndusolek levinum diguslik aluse terviseandmete to6tlemiseks kindlustusriski maaratlemiseks
ja hindamiseks kindlustuslepingu s6lmimisel.8 Oluline on markida, et liidu seadusandijal ei ole Gigust
reguleerida terviseandmete td6tlemist lepingulistes suhetes (v.a t66digusega seotud lepingud); see digus
kuulub Uksnes liikmesriikidele.8!

Eelnevast ldhtuvalt v6ib terviseandmete to6tlemine lepingueelsete labirddkimiste kdaigus pohineda
andmesubjekti ndusolekul, et maarata Kliendi riskiprofiil ja hinnata selle vastavust Kindlustusandja
riskiisu néuetele ning riskijuhtimise kohustustele. Oigusliku aluse maatriks on jargmine:

IKUMart6lg1pa, VOS §4221g1,IKUMart91lg2pa

6.1.45 Kindlustusandjatel on véimalik Kliendi terviseandmetele ligipaas saada kolmandatelt isikutelt (nt
arstidelt, tervise infosilisteemidelt) vaid puudutatud andmesubjekti ndusolekul.82 See tadhendab, et
andmesubjekt annab Kindlustusandjale ndusoleku kisida vajalikke terviseandmeid otse raviasutuselt,
naiteks olukordades, kus Kindlustusandja suunab isiku taiendavasse tervisekontrolli riskihindamise
raames. Alternatiivselt on andmesubjektil kohustus esitada kisitavad andmed isiklikult.

Eelnevast ldhtuvalt voib Kindlustusandja taotleda ligipaasu Kliendi terviseandmetele
lepingueelsete labirddkimiste tuginedes andmesubjekti ndusolekule. Oigusliku aluse maatriks on
jargmine:

IKUMart6lg1pa, VOS §4221g1,IKUMart91g2p a

6.2 Oigusaktidest tulenevate kohustuste tiitmine
Kindlustushuvi

6.2.1 Kindlustusvétja kindlustushuvi ja ndudmiste valjaselgitamisega seotud kohustused on reguleeritud
eelkdige KindITS § 192 I6ike 2 punktides 1, 2, 5, 6 ja 7 (kindlustusmaakler), § 198 16ike 2 punktides 4 ja 5
(kindlustusagent) ning § 221 I6ikes 1 ja §-s 221" (kindlustusandja). Vastavalt nimetatud satetele peab
kindlustuse turustaja iga kord enne kindlustuslepingu sélmimist ja aratuntava vajaduse korral ka enne

80 |nsurance Europe 2019 kohaselt on ndusolek terviseandmete toétlemisel diguslikuks aluseks enamikes liikmesriikides, naiteks
Saksamaal; Belgias; Prantsusmaal; jt. Siiski on mitmetes riikides nahtud ette ka erand, mis vdimaldab terviseandmeid t6ddelda
siseriikliku diguse alusel, naiteks Hispaania, Soome, jt.

81 Vt Euroopa Néukogu Ministrite Kommitee suunis liikmesriikidele nr (97) 5 meditsiiniliste andmete kaitse kohta. 13. veebruar 1997,
p-d 74 ja 149. Arvutivdrgus:
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],
%22CoEldentifier%22:[%2209000016804ef88c%22]}

82 Vt. (i) Euroopa Ndukogu Ministrite Kommitee suunis likmesriikidele nr (97) 5 meditsiiniliste andmete kaitse kohta. 13. veebruar
1997, p 149. Arvutivorgus:
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate %20Descending%22],
%22CoEldentifier%22:[%2209000016804ef88c%22]}; (ii) Euroopa Néukogu Ministrite Kommitee suunis liikmesriikidele nr (2002) 9
isikuandmete kaitse kohta, mida kogutakse ja td6deldakse kindlustusotstarbel. 18. september 2002. Lisa p 4.2; (iii) Euroopa Noukogu
Ministrite Komitee suunis likmesriikidele nr (2016) 8 isiku terviseandmete td6tlemise kohta kindlustuse eesmarkidel, sealhulgas
geneetiliste testide tulemusena saadud andmete kohta. 26. oktoober 2016, p 9.



https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
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sOlmitud kindlustuslepingu muutmist selgitama kliendi antud teabe pdhjal valja tema kindlustushuvi ja
ndudmised kindlustuslepingule, soovitama pakutavate kindlustuslepingute hulgast kliendi kindlustushuvile
ja nbudmistele kdige paremini vastavat kindlustuslepingut ning andma kliendile piisavaid selgitusi voi
pohjendusi vastavalt kindlustuslepingu keerukusele ja kliendi tlubile, et klient saaks teha kindlustuslepingu
s6lmimise kohta teadliku otsuse.83

6.2.2 Finantsinspektsioon on juhendi ,N6éuded kindlustuse turustamisele® punktis 7.3 selgitanud, et
kindlustushuvi valjaselgitamise kohustus tdhendab dldjuhul kindlustuse turustaja jaoks digusaktides
satestatud korras kliendile lepingueelse teabe esitamist ja mdistlike jbupingutuste tegemist, et omalt poolt
kaasa aidata tingimuste loomisele selleks, et klient saaks hinnata sdlmitava kindlustuslepingu sobivust
isikliku kindlustushuviga. Samuti seda, et kindlustusandja teeb k&ik enda poolt véimalikud mdistlikud
pingutused suunamaks klienti kindlustushuvi véimalikult selgelt avaldama ning pakub sellisele huvile
voimalikult Idhedast kindlustuslepingut.8

6.2.3 Nii seadus kui ka Finantsinspektsiooni juhend jatavad Kindlustusandjale teatava kaalutlusruumi
seoses vajalike meetmete ning andmete tddétlemiseks kindlustushuvi tuvastamise eesmargil. Kuna
kohustuse eesmark ei ole piisavalt konkreetselt maaratletud, ei saa seda pidada seadusest tulenevaks
kohustuseks Maaruse maistes.

6.2.4 Eelnevast ldhtuvalt, kindlustushuvi tuvastamise eesmargil, vo6ib Kindlustusandja
lepingueelsete labirddkimiste kdigus tugineda avalikule huvile (v6i ka 6igustatud huvile), jargides
eesmirki reguleerivaid sitteid. Oigusliku aluse maatriks on jargmine:

IKUM art 619 1 p e véi f VOS § 422 Ig 1, KindITS § 221.

Rahapesu ja terrorismi rahastamise tékestamine

6.2.5 Osa kindlustussektori ettevotjatest on RahaPTS kohustatud subjektid. Tapsemalt on RahaPTS’i
ndudeid kohustatud jargima jargmised kindlustussektori ettevétjad:

o kindlustusandja (kindlustusseaduse tdhenduses) ulatuses, milles ta pakub elukindlustusega seotud
teenuseid, valja arvatud kogumispensionide seaduse tahenduses kohustusliku kogumispensioni
kindlustuslepingutega seotud teenuseid (RahaPTS § 6 1g 2 p 4);

o kindlustusmaakler (kindlustustegevuse seaduse tahenduses) ulatuses, milles ta tegeleb
elukindlustuse turustamisega véi pakub muid investeerimisega seotud teenuseid.

6.2.6 RahaPTS kohustatud subjektiks olev kindlustussektori ettevdtja peab kohaldama RahaPTS §-s 20
satestatud hoolsusmeetmeid, sealhulgas lepingu sdélmimisele eelnevad hoolsusmeetmed, RahaPTS-s
satestatud alustel ja korras.

6.2.7 RahaPTS-s satestatud hoolsusmeetmete kohaldamisel enne lepingu sdimimist té6tleb RahaPTS
kohustatud subjektiks olev isik isikusamasuse tuvastamiseks ja isiku tuvastamiseks vajalikke andmeid ning
teavet asjaolu kohta, kas isik on riikliku taustaga isik, tema pereliige vdi tema lahedaseks kaasttotajaks
peetav isik.

6.2.8 Maaruse moistes tuleb RahaPTS satestatud kohustuste seas eristada kindlustusandja seadusest
tulenevat kohustust (IKUM art 6 Ig 1 p ¢) ning avaliku huvi (IKUM art 6 Ig 1 p e) taitmist, olenevalt sellest,
kas Kindlustusandjal on selge seadusest tulenev kohustus vdi on kohustuse taitmisel kaalutlusruum.

6.2.9 Isikusamasuse tuvastamise puhul (RahaPTS § 20 Ig 1 p 1 — 3) peab kohustatud isik tuvastama
kliendi ja asjakohasel juhul tema esindaja isikusamasuse ning sailitama nende kohta RahaPTS § 21 Ig-s 1
loetletud andmed. Isikusamasuse tuvastab kohustatud isik RahaPTS § 21 Ig-s 3 loetletud dokumentide
alusel. Kohustatud isik peab isikusamasuse tuvastamiseks esitatud teavet kontrollima ning kontrollimiseks

8 Finantsinspektsiooni  soovituslik  juhend  ,Nduded kindlustuse turustamisele, p  12.1 —  kattesaadav:
https://www.fi.ee/et/juhendid/kindlustus/nouded-kindlustuse-turustamisele.
8 Finantsinspektsiooni  soovituslik  juhend  ,Nduded kindlustuse turustamisele*, p 123 -  kattesaadav:

https://www.fi.ee/et/juhendid/kindlustus/nouded-kindlustuse-turustamisele



https://www.fi.ee/et/juhendid/kindlustus/nouded-kindlustuse-turustamisele
https://www.fi.ee/et/juhendid/kindlustus/nouded-kindlustuse-turustamisele
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on vdimalik kasutada ka e-identimise ja e-tehingute usaldusteenuste vahendite abi (RahaPTS § 201g 1 p
1ja§211g4).

6.2.10 Isikusamasuse tuvastamisega seoses t06tleb kohustatud isik seega peamiselt jargmisi
isikuandmeid: nimi, isikukood, isikukoodi puudumisel slinniaeg, elu- véi asukoht, sidevahendite andmed,
isikusamasuse tuvastamise aluseks oleva dokumendi andmed, sh isiku foto véi naokujutis, sugu ja
kodakondsus. Isikusamasuse tuvastamisel ja tuvastamise kontrollimisel e-identimise ja e-tehingute
usaldusteenuste vahendite kasutamisega seotud andmete pdhjal t66tleb kohustatud isik tédiendavalt veel
jargmisi isikuandmeid: digitaalset tuvastamist ja digitaalset allkirjastamist vdimaldavate sertifikaatide
andmed ning sertifikaatidele vastavad avalikud vétmed.

6.2.11 Riikliku taustaga isik RahaPTS tahenduses on fiilsiline isik, kes taidab vdi on taitnud avaliku véimu
olulisi lilesandeid ja kelle suhtes jatkuvalt esinevad sellega seotud riskid (RahaPTS § 9 Ig 1). Avaliku véimu
oluliste llesannete taitmiseks loetakse tegutsemine teatavatel t66- voi teenistuskohtadel, mille loetelu (ei
ole ammendav) on satestatud RahaPTS § 9'Ig-tes 2-5. Riikliku taustaga isiku perelikmed RahaPTS
tahenduses on loetletud RahaPTS § 9'Ig-s 7 ning lahedase kaastd6taja maaratlus on satestatud RahaPTS
§ 9 Ig-s 8. Andmete kogumisel selle kohta, kas isik on riikliku taustaga isik, tema pereliige v6i tema
lahedaseks kaastdotajaks peetav isik, t66tleb kohustatud isik tdiendavalt teavet isiku t66- vdi teenistuskoha,
suguluse, héimluse ja arisuhete kohta.

6.2.12 Eelnevast lahtuvalt, rahapesu ja terrorismi rahastamise tokestamise eesmargil, voib
Kindlustusandja lepingueelsete labiraakimiste kdigus tugineda seadusest tulenevale kohustusele
voi avalikele huvidele, jargides konkreetse eesmirgi reguleerivaid sétteid. Oigusliku aluse maatriks
on jargmine:

IKUM art 6 Ig 1 p c, VOS § 422 Ig 1, RahaPTS véi muu digusakti vastav site, milles on sitestatud
konkreetne AML/CTF eesmark.

\Y/e]
IKUM art 6 Ig 1 p e, VOS § 422 Ig 1, RahaPTS v6i muu digusakti vastav site, milles on sitestatud
kaalutlusruumi sisaldav AML/CTF eesmark.

Rahvusvaheliste ja riiklike sanktsioonide kohaldamine

6.2.13 Lepingu sdlmimise eelsed kohustused tulenevad ka rahvusvahelise sanktsiooni seadusest8?
(edaspidi RSanS) seoses rahvusvahelise sanktsiooni ja Vabariigi Valitsuse sanktsiooni rakendamisega.
Vabariigi Valitsuse sanktsioonile kohaldatakse rahvusvahelise sanktsiooni kohta satestatut, arvestades
RSanS 4. peatikis nimetatud erisusi (RSanS § 4 Ig 2).

6.2.14 RahaPTS kohustatud subjekt on RSanS tdhenduses erikohustusega isik (RSanS § 20 Ig 1 p 2),
kes peab taitma RSanS-st tulenevaid erikohustusega isiku kohustusi (RSanS § 21). RSanS § 21 Ig 1
kohaselt kontrollib erikohustusega isik finantssanktsiooni jdustumisel, muutmisel véi I6ppemisel, kas
temaga arisuhtes olev vdi seda kavandav isik on finantssanktsiooni subjekt. Kui erikohustustega isik
tuvastab finantssanktsiooni subjekti vdi et tema poolt kavandatav véi tehtav tehing vdi toiming rikub
finantssanktsiooni, kohaldab ta finantssanktsiooni ja teavitab sellest viivitamata Rahapesu Andmebirood.

6.2.15 Finantssanktsioonid on loetletud RSanS §-s 14. Muu hulgas kuuluvad finantssanktsioonide hulka
sanktsiooni kehtestavas rahvusvahelises digusaktis ettenahtud tingimustel kindlustuslepingu sdimimise
keelamine (RSanS § 14 Ig 1 p 6) ja investeerimise keelamine (RSanS §141g1 p 7).

6.2.16 Enne lepingu sdélmimist peab kohustatud subjekt kontrollima, kas lepingut sélmida sooviv isik,
kindlustatud isik v6i soodustatud isik on rahvusvahelise v6i Vabariigi Valitsuse sanktsiooni subjektiks.
Sanktsiooni subjektiks olemise kontrollimisel td6tleb kohustatud isik peamiselt jargmisi isikuandmeid: isiku
nimi, siinniaeg, stnnikoht, elukoht, kodakondsus. Olenevalt asjaoludest vdib kohustatud subjektil olla
vajadus t6ddelda ka teisi isikuandmeid, naiteks t66- vdi teenistuskoht.

8 RT |, 07.06.2024, 20.
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6.2.17 Uldjuhul on lepingueelsete l&biraskimiste kontekstis rahvusvaheliste_ja riiklike sanktsioonide
kohaldamise raames isikuandmete todtlemise diguslikuks aluseks seadusest tuleneva kohustuse taitmine
(IKUM art 6 Ig 1 p c). Vastav kohustus tuleneb (ning té6étlemine peab jaama selle piiridesse) RSanS § 21
ja § 22 (nt RSanS § 22 Ig 1 satestab kohustuse koguda ja sailitada andmeid RSanS §-is 21 kehtestatud
nduete taitmisel). Samas vdib sanktsioonide kohaldamisega seoses ja sellest eesmargist I&htudes olla
vajadus tdodelda isikuandmeid ka eelnimetatud satetega katmata osas suuremat kaalutlusruumi
sisaldavatel eesmarkidel. Sellisel juhul véib tulla kdne alla tuginemine avalikes huvides oleva Ulesande
taitmisele (IKUM art 6 1g 1 p e).

6.2.18 Eelnevast ldhtuvalt, rahvusvaheliste ja riiklike sanktsioonide kohaldamise eesmargil, voib
Kindlustusandja lepingueelsete labiraakimiste kdigus tugineda seadusest tulenevale kohustusele
voi avalikule huvile, jirgides konkreetse eesmirgi reguleerivaid sitteid. Oigusliku aluse maatriks on
jargmine:

IKUM art 6 19 1 p c, VOS § 422 Ig 1, RSanS véi muu digusakti vastav site, milles on sitestatud
konkreetne eesmark.

\Ye]

IKUM art 6 Ig 1 p e, VOS § 422 Iq 1, RSanS v6i muu digusakti vastav site, milles on sitestatud
kaalutlusruumi sisaldav eesmark.

7. KINDLUSTUSLEPINGU TAITMINE

Kéesolev peatlikk tapsustab eesmargi piirangu péhiméttest [ahtuvalt, milliseid erinevaid isikuandmete
toéotlemise eesmarke Kindlustusandja Kindlustuslepingu taitmise kaigus taidab, arvestades isikuandmete
tootlemise diguslikke aluseid ja nende kohaldatavust. Kuivérd Kindlustuslepingu puhul on Uldjuhul tegemist
kestvuslepinguga, siis kasitleb kaesolev peatlikk ka Kindlustuslepingu uuendamisega seonduvaid
andmetdotlusi.

71 Isikuandmete t66tlemine enne kindlustusjuhtumit

Tavalised isikuandmed

7.1.1  Lepingu taitmise kaigus isikuandmete téotlemiseks annab aluse IKUM art 6 Ig 1 p b, mille kohaselt
on isikuandmete to6tlemine seaduslik, kui t66tlemine on vajalik andmesubjekti osalusel sdImitud lepingu
taitmiseks. IKUM art 6 Ig 1 p b alusel véib kindlustusandja aga té6delda tiksnes kindlustusvétja andmeid,
kellega kindlustusandja on sdlminud kindlustuslepingu ja t66tlemine puudutab selle lepingu taitmist voi selle
taitmise tagamist.

7.1.2 Isikuks, kelle osalusel kindlustusleping s6Imitakse, on kindlustusvétja, kes sdlmib kindlustuslepingu
ja on VOS § 411 Ig 1 kohaselt kohustatud tasuma kindlustusandjale kindlustusmakseid. IKUM-i
eestikeelses tekstis on kasutatud soénastust ,andmesubjekti osalusel s6lmitud leping“, mis justkui
vdimaldaks téddelda veel ka mdne teise isiku andmeid, kelle osalusel leping sdImiti¢é, kuid IKUM art 6 Ig 1
p b sbnastus teistes keeltes hélmab siiski ainult andmesubjekti, kes on lepingu pool.8” Ka isikuandmete
kaitse seaduse rakendamise seaduse (edaspidi ,IKSrs“) seletuskirjast nahtub kasitlus, et IKUM art 6 Ig 1

8 Nt elukindlustuslepingu puhul kindlustatud isik, kes peab teatud juhtudel lepinguga kirjalikult ndustuma. VOS § 533 Ig 1 kohaselt
kehtib elukindlustusleping kolmanda isiku surma puhuks tksnes juhul, kui kolmas isik lepinguga kirjalikult ndustub.

8 IKUM art 6 Ig 1 p b eestikeelne tekst raégib ,andmesubjekti osalusel sélmitud lepingu® taitmisest. Ingliskeelne IKUM art61g 1 p b
tekst aga satestab selgesonaliselt, et isikuandmete t66tlemine on digusparane sellise lepingu taitmiseks, kus andmesubjekt on lepingu
pooleks (,for the performance of a contract to which the data subject is party"). Lepingu pooleks olemisest raagivad nt ka IKUM-i
prantsuskeelne (,contrat auquel la personne concernée est partie”), saksakeelne (,eines Vertrags, dessen Vertragspartei die
betroffene Person ist”), rootsikeelne (,ett avtal i vilket den registrerade &r part*) ja soomekeelne (,sellaisen sopimuksen téytdntéén
panemiseksi, jossa rekisterbity on osapuolena*) tekst.
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p b isikuandmete to6tlemise alust ei saa kohaldada isikute suhtes, kes ei ole lepingu pooleks® ning sama
seisukohta on avaldanud ka EDPB oma suunistes®.

7.1.3 Nende andmesubjektide ringi, kelle isikuandmeid on vdimalik kindlustuslepingu taitmise eesmargil
téodelda, on laiendatud KindITS § 218 Ig 1 p-ga 2. Nimelt on KindITS § 218 Ig 1 p-s 2 tapsustatud
kindlustuslepingu taitmise kaigus isikuandmete to6tlemise eesmarke, kuid andmesubjektide ringi ei ole
seejuures piiratud. Seega on IKUM art 6 Ig 1 p fja KindITS § 218 Ig 1 p 2 koostoimes vdimalik téddelda ka
sellise andmesubjektide isikuandmeid, kes ei ole lepingu pooleks (nt isik, kelle kasuks on leping s6Imitud
vdi kolmas isik, kes tasub kindlustusmakseid). KindITS § 218 Ig 1 p 2 kohaselt on isikuandmete t66tlemine
kindlustustegevuses lisaks IKUM-is satestatule lubatud andmesubjekti kasuks sélmitud lepingu taitmiseks,
lepingu taitmise tagamiseks vdi tagasinduete esitamiseks, kui KindITS-s ei ole satestatud teisiti.

7.1.4 Kolmanda isiku kasuks sélmitud lepingud on sellised, mille puhul tuleb kohustus taita vélausaldaja
asemel kolmandale isikule. Sénastust ,andmesubjekti kasuks séIimitud leping“ kasutati juba enne IKUM-i
joustumist vastu voetud KindITS-i redaktsioonis®. KindITS joustumisel kehtinud isikuandmete kaitse
seaduse?®! (edaspidi ,IKSvr) § 14 Ig 1 p 4 véimaldas (analoogselt IKUM-iga) andmesubjekti néusolekuta
téodelda isikuandmeid (va delikaatseid isikuandmeid) kiill andmesubjektiga s6lmitud lepingu taitmiseks voi
lepingu taitmise tagamiseks, kuid kindlustustegevuse spetsiifikast [&htuvalt oli vajalik eraldi vélja tuua ka
andmesubjekti kasuks sdlmitud lepingu taitmine, sest kindlustuslepingu vdib sblmida ka kolmas isik
kindlustatud isiku eest (VOS § 424).92 Ka kehtiva KindITS-i § 218 Ig 1 p 2 kasutab jatkuvalt sénastust
»=andmesubjekti kasuks sdlmitud leping®“.

Néide 31. Tdbandja kui kindlustusvétja tasub kindlustusmakseid, kuid kindlustusleping on
s6lmitud toéotaja ehk kindlustatud isiku surma puhuks ning kindlustusjuhtumi toimumisel
toimub taitmine téétaja lastele ehk soodustatud isikutele.

7.1.5 Seetéttu on podhjendatud, et kindlustusandjal on lisaks lepingu teise poole (kindlustusvétja)
andmetele digus téddelda ka nende isikute andmeid, kellel on digus nduda taitmist kindlustusandjalt
(kindlustatud isik, soodustatud isik, kahjustatud isik), kellega seotud kindlustusriski on kindlustatud voéi kes
on muul viisil seotud kindlustusjuhtumiga (nt kindlustusvdtjaga vérdsustatud isik). Olenevalt
kindlustuslepingust vdib ka kindlustusjuhtumi pdéhjustaja olla andmesubjektiks, kelle kasuks
kindlustusleping sdIimitakse (nt juhul, kui kindlustusjuhtumi péhjustaja on Uhtlasi ka kindlustatud isik).

Naéide 32. Liikluskindlustuses on kannatanu (kahjustatud isik) kolmandaks isikuk, kelle
kasuks kindlustusleping sélmitakse (LKindIS § 23 Ilg 1, mis annab kahjustatud isikule
otsenéude kahju tekitanud isiku kindlustusandja vastu). Vastutuskindlustuses voib selliseks
isikuks olla nt kahju péhjustaja, kelle eest kindlustatud isik vastutab (nt téétaja voi alltéévotja).

7.1.6 Lisaks IKUM art 6 Ig 1 p-s b satestatud alusele (andmesubjektiga sélmitud lepingu taitmine) véib
kindlustusandja andmesubjektide isikuandmeid téddelda ka IKUM art 6 Ig 1 p c (kindlustusandja seadusest
tuleneva kohustuse taitmine), art 6 Ig 1 p e (avalikes huvides oleva Ulesande taitmine vdi vastutava tdétleja
avaliku véimu teostamine) ja art 6 Ig 1 p f (digustatud huvi) alusel.

7.1.7 Uheks pdhiliseks digusaktidest tulenevaks kohustuseks on kindlustusandja kohustus sailitada
isikuandmete t66tlemise toimingute sisteemipdhiseid taustaandmeid — logisid. Logide sailitamise kisimus
on eelkdige oluline hoidmaks ara isikuandmete omavolilist salvestamist, muutmist ja kustutamist ning
tagamaks, et tagantjarele oleks véimalik teha kindlaks, millal, kelle poolt ja milliseid isikuandmeid salvestati,
muudeti voi kustutati voi millal, kelle poolt ja millistele isikuandmetele andmetdétlussiisteemis juurdepaas

8 Samas puudub alus té6delda naiteks kindlustatu Idhedaste andmeid, kes ei ole lepingu pooleks.“ - IKSrs seletuskiri, Ik 48.
Kattesaadav - https://www.riigikogu.ee/tegevus/eelnoud/eelnou/9d1420bb-b516-4ab1-b337-17b2c83eedb1/isikuandmete-kaitse-
seaduse-rakendamise-seadus/.

8 EDPB Suunised 2/2019 isikuandmete td6tlemise kohta isikuandmete kaitse lldmé&aruse artikli 6 16ike 1 punkti b alusel seoses
andmesubjektidele internetipdhiste teenuste osutamisega, 8. oktoober 2019, p 2.5jj.

%0 vt KTS-i 09.01.2017 jdustunud redaktsioon — kattesaadav: https://www.riigiteataja.ee/akt/107072015001.

91 Isikuandmete kaitse seaduse kuni 15.01.2019 kehtinud redaktsioon.

92 Kindlustustegevuse seaduse eelndu (8 SE) eelndu seletuskiri, Ik 178. - kattesaadav:
https://www.riigikogu.ee/tegevus/eelnoud/eelnou/b7eecd11-8753-4ac5-9c00-68038c90d7a8/.



https://www.riigikogu.ee/tegevus/eelnoud/eelnou/9d1420bb-b516-4ab1-b337-17b2c83eedb1/isikuandmete-kaitse-seaduse-rakendamise-seadus/
https://www.riigikogu.ee/tegevus/eelnoud/eelnou/9d1420bb-b516-4ab1-b337-17b2c83eedb1/isikuandmete-kaitse-seaduse-rakendamise-seadus/
https://www.riigiteataja.ee/akt/107072015001
https://www.riigikogu.ee/tegevus/eelnoud/eelnou/b7eecd11-8753-4ac5-9c00-68038c90d7a8/
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saadi. Logid sdilitatakse tervikuna. Soovituslikult sailitab kindlustusandja konkreetset kindlustussuhet
puudutavaid logisid méistliku aja jooksul, milleks loetakse vahemalt 1 aasta logi-kande tekkimisest arvates,
vottes arvesse Uldisi aegumistdhtaegu. Kindlustusandjal tuleb logisid sailitada Andmekaitse Inspektsiooni
kontrollideks, kindlustusandja enda siseste kontrollide tarbeks kui ka olukordadeks, kus andmesubjekt
taotleb teda puudutavate logidega tutvumist. Logiandmeid tuleb sailitada igas kindlustusprotsessi kaigus,
kuni andmete I6pliku kustutamiseni.

Eriliiki isikuandmed

7.1.8 Eriliiki isikuandmete (sh terviseandmete) tédtlemine on vdimalik ainult méne IKUM art 9 Ig-s 2
toodud erandi kohaldumise korral. Kuna IKUM art 9 Ig 2 ei sisalda IKUM art 6 Ig 1 p-s b satestatud alust,
ei ole kindlustusandijal eriliiki isikuandmete to6tlemisel véimalik tugineda tavaparasele andmesubjektiga
s6Imitud lepingu taitmise alusele. Uldjuhul on terviseandmete téétlemine kindlustuslepingute raames vajalik
riskihindamise teostamiseks enne lepingu sélmimist (vt Juhend p 6.1 (lal) voi parast kindlustusjuhtumi
toimumist kindlustuslepingu taitmise ulatuse kindlakstegemiseks ja tagasinduete esitamiseks (vt Juhendi p
7.2 all), seega on eriliiki isikuandmete (sh terviseandmete) t66tlemine kindlustuslepingu taitmise kaigus

7.1.9 Siiski esineb olukordi, kus Kindlustusandjal on vajalik Kliendi terviseandmeid téddelda ka enne
seda, kui kindlustusjuhtum on aset leidnud. Uheks selliseks eesmargiks on kindlustuspettuste ja Kliendi
lepingueelsete kohustuste rikkumise tuvastamine, millest tulenevalt véib Kindlustusandjal olla seadusest
tulenev oGigus lepingust taganeda voi tuhistada leping pettuse téttu, kui Klient on rikkunud olulistest
asjaoludest teavitamise kohustust (VOS § 441, 442 g 1).

7.1.10 Tegemist on erandliku eesmargi taitmise vdimalusega, kuivord Kindlustusandjal puudub uldjuhul
parast lepingu s6lmimist Kliendi terviseandmetele digus (ja ka vdimalus) ligi padseda ning pettusest voi
lepingu rikkumisest teada saada. Kill aga vaib selline olukord aset leida siis, kui Klient soovib sdlmida uut
elukindlustusriskiga kindlustustoodet (nt Kliendil on elukindlustus kodulaenu tagastamise kindlustamiseks,
ning hiliem soovib sbélmida ka tavaparase elukindlustuse lepingu). Sellisel juhul vdib Kindlustusandjal
tekkida vdimalus paaseda ligi n-6 Kliendi uuendatud terviseandmetele. Uue lepingu raames esitatud
andmed ei tohi Uldjuhul méjutada kehtiva lepingu tingimusi, sh kindlustuskaitse ulatust ega
kindlustusmaksete suurust, kuid Kindlustusandjal on 6igus kontrollida, kas uue lepingu sdlmimise ajal
esitatud andmed on kooskdlas varem sélmitud lepingu raames esitatud andmetega, st ega ei esine
olukorda, kus Klient on jatnud lepingueelsete Iabirdakimiste kdigus olulistest asjaoludest teatamata.

7.1.11 Eeltoodud eesmargi taitmine hdlmab endas Kindlustusandja vara kaitse eesmarki vastavalt
Kindlustusandja éigustatud huvile IKUM art6Iig 1 pfjaart9lg2pfvdiart91g 2 p g).

Suidteo toimepanemist voi selle ohvriks langemist puudutavad andmed

7.1.12 IKUM art 10 véimaldab tdddelda siiiteoasjades suilidimdistvate kohtuotsuste ja sliitegude Vi
nendega seotud turvameetmetega seotud isikuandmeid IKUM art 6 Ig 1 kohaselt (ametiasutuse jarelevalve
all). Seega ei ole stlteo toimepanemist vdi selle ohvriks langemist puudutavad andmed sdnaselgelt eriliiki
isikuandmed Maaruse tahenduses, kuid nende t66tlemiseks kehtivad kérgendatud reeglid.

7.1.13 Kindlustussektoris reguleerib seda KindITS § 218 Ig 3 — sllteo toimepanemist voi selle ohvriks
langemist puudutavate andmete t66tlemine enne avalikku kohtuistungit voi Sigusrikkumise asjas otsuse
langetamist vdi asja menetluse I6petamist on lubatud kindlustusandja kindlustuslepingu taitmise kohustuse
ja selle ulatuse kindlaksmaaramiseks ning tagasinbude esitamiseks. Seega on KindITS § 218 Ig-s 3
satestatud isikuandmete to6tlemine asjakohane siiski alles péarast kindlustusjuhtumi toimumist, kui just
mdnest valdkonnaspetsiifilisest eriseadusest ei tulene muud kohustust.

Eesmargid, mida tdidetakse kindlustuslepingu kehtivuse jooksul enne kindlustusjuhtumi toimumist

% VvVt nt AKI 02.02.2021 ringkiri kindlustusseltsidele nr 2.1.-5/21/422 — kéttesaadav AKI dokumendiregistrist
https://adr.rik.ee/aki/dokument/8308734.



https://adr.rik.ee/aki/dokument/8308734
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Alljargnevalt on tabelis loetletud vdimalikud isikuandmete to6tlemise eesmargid, mida Kindlustusandja voib
teenuse osutamise tagamiseks kindlustuslepingu kehtivuse ajal taita. Tegemist ei ole ammendava
nimekirjaga.

Tootlemist pohjendav 6iguslik alus
IKUM artikli 6 16ike 1|IKUM artikli 6 16ike 1{IKUM artikli 6
punkt b ja KindITS §|punkt c¢ (juriidilise|ldike 1 punkt f
218 1g 1 p 2 (lepingu|kohustuse taitmine) |(digustatud
taitmine) huvid)

Isikuandmete t66tlemine enne kindlustusjuhtumi toimumist

1. Kindlustusvétja kohustuste

taitmise kontrollimine (nditeks

kindlustusmaksete tasumine, |,

teistest kindlustuslepingutest|

teavitamine, kindlustusriski|(VOS § 457, 458)

muutusest teavitamine,

vOlgnevuste sissenéudmine)

2. Kindlustatud isiku kohustustel, X X

taitmise kontrollimine (néiteks

teabe kogumine muude|(Kindlustusandja (Kindlustusandja (Kindlustusandja

kindlustuslepingute kohta, teabe hindab iga juhtumitlhindab iga juhtumit|hindab iga

ennetdhtaegne |6petamine (shX

kogumine riski muutuste kohta) eraldi) eraldi) juhtumit eraldi)
3. Uue poliisi saatmine X
X
(VvOS §4341g 1)
4. Kindlustuslepingu X

(VOS § 433, 441,

(lga juhtumit hinnata
eraldi)

kindlustusandja Jja
kindlustusvétja algatusel) 448, 457, 458)
5. Kindlustatud isiku ja . o
- I X (hUpoteegipidaja

soodustatud isiku teavitamine —

. . . . teavitamise kohustus
kindlustamise faktist ja VOS § 499)
kindlustuslepingust
6. Kindlustusriski ~ muutuste|x X X
hindamine

(lga juhtumit hinnata
eraldi)

(lga Jjuhtumit
hinnata eraldi)

7. Kindlustuslepingu muudatuste

(kohustusliku liikluskindlustuse
juhtumite korral, uurimisasutuste
taotluste taitmine)

X
pakkumuse koostamine| _
kindlustusriski muutuse tottu (VOS § 446)
8. Oigusaktides satestatud
teatamisnduete taitmine
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9. Raamatupidamisnduete X

taitmine (RPS § 12)

10.  Kindlustatud isiku ja
kindlustusvétja tuvastamine ning

uurimine rahapesu ning X (RahaPTS § 46, 47,
terrorismi ja massihavitusrelvade 49)
rahastamise tokestamise

seaduse taitmiseks

11. Maksehaireregister (IKS);

Kdrgendatud  riskiga isikute X
register (KindITS 219 Ig 3)

12. Slsteemipbhiste X

logiandmete sailitamine (IKUM art 5, art 32 Ig

4)

7.2 Isikuandmete to6tlemine parast kindlustusjuhtumi toimumist

Tavalised isikuandmed ja terviseandmed

7.2.1  Kindlustusandja pdhikohustus on kindlustusjuhtumi toimumisel hivitada tekkinud kahju v6i maksta
kokkulepitud rahasumma (ihekordselt v&i osadena véi taita leping muul kokkulepitud viisil (VOS § 450).
Kindlustusjuhtum on eelnevalt kokkulepitud siindmus, mille toimumise korral peab kindlustusandja taitma
oma lepingust tuleneva taitmise kohustuse (VOS § 423 Ig 1). Kindlustusandja kohustuse taitmiseks peab
kindlustusandja m&arama kindlaks kindlustuslepingu taitmise kohustuse ja selle ulatuse (VOS § 450).

7.2.2 Isikuandmete t66tlemise eesmargiks kindlustuslepingu taitmisel parast kindlustusjuhtumi toimumist
on kindlustusandja seadusest (IKUM art 6 Ig 1 p c) ja/véi kindlustuslepingust tuleneva taitmise kohustuse
olemasolu ja selle ulatuse kindlaksmaaramine (IKUM art 6 Ig 1 p b). Kuivérd tegemist on kindlustusandja
pdhikohustuse taitmiseks andmete kogumisega, on kahjukasitluse faas peale kindlustusriski hindamist ja
lepingu sdlmimist isikuandmete td6tlemise seisukohast kdige olulisem ja selles faasis tdéddeldakse
isikuandmeid kbige suuremas mahus. Sealhulgas on kindlustusandjal olenevalt kindlustuslepingust ja
kindlustusjuhtumist kahjukasitluse faasis lepingu taitmiseks vaja t6ddelda ka eriliiki isikuandmeid.

7.2.3 Kahjukasitluse raames t66tleb kindlustusandja nii nende isikute andmeid, kellega voi kelle kasuks
on kindlustusleping sélmitud, kui ka selliste isikute andmeid, kelle andmete t66tlemine on vajalik Uksnes
seetbttu, et on toimunud kindlustusjuhtum véi juhtum, mille puhul tuleb alles vélja selgitada, kas tegemist
on kindlustusjuhtumiga. Eelkdige on nendeks isikuteks kindlustusjuhtumi pdhjustaja ja tunnistajad.

7.2.4 Kahjukasitlusmenetlus ja selle raames isikuandmete t66tlemine algab tavaliselt sellega, et Klient
teavitab Kindlustusandjat kindlustusjuhtumist.

7.2.5 Parast kindlustusjuhtumi toimumist peab kindlustusandja vélja selgitama oma taitmise kohustuse
olemasolu ja selle ulatuse, tdd6deldes sel eesmargil mh ka isikuandmeid. Kindlustusandja voib néuda
kliendilt teavet, mis on vajalik lepingu taitmise kohustuse kindlakstegemiseks (VOS § 448 Ig 2, KindITS §
218 1g 1 p 2 jalg 2 p 2). Lepingu taitmise kohustuse kindlakstegemiseks vajaliku teabe ja mdistlikult
oodatavate tdendite (sh isikuandmete) esitamise kohustus lasub kindlustusvétjal (VOS § 448 Ig 2, § 450 Ig
1, § 488 Ig 2, § 489; TsMS § 230 Ig 1)%4. Naiteks koduse vara kindlustamise korral vdib kindlustusvétjalt
kindlustusjuhtumi toimumisel mdistlikult oodata turvakaamera salvestise esitamist, samas varaste
valjaselgitamist kindlustusvétjalt oodata ei saa.

% Vt ka Riigikohtu 5. aprilli 2006. a otsus tsiviilasjas nr 3-2-1-17-06, p 11.
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7.2.6 Tuleb silmas pidada, et surmajuhtumitega seotud juhtumite korral véib isikul (kindlustusvétja,
soodustatud isik) olla digusaktidest tulenevalt keeruline esitada isikuandmeid sisaldavaid dokumente, mis
tuleb kindlustustingimuste voi seaduse kohaselt esitada hivitise saamiseks. Naiteks on soodustatud isikul,
kes ei ole parija, keeruline esitada kindlustusandjale valjavotet kindlustatud isiku haigusloost ning
kindlustatud isiku surmafakti ja asjaolusid tdendavaid dokumente. Selliste dokumentide valjandudmisel
saab kindlustusandja klienti aidata. Sellises olukorras peab ka kindlustusandja aktiivselt tegutsema
asjaolude valjaselgitamise eesmargil ja kasutama oma KindITS §-st 219 tulenevat digust isikuandmeid
sisaldavate dokumentide valjandudmiseks kolmandatelt isikutelt.

7.2.7 VOS eeldab kindlustusandjalt kindlustusjuhtumi menetlemist ning uurimist (VOS § 448 Ig 2, § 450
Ig 1, § 488 Ig 2, § 489). Kindlustusandja peab kindlustusvdtjat mdistlikult abistama:

. ise tegutsema aktiivselt asjaolude véljaselgitamise eesmargil (VOS § 450, 489);

. ndudma teavet juhtunu kohta ja viitama dokumentidele, mida kindlustusvétjal tuleks koguda ja
esitada;

. isikuandmeid ja dokumente, mida kindlustusandja saab ise koguda, peaks ta ka ise koguma (VOS
§ 450, 489).

7.2.8 Eeltoodud kohustuste taitmine eeldab, et kindlustusandja t66tleb sellel andmetootluseesmargil ka
andmeid, mille allikaks ei ole andmesubjekt.

7.2.9 Kindlustusjuhtumi korral on taitmise kohustuse ja selle ulatuse valjaselgitamiseks vajalike andmete
(shisikuandmete) allikaks sageli kolmandad isikud. Tavaliselt on selleks tervishoiuteenuse osutaja, politsei,
teine kindlustusandja ja muud isikud, kelle valduses on teave, mis on kindlustusandjale vajalik
kindlustuslepingu taitmise kohustuse voi selle taitmise ulatuse kindlakstegemiseks.

Néide 33. Naiteks reisikindlustuse reisitérke puhul on tavaline, et kindlustusandja p66rdub taotlusega
kliendi perearsti poole, et viimane véljastaks kindlustusandjale kliendi kohta terviseandmeid, mis
vbimaldavad kindlustusandjal vélja selgitada, kas kindlustusjuhtum (haigestumine) toimus
kindlustusperioodil ja kas tegemist oli ootamatu ja &kilise siindmusega.

Lisaks kindlustusandja téitmise kohustuse ja selle ulatuse véljaselgitamisele on kindlustusandja huvides
selgitada pérast kindlustusjuhtumi toimumist vélja ka vbéimalused tagasinbude esitamiseks, mis toimub
eelkéige Kindlustusandja éigustatud huvil (IKUM art 6 Ig 1 p f, terviseandmete puhul IKUM art 9 Ig 2 p ) (vt
nt VOS § 492, KindITS § 2181g 1p 2jalg 2 p 2, LKindIS § 52 — 59).

Muuhulgas on oluline, et lisaks 6biguslikule alusele vastaks té6tlemine ka isikuandmete t66tlemise
pohimotetele. Eelkbige peab kindlustusandja téahelepanu p6ébérama véimalikult védheste andmete
kogumisele, mida on minimaalselt vaja, et andmet66tiuse eesmérki tédita (IKUM art 5 1g 1 p c). IKUM
pohjenduspunktis nr 39 on éeldud, et isikuandmeid tuleks téddelda vaid juhul, kui nende té6tlemise
eesmérki ei ole moistlikult véimalik saavutada muude vahendite abil.

7.2.10 llma ndusolekuta on kindlustusandjal taitmise kohustuse olemasolu ja selle ulatuse
kindlaksmaaramiseks 6igus tdddelda jargmiste isikute isikuandmeid:

Andmesubjekt Oiguslik alus

Kindlustusvétja IKUM art61g 1 p b; KindITS § 2181g 1 p 2

Kindlustuslepingus kindlustusvétjaga vérdsustatud IKUM art 6 Ig 1 p b; KindITS § 218 1g 1 p 2

isik

Soodustatud isik IKUM art61g 1 p b, c véi f; KindITS § 218
lg1p2

Kindlustatud isik IKUM art61g 1 p b, c véi f; KindITS § 218

ig1p2
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Kahjustatud isik IKUM art 6 1g 1 p b, ¢ véi f; KindITS § 218
lg1p2

Kolmas isik (nt kindlustusjuhtumi péhjustaja, IKUM art6Ig 1 p c voi f
tunnistaja, elukaaslane)

7.2.11 Olenevalt kindlustustootest vdib kindlustusandijal olla digus toodelda terviseandmeid lepingu
taitmise kohustuse ja selle ulatuse tuvastamiseks. Iga kindlustustoote puhul tuleb hinnata eraldi, kas ja
millises ulatuses on eesmargi saavutamiseks vajalik tdodelda erinevate tabelis loetletud andmesubjektide
terviseandmeid. Sellisel juhul lisandub &igusliku aluse maatriksisse ka IKUM art 9 Ig 2 p f ja/véi g koos
KindITS § 218 Ig 2 p 2. Seejuures on IKUM art 9 Ig 2 p f n-6 iseseisev alus ja ei vaja otseselt siseriiklikus
diguses konkreetset satestamist. Sellel alusel vdib andmeid téodelda, kui see on vajalik digusnduete
koostamiseks, esitamiseks voi kaitsmiseks. Art 9 Ig 2 p g satestatud alus eeldab, et siseriiklikus diguses on
kehtestatud tdpsem alus isikuandmete t66tlemisele vastavas kontekstis.

Eriliiki isikuandmed (v.a terviseandmed)

7.2.12 Meeles tuleb pidada, et KindITS § 218 Ig 2 p-s 2 satestatud oiguslik alus kohaldub Uksnes
terviseandmetele, mitte teistele eriliiki isikuandmetele. Teiste eriliiki isikuandmete t66tlemiseks peab
kohalduma endiselt erand vastavalt IKUM art 9 Ig-st 2 ning iheks vdimalikuks erandiks on andmesubijekti
ndusolek (IKUM art91g 1 p a).

7.2.13 Sellisteks andmeteks voivad olla muuhulgas andmed ametitihingu liikmelisuse kohta. Naiteks juhul,
kui kindlustusandja on ametithinguga sdlminud kindlustuslepingu (nt vastutuskindlustuse lepingu), mille
jargi on kindlustatuks voi soodustatud isikuks ametitihingu liige ja kindlustusjuhtumi toimumine on seotud
ametilhingu liikmelisusega (nt kindlustusandja kohustub hivitama kahju, mille ametitihingu liige on
pdhjustanud oma erialase tegevuse kaigus kolmandale isikule). Sellisel juhul peab kindlustusandja
kindlustusjuhtumi toimumisel tuvastama kliendi liikmelisuse ametilihingus.

Suuteo toimepanemist vdi selle ohvriks langemist puudutavate andmete t66tlemine

7.2.14 KindITS § 218 Ig-s 3 on suilteo toimepanemist voi selle ohvriks langemist puudutavate andmete
toéotlemine enne avalikku kohtuistungit véi digusrikkumise asjas otsuse langetamist voi asja menetluse
I6petamist  lubatud kindlustusandja kindlustuslepingu tditmise kohustuse ja selle ulatuse
kindlaksmaaramiseks ning tagasindude esitamiseks.

7.2.15 Suuteo toimepanemist voi selle ohvriks langemist puudutavate andmete osas on oluline see, et
kindlustusandjal ei ole taitmise kohustuse kindlaksmaaramiseks ilmtingimata oluline stdteomenetluse kui
sellise tulem, vaid selle erandi alusel peaks kindlustusandjal olema vdimalus saada suuteomenetluses
kogutud andmeid (nt mingid m&6tmised, ekspertiis, video liiklusénnetusest vmt), mis aitavad tal enda
taitmise kohustust kindlaks maarata.%

Andmesubjekti kohta andmete kiisimine ja edastamine

7.2.16 Nagu eelpool selgitasime, eeldab VOS kindlustusandja poolset kindlustusjuhtumi menetlemist ning
paneb kindlustusandjale kohustuse tegutseda aktiivselt asjaolude véljaselgitamise eesmargil (VOS § 450,
489). Muuhulgas tdhendab see seda, et sageli p6drdub kindlustusandja kolmandate isikute poole, kes
todtlevad isikuandmeid, mis on kindlustusandjale vajalikud kindlustusjuhtumi menetlemiseks. Oigusliku
aluse selliseks tegevuseks annab seadus (KindITS § 219) vdi andmesubjekti ndusolek.

7.2.17 KindITS naeb ette siseriikliku digusliku aluse tdienduse ka isikuandmete to6tlejate omavaheliseks
andmete vahetuseks, mis vastab Maaruse méttes avaliku huvi eesmargi taitmisele (IKUM art 6 1g 1 p e,
terviseandmete puhul IKUM art 9 1g 2 p g). KindITS § 219 I6ike 1 kohaselt on riigi- vdi kohaliku omavalitsuse
asutus, tervishoiuteenuse osutaja v6i muu kolmas isik kohustatud kindlustusandja ndudel edastama

% KindITS eelndu (8 SE) seletuskiri Ik 180 — kattesaadav: https://www.riigikogu.ee/tegevus/eelnoud/eelnou/b7eecd11-8753-4ac5-
9c00-68038c90d7a8/



https://www.riigikogu.ee/tegevus/eelnoud/eelnou/b7eecd11-8753-4ac5-9c00-68038c90d7a8/
https://www.riigikogu.ee/tegevus/eelnoud/eelnou/b7eecd11-8753-4ac5-9c00-68038c90d7a8/
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isikuandmed (sh terviseanded ning sulteo toimepanemist voi selle ohvriks langemist puudutavad andmed)
vOi vdimaldama nendele juurdepaasu, kui isikuandmed on kindlustusandjale vajalikud kindlustuslepingu
taitmiseks ja selle taitmise tagamiseks voi tagasinduete esitamiseks.

7.2.18 Kindlustusandjale ei edastata ega tagata juurdepaasu andmetele, millele tal ei ole KindITS § 219
kohaselt 6igust. Naiteks on nendeks andmeteks muud eriliiki isikuandmed, sideandmed ning maksu- ja
pangasaladust puudutavad andmed. Kui andmete avaldamise kohustus tuleneb seadusest v6i monest
muust digusaktist, siis on kindlustusandjal 6igus ka neid andmeid t66delda.

7.2.19 Seega on kindlustusandjal kindlustusjuhtumi korral digus kliendi ndusolekuta nduda kolmandalt
isikult (sh teiselt kindlustusandjalt) isikuandmeid vdi juurdepdasu vdimaldamist isikuandmetele, mis on
kindlustusandjale “vajalikud” IKUM art 5 Ig 1 p ¢ ning KindITS §-de 218 ja 219 méttes kindlustuslepingu
taitmise kohustuse vai selle taitmise ulatuse kindlakstegemiseks vdi tagasinbuete esitamiseks. Kolmas isik
on kohustatud kindlustusandja néudel edastama isikuandmed vdi véimaldama nendele juurdepaasu. Siiski
peab kindlustusandja eelistama andmete hankimist ise v6i nende saamist otse andmesubjektilt.%¢ Andmete
noudmise eelduseks on, et klient on teavitanud kindlustusandjat kindlustusjuhtumist ja tema deklareeritud
andmetel on kindlustusjuhtum toimunud (subjektiivselt). Lahtuvalt andmetootluseesmargist, milleks on
kindlustusandja taitmise kohustuse voi selle taitmise ulatuse kindlakstegemine, t66tlebki kindlustusandja
kbnealuseid andmeid esmalt selleks, et tuvastada kindlustusjuhtumi toimumine (objektiivselt), sest
kindlustusandja taitmise kohustuse eelduseks on kindlustusjuhtumi toimumine. Samuti on nende andmete
té6tlemine vajalik kindlustuslepingu taitmise kohustuse ulatuse kindlakstegemiseks (kui kindlustusjuhtumi
toimumine on tuvastatud) ja olenevalt olukorrast hiliem ka tagasinduete esitamiseks.

7.2.20 Isikuandmete to6tlemiseks odigusliku aluse olemasolu ei tdhenda siiski seda, et isikuandmete
té6tlemine on igal konkreetsel juhul digusparane. Tédtlemine kui toiming peab olema digusliku alusega ka
koosk®élas. Teisisénu, lisapiirangud vdivad tuleneda diguslikust alusest enesest, samuti IKUM art-s 5
séatestatud téotlemise pdhimdtetest. Nii satestab IKUM art 51g 1 p ¢ vdimalikult vaheste andmete kogumise
ehk minimaalsuse pdhimétte. Nimetatud pdhimétet tuleb hinnata koostoimes IKUM art 6 Ig 1 p-s ¢ ning art
9 1g 2 p-des f ja g satestatud ,vajalikkuse® kriteeriumiga, st konkreetsete isikuandmete té6tlemine peab
olema ,vajalik kbnealuses aluses satestatud eesmargil t66tlemiseks (vrd ka Euroopa Kohtu otsus asjas
C-708/18 Asociatia de Proprietari bloc M5A-ScaraA, p 48).

7.2.21 Andmeedastuse digusparasust (digusliku alusel olemasolu, vajalikkuse kriteerium) peab hindama
ka andmevaldaja (kolmas isik). Selleks, et kolmas isik saaks kontrollida, kas andmeedastus on digusliku
alusega kooskdlas, tuleks andmete edastamise ndudes (taotlus, vms) markida:

¢ Kindlustusleping, mille taitmiseks isikuandmeid tdddeldakse;

¢ Kindlustusjuhtumi faktilised asjaolud (aeg, koht jne) ja luhikirjeldus, millega seoses isikuandmeid
téddeldakse;

e Andmesubjekti nimi ja tema roll kindlustussuhtes;

e Viide andmettdtiuse eesmargile ja diguslikule alusele (KindITS § 219 Ibikele 1 ja vastavale IKUM
alusele (nt lepingu taitmiseks, IKUM art 6 Ig 1 p b), mille alusel andmeid néutakse;

e Milliste andmete valjastamist kindlustusandja taotleb ja miks asjaomased andmed on vajalikud
kindlustusandja taitmise kohustuse ja/voi selle ulatuse valjaselgitamiseks vajalikud ja/vdi tagasinduete
esitamiseks:;

% Vt. (i) Euroopa Ndukogu Ministrite Kommitee suunis likmesriikidele nr (97) 5 meditsiiniliste andmete kaitse kohta. 13. veebruar
1997, p 149. Arvutivorgus:
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate %20Descending%22],
%22CoEldentifier%22:[%2209000016804ef88c%22]}; (ii) Euroopa Néukogu Ministrite Kommitee suunis liikmesriikidele nr (2002) 9
isikuandmete kaitse kohta, mida kogutakse ja td6deldakse kindlustusotstarbel. 18. september 2002. Lisa p 4.2; (iii) Euroopa Noukogu
Ministrite Komitee suunis likmesriikidele nr (2016) 8 isiku terviseandmete tddtlemise kohta kindlustuse eesmarkidel, sealhulgas
geneetiliste testide tulemusena saadud andmete kohta. 26. oktoober 2016, p 9.



https://curia.europa.eu/juris/document/document.jsf?text=&docid=221465&pageIndex=0&doclang=et&mode=lst&dir=&occ=first&part=1&cid=13539153
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}

-38 -

Néide 34. Naiteks hiivitatakse reisikindlustuse tervisekindlustuse kaitse ja onkoloogilise
haiguse esmadiagnoosi korral vajalikud kulud kuni diagnoosi mé&éramiseni ning
repatriatsioonikulu Eestisse — sellisel juhul on kindlustusandjal taitmise kohustuse olemasolu
véljaselgitamiseks bigus kisida nt perearstilt, kas ja kuna diagnoositi kliendil onkoloogiline
haigus.

e Soovitav on markida ka moistlik tdhtaeg, mis ajaks kindlustusandja kdnealuseid andmeid vajab.

7.2.22 KindITS § 219 Idikes 1 on toodud avatud loetelu isikutest, kellel on andmete edastamise kohustus.
»Muu kolmas isik viitab“ sellele, et tegemist on lahtise loeteluga. Muuks kolmandaks isikuks vdivad olla kdik
isikud, kellel on teavet kindlustusjuhtumi kohta (naiteks liiklusdnnetuse tunnistajad, naabrid jne).
Enamlevinud isikuandmete tddtlejad, kes kindlustusandjatele isikuandmeid edastavad, on
korrakaitseasutused, tervishoiuteenuse osutajad ja turvafirmad (turvakaamerate salvestused).

7.2.23 Taitmise kohustuse olemasolu ja ulatuse valjaselgitamiseks on kindlustusandjal digus néuda nende
andmete edastamist, mis on vajalikud taitmise kohustuse olemasolu ja ulatuse tuvastamiseks. Sageli ei
piirdu need kindlustusjuhtumi enda andmetega. Naiteks liikluskindlustuse kindlustusjuhtumi korral tuleb
hivitada kindlustusjuhtumi tottu tervise kahjustamisest tulenev kulu, sh t66voimetusest tekkinud kahju ja
ravikulu. Kindlustusandjal on digus kisida andmeid, et tuvastada millised tervisekahjustused tulenesid
kindlustusjuhtumist ja millised mitte. Naiteks juhul, kui kindlustusandjalt taotletakse taastusravi kulutuste
hlvitamist, on kindlustusandjal digus saada teavet, kas kahjustatud isik on varem saanud samasugust
taastusravi. Samuti on taitmise kohustuse ulatuse seisukohalt oluline kahjustatud isiku tervislik seisund, nt
juhul, kui kahjustatud isikul oli juba enne dnnetust diagnoositud haigus mistéttu ta oleks jaanud kahe aasta
parast niikuinii td6vdimetuks, on kindlustusandjal digus neid andmeid kisida, sest sellest soltub taitmise
kohustus olemasolu ja suurus.®” Kui kindlustusjuhtumi tottu hukkub isik, kellel on (lalpeetavaid, siis on
kindlustusandjal Ulalpidamise aralangemise hilvitamiseks 8igus kusida tema terviseandmeid, sest
tlalpidamise kohustuse kestus on VOS § 129 I6ike 3 kohaselt seotud hukkunu eeldatava elueaga. Nt juhul,
kui hukkunu pddes kaugele arenenud soolevahki, on tal 6igus saada kindlustusandjalt Ulalpidamist kuni
hukkunul oleks olnud Ulalpidamiskohustus (nt t66vdimetuks jaamiseni).

7.2.24 Kui kindlustusandjal on vajadus saada kolmandalt isikult andmesubjekti kohta selliseid andmeid,
mida KindITS § 219 ei vdimalda téddelda, on andmeid véimalik saada ja téddelda andmesubjekti ndusoleku
alusel. Eelkdige on tegemist olukorraga, kus andmete edastamine on seadusega keelatud. Naiteks
satestab maksukorralduse seaduse § 29 isikute ringi, kellel on digus saada maksusaladust sisaldavat
teavet (erand on satestatud Uksnes liikluskindlustuse tarbeks).

7.2.25 Kui kindlustusandjal on andmete to6tlemiseks digus § 219 alusel, ei ole tdiendava ndusoleku
kisimine péhjendatud. Vastasel juhul tekitab kindlustusandja andmesubjektile eksliku arusaama tegelikest
asjaoludest ja tema kontrollist oma isikuandmete (ile.% Seda on kinnitanud ka Riigikohus.%°

7.2.26 Seega on kolmandatelt isikutelt isikuandmete saamise aluseks KindITS § 219 koos IKUM art 6 Ig
1 p f (kui nduetega seotud td6tlus) voi IKUM art 6 (1) e. Kui toddeldakse eriliiki isikuandmeid, siis kohaldub
lisaks IKUM art 9 Ig 1 p f vdi g. Tapne alus oleneb tédtluse eesmargist.

7.2.27 Isikuandmeid kolmandatelt isikutelt parides peab Kindlustusandja arvestama Maarusest tulenevaid
pdhimdtteid — kisida vdib ainult piiratud ja pariselt vajalike andmeid. Paringu eesmargiparasuse ja
kusitavate isikuandmete piiramise olulisust on ndaiteks kinnitanud British Medical Association (BMA)
teavituses ,Focus on Subject Access Requests for Insurance purposes®,'® kus BMA selgitab, miks
Kindlustusandja ei saa kasutada teatud tllpi paringuid ega néuda vélja kogu ajalugu tervise kohta. Eriliiki
isikuandmete minimaalse ja piiratud td6tlemise olulisus on valjendatud ka Hollandi kindlustusandjate seltsi

97Vt VOS komm p 4.11. 446.

9% Vt Artikli 29 t66riihm. Suunised méaéaruse (EL) 2016/679 kohase ndusoleku kohta, 28. november 2017, |k-d 9, 20, 24; arvutivérgus:
https://www.aki.ee/sites/default/files/inspektsioon/rahvusvaheline/juhised/suunised _nousoleku kohta wp259 rev 0.1 et.pdf.

% RKHKo 3-20-1449, 26. september 2022, p 27.3

1002024 uuendatud BMA selgitus arvutivérgus leitav: https:/www.bma.org.uk/media/lujhramd/bma-focus-on-subject-access-
requests-for-insurance-purposes-updated-2024.pdf.



https://www.aki.ee/sites/default/files/inspektsioon/rahvusvaheline/juhised/suunised_nousoleku_kohta_wp259_rev_0.1_et.pdf
https://www.bma.org.uk/media/lujhramd/bma-focus-on-subject-access-requests-for-insurance-purposes-updated-2024.pdf
https://www.bma.org.uk/media/lujhramd/bma-focus-on-subject-access-requests-for-insurance-purposes-updated-2024.pdf
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(s.o Dutch Association of Insurers) toimimisjuhendis, kus on mh tapsustatud terviseandmete kirjed, mida
toddelda tohib.10!

Avalikult kattesaadavate andmete t66tlemine

7.2.28 Kahjukasitlusmenetluses voib esineda vajadus teha andmesubjekti suhtes taustakontrolli,
kasutades selleks nt avalikes registrites vai internetis tema kohta leiduvaid andmeid. Naiteks on praktikas
sagedased juhtumid, kus Kkindlustusjuhtumi lavastanud isikud ,kiitlevad sellega®“, kuidas nad
kindlustusandjalt kindlustushivitise ,vélja petsid“. Samuti ei kata dnnetusjuhtumikindlustused Gldjuhul iima
erikokkuleppeta kahju, mis tekib seoses korge riskitasemega spordialade harrastamisega (nt karestikusait,
so6ostlaskumine). Sellisel juhul saab kindlustusandja avalikult kattesaadavatest andmetest kontrollida, kas
isik on naiteks moéne vastava spordiklubi liige vdi osalenud kindlustusjuhtumi toimumise ajal naiteks vastava
spordiala voistlustel.

7.2.29 Ka avalike andmete to6tlemisel tuleb lahtuda Gigusliku aluse olemasolust ning todtlemine on
lubatud, kui on téidetud vahemalt iiks IKUM art 6 toodud tingimustest. Seega peab avalikes registrites
paringute tegemine andmesubjekti kohta olema pohjendatud. Kahjukasitiusmenetluse puhul vdivad olla
aluseks nt lepingu taitmine, enda juriidilise kohustuse taitmise vajadus voi digustatud huvi tingimusel, et
see huvi ei kaalu Ules andmesubjekti huve.

7.2.30 Avalikult kattesaadavate isikuandmete eriliikide todtlemise puhul tuleb jalle ikkagi lahtuda IKUM art
9 1g 1 ja 2 satestatud piirangutest. Seejuures tuleb arvestada, et kuigi avalikult kattesaadavate eriliigiliste
andmete té6tlemisel voib teatud juhtudel olla vdimalik tugineda IKUM art 9 Ig 2 p-le e — tdddeldakse
isikuandmeid, mille andmesubjekt on ilmselgelt avalikustanud, on p-i e kohaldumine ikkagi piiratud.
Vastava erandi rakendamisel on oluline kindlaks teha, kas andmesubjekt on soovinud selgesoénaliselt ja
Uhemdttelise kinnitava tegevusega, et kdnealused isikuandmed oleksid Uldsusele kattesaadavad. Nt ei ole
sellise avalikustamisega tegemist juhul, kui andmesubjekt on andmed avaldanud konkreetses
portaalis/veebilehel voi selle osas, kus ligipdas avaldatud teabele on ainult registreeritud véi muul viisil
piiratud kasutajatel (nt avaldamine Instagrami kontol, mis on nahtav ainult aktsepteeritud
sOpradele/kasutajatele). Kui andmesubjekti poolt ilmselgelt avalikustamises ei saa olla kindel, peab
tootlemiseks olemas olema muu IKUM art 9 Ig 2 satestatud alus.

Eesmargid, mida tadidetakse kindlustuslepingu kehtivuse jooksul parast kindlustusjuhtumi toimumist

Alljargnevalt on tabelis loetletud vdimalikud isikuandmete to6tlemise eesmargid, mida Kindlustusandja vdib
teenuse osutamise tagamiseks kindlustuslepingu kehtivuse ajal taita. Tegemist ei ole ammendava
nimekirjaga.

Tootlemist pohjendav diguslik alus

IKUM artikli 6 16ike 1
punkt b ja KindITS
§218I1g1 p 2 ja
IKUM artikli 9 16ike 2
p g, KindITS § 218
lg 2 p 2 (lepingu
taitmine)

IKUM artikli 6 I5ike 1
punkt c¢ (juriidilise
kohustuse taitmine)

IKUM artikli 6 I5ike 1
punkt f, artikli 9 Ig 2
p f (6igusndudega
seotud)

Isikuandmete to6tlemine parast kindlustusjuhtumi

toimumist

1. Kindlustusandja taitmise
kohustuse olemasolu ja ulatuse
valjaselgitamine

x (VOS alused)

101 Toimimisjuhend, Ik 10-11; arvutivérgus: https://www.verzekeraars.nl/media/7981/code-of-conduct-for-the-processing-of-personal-

data-by-insurers-oktober-2020.pdf.



https://www.verzekeraars.nl/media/7981/code-of-conduct-for-the-processing-of-personal-data-by-insurers-oktober-2020.pdf
https://www.verzekeraars.nl/media/7981/code-of-conduct-for-the-processing-of-personal-data-by-insurers-oktober-2020.pdf
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2. Politsei teavitamine kelmuse

X
tuvastamise  juhtumi korral X
kindlustusandja huvide kaitseks (KarS § 212)

3. Riiklike registrite teavitamine |x X

4. Kannatanu (vabatahtliku
vastutuskindlustuse)  andmete X
tootlemine, tunnistajad

5. Regressinduete esitamine X

6. Edasikindlustusandjale X

andmete edastamine (KindITS § 219 Ig 2)

7. Rahapesu tokestamise X

hoolsusmeetmete rakendamine (RahaPTS §-d 26,

46jj)
8. Rahvusvahelise sanktsiooni X
seadusest tulenevate
hoolsusmeetmete rakendamine (RSanS § 19, 21)
8. KINDLUSTUSLEPINGU LOPETAMINE JA LOPPEMINE

Kéesolev peatilikk tapsustab eesmargi piirangu pohiméttest [ahtuvalt, milliseid erinevaid isikuandmete
to6tlemise eesmarke Kindlustusandja Kindlustuslepingu I6petamise ja I1dppemise kaigus taidab, arvestades
isikuandmete tootlemise diguslikke aluseid ja nende kohaldatavust.

8.1 Andmete sailitamine

8.1.1 Kindlustusandja peab isikuandmete sailitamisel jargima eesmargiparasuse, minimaalsuse ja
vajalikkuse pdhimdtteid. Andmete tddtlemisel tuleb tagada, et isikuandmeid ei séilitata kauem, kui on vajalik
tootlemise eesmargi saavutamiseks. Isikuandmeid véib siiski kauem sailitada naiteks juhul, kui vastavaid
andmeid on vaja konkreetse ndude esitamiseks vdi ndude vastu kaitsel; kui andmete sailitamine on vajalik
ja lubatud uuel eesmargil (eeldab uue eesmargi lubatavuse hindamist ja t66tlemiseks aluse olemasolu);
kui isikuandmeid téddeldakse avalikes huvides toimuva arhiveerimise, teadus- vdi ajaloouuringute voi
statistilisel eesmargil.

8.1.2 Oigusaktides pole selgelt maaratletud, millises ulatuses isikuandmeid tuleb sailitada.
Andmetootluspdhimotetest lahtuvalt sailitab Kindlustusandja vaid neid isikuandmed, mis on objektiivselt
vajalikud Kindlustuslepingu ja sellega seotud eesmarkide taitmiseks, sealhulgas:

(a) seadusest tulenevate kohustuste taitmiseks (IKUM art 6 Ig 1 p e);

(b) seadusest tulenevate diguste tagamiseks, sh tagasinduete esitamine (IKUM art 6 Ig 1 p f;
terviseandmete puhul lisaks IKUM art 9 Ig 2 p f koostoimes nt VOS § 441 1g 1 ja § 4421g 1.);

Néide 35. Pérast riskihindamist ja lepingu sélmimist vbib kindlustusandja séilitada kogutud
terviseandmeid (nt. terviseankeet, epikriis vms dokumendid kliendi terviseseisundi kohta) 3
aastat oigustatud huvi alusel bigusnéuete koostamise, esitamise Vvbi kaitsmise alusel
seaduses sétestatud taganemiséiguse ja sellest tulenevate néuete kaitsmiseks (IKUM art 6 Ig
1pf, IKUM art 9 Ig 2 p f koostoimes nt VOS § 441 Ig 1 ja § 442 Ig 1). Oluline on arvestada, et
kui nende andmete séilitamise aluseks on méératletud ja pbhjendatud IKUM art 9 1g 2 p f
sétestatud bigusnéuetega seotud alus ja viide VOS § 441 Ig 1 sisalduvale taganemisbigusele,
siis vbib neid andmeid just (ksnes sellel maéaratletud eesmérgil ka kasutada ning muudel
eesmarkidel (nt uue riskihindamise eesmaérgil, kui klient tuleb uut lepingut sélmima) neid
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andmeid enam kasutada ei tohiks. Samuti tuleb vastavast alusest VOS § 442 Ig 1 tulenevalt
Oigus séilitada neid andmeid (ksnes 3 aastat alates kindlustuslepingu sélmimisest.

(c) Kliendi suhtes kehtivate kohustuste taitmiseks (IKUM art 6 Ig 1 p b);

(d) Kliendi Kindlustuslepingust tulenevate sooritus- voi kaitumiskohustuste taitmise kontrollimiseks
(IKUM art 6 1g 1 p b);

()
8.2

Kindlustusandja digustatud huvi alusel (IKUM art 6 Ig 1 p f).
Lepingu uuendamine, uue pakkumuse esitamine

Kui Kindlustusandja soovib teha pakkumist uueks perioodiks omaalgatuslikult, ei ole tegemist IKUM art 6
Ig 1 p-le b tugineva andmesubjekti taotluse alusel toimuva isikuandmete todtlemisega. Asjaolu, et
Kindlustusandjal on varasemast lepingust tulenevalt teatud andmed, ei anna automaatselt alust neid
andmeid uute pakkumiste tegemiseks téddelda. Sellisel puhul on tegemist pigem Kindlustusandja ari- ja
turundushuvide realiseerimisega ning éigusliku alusena tuleb eelkdige kéne alla digustatud huvi IKUM art
6 1g 1 p f alusel. Kuna tegemist on Kindlustusandja jaoks juba olemasoleva kliendiga, voib eeldada, et
klient on huvitatud ka edasisest kindlustustoodete tarbimisest. Kuid digustatud huvi kasutamiseks vastava
tootluse jaoks tuleb Kindlustusandjal koostada digustatud huvi kasutamise hinnang (vt naidiskisimused

hinnangu labiviimiseks, Naide 16).
8.3 Tagasinoduete esitamine

Eesmargid, mida tdidetakse parast Kindlustuslepingu [6ppemist

Alljargnevalt on tabelis loetletud vdimalikud isikuandmete to6tlemise eesmargid, mida Kindlustusandja voib
Kindlustuslepingu I6ppemise jargselt taita. Tegemist ei ole ammendava nimekirjaga.

Tootlemist pohjendav diguslik alus

IKUM artikli 6 16ike 1
punkt b ja KindITS
§218Ig1 p 2ja
IKUM artikli 9 16ike 2
p g, KindIsTS § 218
lg 2 p 2 (lepingu
taitmine)

IKUM artikli 6 Idike 1
punkt c¢ (juriidilise
kohustuse taitmine)

IKUM artikli 6 I8ike 1
punkt f (&igustatud
huvi), artikli 9 Ig 2
punkt f (digusndude
esitamine,

koostamine
taitmine)

VoI

Isikuandmete to6tlemine parast lepingu 16ppemist

1. Andmete sailitamine oma
lepinguliste kohustuste
taitmiseks

2. Sailitamine seaduses
satestatud kohustuste taitmiseks

X (nt RPS § 12)

3. Andmeid sailitatakse kauem,
kui esialgseks eesmargiks vajalik
(eeldab sobivat to6tluse alust ja
uue eesmargi sobivust)

4. Qigusnduete kaitsmine kohtus
ja kohtuvaliselt tulenevalt
kindlustuslepingust
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5. Tagasinduete esitamine X

6. Nouete esitamine kahju

tekitajate vastu uute asjaolude X
iimnemisel

9. TELEFONIKONEDE SALVESTAMINE

9.1 Telefonik6nede salvestamise eesmargid

9.1.1 Telefonikdnede salvestamine on Kindlustusandja tegevuses tavaparane. AKI on kdnede
salvestamise kilsimuses valjendanud seisukohta, et valimatult kdikide kdnede salvestamine ei vasta
Maaruse voimalikult vaheste andmete kogumise pohiméttele (s.o minimaalse andmetddtluse printsiip).
Selleks, et minimaalse to6tlemise pohimotet jargida, tuleb AKI hinnangul andmetéétlejal esmalt maarata
tootluse eesmark, millest tulenevalt saab valida sobiva to6tluse aluse ning sailitamise aja.!%2 Praktikas saab
kdnede tootluse eesmargist lahtuvat salvestamist teostada Iabi erinevate tehniliste ja organisatoorsete
meetmete.

Néide 36. Andmesubjektile saab enne kbénet anda valida, mis teemal Kindlustusandjaga
soovitakse suhelda (nt ,kahjuteate esitamiseks, vali 1% ,kiisimused seoses sO6Imitud
kindlustuspoliisiga, vali 2“ vms). Samuti on véimalik eristada eesmérke Iabi erinevate
telefoninumbrite (nt dldinfo number, kahjukéasitluse number jne). Eesmaérgist lahtuvat kbnede
salvestamist saab teostada ka voimaldades t6étajatel valida, mis kéned ja mis eesmérgil
salvestatakse véi kontrollides ja valides juba salvestatud kbnedest, mida séilitatakse pikemalt
Ja mis eesmargil (eeldab selgete sisemiste juhiste ja protsesside olemasolu).

9.1.2 Kdnede jaotamine eesmargi jargi enne salvestamist vdib aidata vahendada tdddeldavate
isikuandmete mahtu, kuid vastav tegevus katkeb endas riski, et tegelikkuses vajalik kdne jaab salvestamata
voi kustutatakse, kui kdnede sorteerimine teostatakse parast esmast salvestamist. Véimatus mingit kdnet
tagantjargi kasutada véib Kindlustusandjale kaasa tuua suuri kahjusid ja olla kahjulik ka Kindlustusvétjale.
Samuti vdib kdnede ,sorteerimine” olla suur ressursikulu (nt tehnilise lahenduse maksumus, t66tajate aja
ja koolitamise kulu jne). Seetdttu voib argumenteerida, et vdhemalt alguses voib lubada kéikide kdnede
salvestamist, kui toimub hilisem valik, mis eesmargil ja alusel vastavat kdnet edasi sailitatakse ning kui
mittevajalikud kdned kustutatakse. Igal juhul tuleb andmesubjektile kdne alguses (enne kui andmesubjekt
alustab raakimist) anda teave, mis eesmargil kdnesalvestist vdidakse kasutada ja mis alusel toimub
isikuandmete t66tlus ning kus kohast on véimalik saada rohkem teavet vastava t66tluse kohta:

9.1.3 AKlja EKSL labiraakimistel hinnati telefonikdnede salvestamise lubatavust ja aluseid viiel jargneval
eesmargil:

(f) Lepingu sdlmimine, sh kindlustushuvi valjaselgitamine;

(9) Lepingu taitmine;

(h) Oigusnduete esitamine, tdendina kasutamine;
(i) Pettuste avastamine, mille all oli algselt kaasatud ka tootajate turvalisuse tagamise eesmark193;
() Kvaliteedi tagamine ja koolitused.

Néide 37. Kbéne alguse teavitus:

Parema klienditeeninduse tagamiseks, samuti olenevalt kbéne sisust kindlustushuvi
véljaselgitamiseks, lepingu s6lmimiseks, (v6i) meie vahelise lepingu téitmise tagamiseks kéne
salvestatakse. Isikuandmete tdétlemise pohimébtetega saate tutvustada meie veebilehel
WWW.Xxx.ee"

102 \Vaata AKI 26.08.2024 nr 1.2.-2/24/1242-9, |k 4; leitav AKI dokumendiregistrist: https://adr.rik.ee/aki/dokument/15984739.
103 Tootajate turvalisuse tagamise eesmarki ei pidanud AKI kénede salvastamisel sobivaks. AKI hinnangul ei taga kdnesalvestis
tootajate turvalisust (vt AKI asi nr 1.2.-2/24/1242-9 26.08.2024, Ik 4).



https://www.xxx.ee”/
https://adr.rik.ee/aki/dokument/15984739

-43 -

9.1.4 Kokkuvdttes vdimaldab kdne salvestamise eesmark valida sobiva tdétluse aluse ning sailitamise
aja. Lisaks eesmargile tuleb tddtluse aluse valikul arvestada, mis tltpi isikuandmeid kdnesalvestisega
téddeldakse. Kui tdddeldakse eriliiki isikuandmeid, siis on vajalik lisaks Maaruse artikkel 6 Ig 1 aluse
olemasolule ka artikkel 9 Ig 2 erandi kohaldumine.

9.2 Telefonik6nede salvestamise alused ja toodeldavad isikuandmete liigid

9.2.1 Tavaliste isikuandmete to6tlemise alused - AKI on oma praktikas nimetanud véimalikud sobivad
alused tavaliste isikuandmete to6tlemiseks kdnesalvestistes jargnevalt: ,/sikuandmete kaitse dldmééruses
tulenevad isikuandmete t66tlemise biguslikud alused artiklist 6. Kuna telefonikénede salvestamine ei kuulu
kindlustusandjatele seadusest tuleneva kohustuse hulka (IKUM art 6 Ig 1 punkt c), samuti ei salvesta
kindlustusandjad kénesid avalikes huvides oleva (ilesande téitmiseks (IKUM art 6 Ig 1 punkt e) ega fiiisilise
isiku eluliste huvide kaitseks (IKUM art 6 Ig 1 punkt d), siis on véimalikud éiguslikud alused, millele
telefonikénede salvestamisel tugineda, néusolek (IKUM art 6 Ig 1 punkt a), lepingu téitmine (IKUM art 6 Ig
1 punkt b) ja bigustatud huvi (IKUM art 6 Ig a punkt f).“104

9.2.2 Maaruse artikkel 6 Ig 1 punkti b kohaldumiseks peab olema taidetud Uks kahest tingimusest:
isikuandmete tddtlemine on vajalik andmesubjekti osalusel sdlmitud lepingu taitmiseks voéi lepingu
sdlmimisele eelnevate meetmete votmiseks vastavalt andmesubjekti taotlusele. Juhendis on lepinguline
alus avatud punktides 5.8-5.12. Telefonikdnede salvestamise kontekstis on Kindlustusandjal eriti oluline
veenduda, et vastav t66tlus on lepingusse astumiseks voi lepingu taitmiseks objektiivselt vajalik.
Salvestamine ja salvestiste to6tlus lepingulisel alusel eelkdige vajalik jargnevatel eesmarkidel:

(k) Lepingu s6lmimine ja Kindlustushuvi vélja selgitamine - Kdnes avaldatud andmete alusel
kindlustuspakkumise tegemine potentsiaalsele Kliendile. Kbnes avaldatu pdhjal selgitab Kindlustusandja
valja Kliendi Kindlustushuvi. Pakkumine peab olema vahemalt taasesitatavas vormis vastavalt seaduse
nduetele — pakkumise tegemine on lepingu sélmimise ofert vastavalt kindlustuslepingu regulatsioonile
VOS-is ja KindITS-is. KindITS kohaselt on Kindlustusandja pdhiliseks kohustuseks selgitada Kliendi antud
teabe alusel vélja tema Kindlustushuvi ja ndudmised kindlustuslepingule (KindITS § § 221 Ig). Seejarel on
selle valjaselgitatud Kindlustushuvi péhjal kohustus soovitada Kliendile kindlustuslepingut, mis vastab
kdige paremini tema Kindlustushuvile ja ndudmistele. Selle kohustuse taitmise kdige optimaalsemaks
lahenduseks on tagada kdnesalvestuse olemasolu (siin kohal on salvestis nii Kindlustusvétja kui
Kindlustusandja huve teeniv).

Néide 38. Kbénesalvestis on lepingu sblmimise ja Kindlustushuvi véljaselgitamisega seoses vajalik
néiteks jérgmistes olukordades:

Néide 39. Kindlustusandja té6taja, pakkumise tegija saab kuulata lle, mis oli kliendi tdpne huvi ja
soov (sest lleskirjutus ei ole alati taielik/korrektne, eriti keerulisemate pakkumise puhul). Lisaks ei saaks
t66d enam teha isik, kellel erivajaduse téttu dleskirjutust fidsiliselt vbimalik teha ei ole.

Néide 40. Pakkumise tegemiseks peab Kindlustusandja kontrollima andmeid erinevatest registritest
(nt kinnistusraamat, liiklusregister) ning sellistesse registritesse paringu tegemise eeldus on andmetéétluse
seaduslik alus (ning enne pakkumise tegemist muud alust kui kliendi soov lepingut sélmida, ei ole).

Naéide 41. VOS alusel on telefonikéne salvestis lepingu sélmimise avaldus. Néiteks kui kénes viidati,
et soov on kindlustada ka lumelauasport, kuid poliisis see ei véljendunud. VOS alusel on siin
Kindlustusvétjale tagatis tugineda lepingueelselt antud infole (vt jargnev alapunkt (I)). Nimelt, suuline
lubadus télgendatakse Kindlustusvétja kasuks ka siis, kui poliis seda ei kajastanud.

Naéide 42. Klient annab tihti nbusoleku e-kirjaga saadud pakkumisele telefoni teel.

0] Lepingu tditmine — kdnesalvestised véimaldavad Kindlustuslepingu taitmist. Salvestised annavad
véimaluse antud teavet, kasklusi jm kontrollida ning véivad mh aidata téita lepingu osas toimuva suhtlusele

104 AKI 26.08.2024 vastuses asjas 1.2.-2/24/1242-9
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kohalduvaid lepingulisi vormindudeid (naiteks, kui kohaldub kohustus tagada, et lepingu osas toimuks
suhtlus vahemalt taasesitatavas vormis).

Néide 43. Kénesalvestusi on lepingu téitmisel vaja néiteks jargmistes olukordades:

Néide 44. Kui Kindlustusvétja on telefonikbnes avaldanud kindla tahte, kuid poliisis on sellest
kérvalekalle. Nimelt sétestab VOS § 436 Ig 1, et: ,Kui poliisi sisu kaldub kérvale kindlustusvétja
avaldusest, loetakse see kbérvalekalle kindlustusvotja poolt heakskiidetuks, kui kindlustusvétja
el vaidle sellele kirjalikku taasesitamist vbimaldavas vormis vastu 14 pdeva jooksul poliisi
saamisest.” ning ,Korvalekalle loetakse heakskiidetuks (iksnes siis, kui kindlustusandja on
poliisi véljastamisel juhtinud kindlustusvétia tédhelepanu kéesoleva paragrahvi lbikes 1
sétestatule eraldi kirjalikku taasesitamist vbimaldavas vormis teatega.”. Poliisi véljastamisel
saab Kindlustusandja juhtida téhelepanu kérvalekaldele, kui Kindlustusandja on saanud
kérvalekalde olemasolu kontrollida (eelkbige telefonisalvestiselt). Siinjuures on oluline ka, et
VOS § 436 Ig 3 séatestab, et paragrahvi I6ikes 2 sétestatu téitmata jétmise korral ei ole
kérvalekalle Kindlustusvétjale siduv ja lepingutingimustena vaadeldakse Kindlustusvétja
avalduses sisaldunud tingimusi. Sellises olukorras véib kbénesalvestis olla ainus véimalus
téendada tegelikku avaldust — nii Kindlustusvétja kui Kindlustusandja vaatest.

Néide 45. Kindlustuslepingu kehtivuse ajal péérdub Klient telefoni teel Kindlustusandja poole
kiisimusega, et kindlustatud objektile (nt kodukindlustuse puhul) on soetatud uut vara (nt uus
teler) ning Kiliendi kiisimuseks on, kas see muudab Kindlustuslepingu tingimusi. See voib
kaasa tuua nii eelnevas punktis nimetatud kérvalekalde télgendamise kiisimuse VOS § 436 Ig
1 mottes kui ka Kindlustushuvi selgitamise kohustuse.

Néide 46. Kindlustusvétja teatab Kindlustuslepingu kehtivuse ajal Kindlustusandjale sellise
asjaolu, mis suurendab Kindlustusriski. Sellega saab Kindlustusvétja téita enda VOS § 443
sétestatud kohustuse: ,Kindlustusvétia peab kindlustusriski véimalikkuse suurenemisest
viivitamata kindlustusandjale teatama, vélja arvatud juhul, kui kindlustusriski véimalikkuse
suurenemise pbéhjustas dldiselt teadaolev asjaolu, mis ei méjuta liksnes selle kindlustusvoétja
kindlustusriski“. Samas asjaolu on tdhtis ka Kindlustusandja vaatest. Lisaks saab
kénesalvestise abil tbendada, kas kindlustusriski suurenemisest teatati.

Néide 47. Klient teatab juhtumist, mis on béigusliku téhtsusega asjaolu, sest Kindlustusandja
tegutsemiskohustus tekib teatamise hetkest. Kénes sisaldub Kindlustuslepingu taitmiseks
vajalik info, mida on objektiivselt vajalik tditmise tdpsuse tagamiseks elluviimiseks Ule kuulata.

Néide 48. Kindlustuslepingu kehtivuse ajal soovib Kindlustusvétja juhtnéére néiteks kahju
védhendamiseks vOi kindlustatud objekti osas muudatuste tegemiseks. Kbénes sisaldub
Kindlustuslepingu taitmiseks vajalik info, mida on objektiivselt vajalik taitmise tépsuse
tagamiseks elluviimiseks lle kuulata.

Néide 49. Kasitlusprotsessis toendina on salvestisel tahtsus, kui késitleja on tapsustanud
telefoni teel juhtumi detaile hiivitise kalkuleerimisel. Vdiksemate detailide puhul (nt korstna
materjal majapblengu korral) voi ka kiireloomulistes kiisimustes (nt énnetusjuhtum reisil) muid
téendeid tihti ei koguta. Kénes sisaldub Kindlustuslepingu téitmiseks vajalik info, mida on
objektiivselt vajalik taitmise tépsuse tagamiseks elluviimiseks (le kuulata.

Néide 50. Kindlustusjuhtumi teatamisel telefoniteel on teade tihti kbige objektiivsem, vahetum
Jja ausam. Salvestis abistab hilisema menetluse kaigus tuvastada asjaolusid, kuid veelgi
olulisemalt erisusi hilisemate, kirjalike kahjuteadetega seoses (haide: rendiauto kaskojuhtum
ning rentnik telefonis raakis ausalt, et nn driftis. Hilisemates kirjelikes pé6rdumistes enam
sellist kinnitust ei andnud).

Néide 51. On juhtumeid, kus kahjujuhtumist teatades on Kindlustusvétja dritanud teistelt
tldnumbritelt saada taiendavat véi teistsugust informatsiooni. Kui muu isik organisatsioonis on
kahjukésitlejast erinevat informatsiooni andnud, tuleb see télgendada Kindlustusvétja kasuks.
Kindlustusandja néide: kohvrite varguse juhtum. Kindlustuslepingu tingimuseks on, et kohvrid
peavad olema jarelevalve all. Kui klienditeenindaja selgitas, kuidas jérelevalve peab teostatud
olema, siis hilisemas teates kindlustusvétja kirjutas, et kohver oli jala kiilge seotud ning né6r
l6igati labi. Kindlustusjuhtum sai 6ige lahenduse labi selle, et eelnev kéne klienditeenindajaga
oli salvestatud.
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9.2.3 Kokkuvéttes voib Kindlustusandja lepingu sélmimise ja taitmise tegevuste juures kdnesalvestiste
toétluse alusena kasutada Maaruse lepingulist alus (IKUM art 6 (1) b). Téétluse digusliku aluse maatriks
on jargnev:

IKUM art 6 Ig 1 p b + KindITS § 218 ja 221

9.2.4 Kdnesalvestiste to6tlus on vdimalik ka digustatud huvi alusel. Vaata digustatud huvi kasutamise
eelduseid ja ndudeid Juhendi punktides 5.18-5.19. Igal juhul on oluline, et Kindlustusandja on digustatud
huvi kasutamist kdnesalvestiste tdotlemiseks eelnevalt hinnanud (ja seda iga spetsiifilise eesmargi
kontekstis). Oigustatud huvi kasutamise hinnang tuleb dokumenteerida ja vastava paringu saamisel teha
kattesaadavaks ka andmesubjektile ning/voi jarelevalvele. Isegi, kui Juhendis on mdni olukord toodud vélja
naitena kindla eesmargi voi aluse juures, siis ei saa Kindlustusandja Juhendist |ahtuvalt eeldada, et vastav
to6tlus on tema tegevuses kohe lubatav — Kindlustusandjal on vaja t66tlust enda tegevuse kontekstis ise
hinnata. Oigustatud huvi kasutamiseks on vajalik konkreetsel téétlejal hinnata just enda té6tlust (mh selle
eriparasid ja kaitsemeetmeid). Oigustatud huvi alusel saab kénesid salvestada iildjuhul jargenvatel
eesmarkidel:

(m) Oigusnduete esitamine, tdendina kasutamine;

(n) Pettuste avastamine;

Néide 52. Kahjukésitlejale helistati, et Kindlustusvétia sbitis séidukiga vastu puud. Taustal
on kuulda meeste héaéled ning klaasipurunemise ja sisse I66mise hééled. Sellest tekkis
kahtlus, et kahju ei tekkinud vastu puud sbéitmisega. Hilisemal kiisitlemisel selgus, et kahtlusel
oli alus ning Kindlustusvétja (ritas saavutada suuremat hiivitist.

(o) Kvaliteedi tagamine ja koolitamine.

Néide 53. Kvaliteedi tagamise ja koolituse eesmaérgil véib kbnesalvestiste t66tlus olla vajalik
néiteks jérgmistes olukordades:

Néide 54. KindITS § 186 Ig 2 p 16 tuleneb kohustus korraldada: “kindlustuse turustamisega
vahetult seotud isiku ja kindlustusmaakleri juhatuse liikme teadmiste ja oskuste hindamise
ning turustamisega vahetult seotud isikule aastas védhemalt 15 tunni ulatuses kindlustusalase
koolituse tagamise kord”. See koolitusvajadus téidetakse organisatsiooni sisese kumuleeruva
oppemeetodi alusel, mitmeski 1abi telefonikbnede salvestiste. Teisiti ei ole kuidagi véimalik
Kliendiga suhtluses toimuvat kontrollida.

Néide 55. Tdétajal on véimalus kuulata salvestis lle tegemaks enda tegevusest jareldused,
enda vigadest 6ppida. Miiligiosakondade puhul, kus miiiigijuht saab teha vaid pistelist kontrolli
kéigi samaaegsete kbénede toimumise téttu, on see ainus realistlik vbimalus
Kindlustusvétjatele parima teenuse pakkumiseks.

Néide 56. Vahetu juht omab nii vbimalust peegeldada, koolitada, arendada, hinnata té6taja
tegevust ja téétajat juhendada klientidega suhtlemisel

Néide 57. Tllpsituatsioonid kbnedes, mida on kasutatud laiema t66tajaskonna koolitamiseks
(pérast isikuandmete anoniimiseerimist) — tilipjuhtumite kogumiseks on salvestamine vajalik.

Néide 58. Teenuse jarelevalve seadusest tuleneva kohustuse taitmine — kohustus
korrapéraselt teostada jarelevalvet (nt Kliendid annavad tagasisidet, véljendavad
rahulolematust) ning korduv tagasiside on selleks sisend. Sétestab KindITS § 1032 Ig 4, et
Kindlustusandja jélgib korrapéraselt kindlustusteenuse vastavust sihtturu vajadustele ja
turustusstrateegia asjakohasust, vottes muu hulgas arvesse koiki asjaolusid, mis voivad
oluliselt méjutada sihtturuga seotud riskide realiseerumist.

Néide 59. Samuti kasutatakse jérjest enam tehnoloogilisi véimaluse kénede anallilisimiseks,
nt transkribeeritakse kéned tagamaks mustrite leidmine (nt kindlustushuvi véljaselgitamiseks;
samuti kliendisuhtluse osas sénade kasutus, kéneviis).
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Néide 60. Uute toodete/teenuste suhtes vajaduste véljaselgitamine konkurentsieelise
saavutamiseks ning néudlusele vastamiseks, nt teave lisakaitse vajadusest reisikindlustuse
COVID-19 tarbeks tulenes paljustki klientide ja potentsiaalsete klientide telefonikbnedes
edastatud soovidest.

Néide 61. Kindlustustingimuste ja teenusetingimuste parendamine 1dbi Kliendi tagasiside
parendamaks kasutuskogemust (kui pole kaetud nt néusoleku alusel toimuva téétlusega).

Néide 62. lIma kénede salvestamiseta oli tiilipprotsess, et tundide kaupa tehti Uhiselt
kénesid, mida siis réagiti parast labi. See tekitas té6tajatel drevusi ning oli suur kulu nii
tootajale kui organisatsioonile l&bi selle. Tébtaja suhtes on kbénede salvestamine vdhem
invasiivne.

9.2.5 AKI on oma praktikas toonud (he vdimaliku to6tluse alusena valja ndusoleku. Tapsemalt markis
AKI oma vastuses jargmist: , Telefonikénede salvestamisel néusoleku alusele tuginemisel (IKUM art 6 Ig 1
punkt a) peavad kindlustusandjad enne kbne salvestama hakkamist vétma andmesubjektidelt vabatahtliku
néusoleku. Teadliku néusoleku andmiseks peaks andmesubjekt olema teadlik véhemalt sellest, kes on
vastutav téotleja ja milleks kavatsetakse isikuandmeid té6delda. Néusolekut ei tohiks lugeda vabatahtlikult
antuks, kui andmesubjektil pole téelist vbi vaba valikuvbimalust voi ta ei saa ilma kahjulike tagajérgedeta
néusoleku andmisest keelduda véi seda tagasi vétta (vt Maédruse pdhjendus punkt 42).“1% Arvestades
pohilisi eesmarke kénede salvestamisel ei ole ndusolek kohane isikuandmete t66tlemise alus. Lepingusse
astumise ja taitmisega seotud eesmargil todtlemisele on sobilik alus IKUM art 6 (1) b (vt thpsemalt Juhendi
punktid 9.2.2-9.2.3). Nduete ja pettuste avastamisega seotud eesmarkidel isikuandmete t66tlusel ei saa
Kindlustusandja lubada salvestiste kustutamist andmesubjekti ndudel; vastasel juhul ei oleks
Kindlustusandjal vdimalik enda seaduslikke huvisid maistlikult kaitsta. Kvaliteedi tagamiseks ja koolitusteks
kdnede salvestamine saab toimuda kas digustatud huvi voi ndusoleku alusel. Kindlustusandjal on digus
valida enda to6tlusele sobiv alus (eeldusel, et vastava aluse kasutamise tingimused on taidetud). Kdik
IKUMs sétestatud erinevad seaduslikud alused on olemuslikult vérdse kaaluga. Maaruse tekstis ei tehta
oiguslikku vahet kuue seadusliku aluse vahel ega viidata nende vahelisele hierarhiale, mida kinnitab ka
Euroopa Andmekaitse Noukogu'®6. Mingit viidet sellele, et artikli 6(1) punkti f tuleks kohaldada ainult
erandjuhtudel, ei eksisteeri ja tekstist ei tulene ka muudmoodi, et kuue o&igusliku aluse konkreetsel
jarjekorral oleks mingit diguslikku méju. Seega ndusolek ei saa ega pea olema eelistatud seaduslikuks
aluseks, kui muu seadusliku aluse kasutamine on pdhjendatud. Andmekaitse Inspektsiooni senise praktika
kohaselt on digustatud huvi olnud telefonikdnede salvestamisel kohane seaduslik alus.'0”

9.2.6 Eriliiki isikuandmete téotlemine. Telefoni kénede salvestamisel vbib kdnesalvestisele jaada
teavet eriliiki isikuandmete kohta (Uldjuhul terviseandmed). Eriliiki isikuandmete t66tlemine néuab kahe
tingimuse taitmist:

(a) tootlemisel peab olema seaduslik alus, st Uks kuuest diguslikust alusest, mis on esitatud Maaruse
artiklis 6 16ikes 1, ja

(b) tootlemisele peab kohalduma moéni Maaruse artiklis 9 16ikes 2 satestatud 10-nest erandist.

9.2.7  Uldjuhul®® vaib kdnesalvestiste todtlemise digusliku aluse maatriks vélja naha nii:

Eesmark IKUM art 6 (1) alus IKUM art 9 (2) erand

Lepingu sdlmimine, s.h IKUM art 6 (1) b (+KindITS § IKUM art 9 (2) g; IKUM art 9
kindlustushuvi valja 218ja §221) (2) b (kohustuslik kindlustus)
selgitamine

195 AKI oma 26.08.2024 vastuses asjale 1.2.-2/24/1242-9

16 Sellekohane arutelu toimus juba direktiivi ajal, vt nt See Opinion 15/2011 of the Article 29 Data Protection Working Party on the
definition of consent, adopted on 13.07.2011 (WP187).

107 Naiteks, vt asjad 26.04.2022 ettekirjutus-hoiatuses nr 2.1.-1/22/9, samuti 05.06.2020 ettekirjutus-hoiatuses nr 2.1.-3/20/1293.

198 Alused vdivad olukorra spetsiifikast tulenevalt tabelis toodust erineda.
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Lepingu taitmine IKUM art 6 (1) b (+KindITS § IKUM art 9 (2) g; IKUM art 9
218 ja § 221) (2) b (kohustuslik kindlustus)

Oigusnéuete  esitamine, IKUM art 6 (1) f (+KindITS § Olenevalt olukorrast - IKUM
tdéendina kasutamine 218) art 9 (2) fvai IKUM art 9 (2) g
Pettuste avastamine IKUM art 6 (1) f (+KindITS § Olenevalt olukorrast - IKUM
218) art 9 (2) fvdi IKUM art 9 (2) g

Kvaliteedi tagamine ja sel IKUM art 6 (1) f (+KindITS §  Eriliiki isikuandmeid ei

eesmargil koolitus 218) toodelda, sest eelduslikult ei

kaalu kvaliteedi ja koolituse

eesmargil isikuandmete

tootlemisel  Kindlustusandja
huvid Ules andmesubijekti
huve.

10. KINDLUSTUSVAHENDAJAD
10.1 Kindlustusagent

10.1.1 Kindlustusagent on flusiline vai juriidiline isik, kes ei ole kindlustusettevdtja, vaid isik, kes tegeleb
kindlustustoodete turustamisega kindlustusettevotja huvides (KindITS § 174 Ig 2). Kuna kindlustusagent on
Kindlustusandja esindaja, kohaldatakse talle Kindlustusandja suhtes satestatud reegleid. Olukordades, kus
Kindlustusagent tegutseb taielikult Kindlustusandja nimel ja huvides ning vastavalt Kindlustusandja
juhistele, tuleb Kindlustusagenti kindlustustegevuse raames teostatava andmetdétluse puhul pidada
Kindlustusandja volitatud td6tlejaks, mistdttu peab ta jargima Kindlustusandja juhiseid vastavalt lepingule
(IKUM art 28).

10.1.2 Kindlustusandja vastutab Kindlustusagendi tegevuse eest Kindlustusandja andmete kaitlemisel
ning peab tagama, et isikuandmeid tddtlevad Kindlustusagendid oleksid vastavalt koolitatud.
Kindlustusandja peab agente teavitama, et kdik Kliente puudutavad andmed on Kindlustusandja andmed
ja neid tuleb téddelda Kindlustusandja juhiste jargi. Kindlustusandja peab tagama, et Kindlustusagentidel
ei ole juurdepaasu suuremale hulgale andmetele, kui on vajalik Kindlustusagendi Glesannete taitmiseks.

10.1.3 Kindlustusagenti ja Kindlustusandjat saab teatud juhtudel k3sitleda ka kaasvastutavate td6tlejatena
(IKUM art 26). Kaasvastutavate téotlejate puhul otsustab isikuandmete té6tlemise eesmarkide ja vahendite
kindlaksmaaramise (mis on vastutava t66tleja tlesanne) lle faktiliselt ronkem kui Uks pool. Naiteks voivad
Kindlustusagent ja Kindlustusandja olla kaasvastutavad t66tlejad eesmarkidel, mis on seotud Klientide
leidmise ja neile kindlustuspakkumuse tegemisega, kui pooled kasutavad uhtset Klientide andmebaasi.
Samas oleneb Kindlustusandja ja Kindlustusagendi vaheline t66tluse roll tapsest t66tluse iseloomust ja
poolte vahelistest kokkulepetest. Seejuures peavad pooled Uhiselt kokku leppima oma kohustused
andmesubjektide ees, eelkdige andmesubjektide diguste teostamise korra.

10.2 Kindlustusmaakler

10.2.1 Kindlustusmaakler on isik, kes tegeleb tasu eest maaklerilepingu alusel kindlustuse turustamisega
eesmargiga soovitada ja vahendada Kliendile séltumatu analldsi alusel Kindlustuslepingut, mis vastab
kdige paremini Kliendi kindlustushuvile ja ndudmistele (KindITS § 174 Ig 1). Kindlustusmaakler t66tleb
isikuandmeid maaklerlepingu taitmiseks ja taitmise tagamiseks (IKUM art 6 Ig 1 p b). KindITS § 181 Ig 4
kohaselt kohaldatakse kindlustusmaaklerile KindITS § 218 Ig 1 p-s 1 Kindlustusandja suhtes satestatut.
Seega on kindlustusmaakleril digus maaklerilepingu taitmiseks vajalikus ulatuses tdddelda isikuandmeid,
valja arvatud eriliigilisi isikuandmeid, mis on maaklerile vajalikud Kliendi kindlustushuvi valjaselgitamiseks
ja sobivaima lepingu soovitamiseks ning kindlustuslepingu sdlmimiseks vajalike toimingute tegemiseks.

10.2.2 Siia alla paigutub ka Kindlustusandjatele isikuandmete edastamine (sh kindlustushuvi ja
kindlustuslepingu eset puudutavate andmete edastamine), et Kindlustusandjad saaks kliendile labi



-48 -

kindlustusmaakleri edastada omapoolse pakkumuse. Seejuures on oluline, et kindlustusmaakler ja
kindlustusandja tddtlevad moblemad selles situatsioonis isikuandmeid vastutavate tooétlejatena.
Kindlustusmaakler kindlustusmaakleri lepingu taitmiseks ja Kindlustusandja kindlustusriski hindamiseks ja
kindlustuslepingu sdlmimiseks.

10.2.3 Kindlustusmaakler véib tegutseda andmete td6tlemisel volitatud todtlejana olukordades, kus tegu
on andmete sisestamise/redigeerimise/kustutamisega Kindlustusandja infoslisteemis, kui need toimingud
Uletavad maakleri kui iseseisva vastutava tdétleja toimingute vajalikkust ja neid tehakse Kindlustusandja
taotluse alusel. Sellisteks toiminguteks on naiteks ariteadete edastamine Klientidele Kindlustusandija nimel,
Klientide andmete tapsustamine Kindlustusandja taotluse alusel, Klientidele kindlustushuvitise otsusest
teatamine, kui Kindlustusandja volitab maaklerit saatma otsust selle pdhjenduse ulatuslikuma kasitlusega
(naiteks mis sisaldab teavet eriliiki andmete kohta), mis ei oleks vajalik maakleri kui kindlustusvahendaja
funktsioonide taitmiseks.

10.2.4 Kindlustusmaakler peab esitama Kliendile piisava hulga Kindlustusandjate pakkumuste hulgast
vahemalt kolme Kindlustusandja pakkumused (KindITS § 192 Ig 2 p 5) ja soovitama Kliendile nende pdhjal
Kindlustuslepingut, mis vastab kdige paremini tema kindlustushuvile ja ndudmistele (KindITS § 1921g 2 p
6). Kindlustusandja kellega maakleriteenuse osutamise tulemusena andmesubjekt kindlustuslepingut ei
s6lmi, peaks kliendi andmed kustutama, kui Kindlustusandjale saab teatavaks, et Kindlustuslepinguni ei
jouta (nt Kindlustusandja pakkumus oli seotud tahtajaga, kindlustusmaakler teavitas Kindlustusandjat
lepingu sdlmimisest teise Kindlustusandjaga, vms) ja Kindlustusandja vastu nduete esitamine on
ebatbenaoline (nt vastutus lepingueelsetest labiradkimistest).

10.2.5 Juhul, kui kindlustusmaakler, kelle isik on Kindlustusandjale teada (nt on maakleriga séImitud
koostdoleping vbi on tegemist tuntud kindlustusmaakleriga), podrdub pakkumise saamiseks
Kindlustusandja poole, siis on Kindlustusandjal digus eeldada kindlustusmaaklerilepingu olemasolu ja
seda, et kindlustusmaakler pdérdub Kindlustusandja poole kasundi taitmiseks ja kindlustuspakkumuse
saamiseks. Kindlustusandja ja kindlustusmaakleri vaheline andmevahetus toimub seaduse alusel ja selleks
pole uldjuhul kliendi ndusolekut tarvis (Uldmaéarus art 6 Ig 1 ¢, KindITS § 174 1g 1, 1811g 4, 192 1g 2 p 5,
VOS § 428 Ig 4).

10.2.6 Kindlustusmaakleril on digus isikuandmeid séilitada kuni kliendiga sélmitud maaklerilepingust voi
seadusest tuleneva ndude aegumistahtaja méddumiseni, kui seaduses ei satestata teisiti.

11. ERISATTED
1.1 Automatiseeritud to6tlusel pohinevate iiksikotsuste tegemine

11.1.1 Automatiseeritud t66tlusel pdhinevate Uksikotsuste tegemine, sh profiilianallds, mis toob kaasa
isikut puudutavaid diguslikke tagajargi vdi avaldab talle markimisvaarset méju, on Uldreeglina keelatud
(IKUM art 22 Ig 1). Siiski kehtivad sellele reeglile kolm erandit koos taiendavate eritingimustega, mille puhul
on automatiseeritud t66tlusel, sh profiilianallisil pdhinevate otsuste tegemine lubatav.

(a) Otsus on vajalik andmesubjekti ja Kindlustusandja vahelise lepingu sélmimiseks voi taitmiseks
(IKUM art 22 1g 2 p a).

(b) Otsus on lubatud Kindlustusandja suhtes kohaldatava liidu véi liikmesriigi digusega, milles on
satestatud ka asjakohased meetmed andmesubjekti diguste ja vabaduste ning 6Gigustatud huvide
kaitsmiseks (IKUM art 22 Ig 2 p b).

(c) Otsus pdhineb andmesubjekti selgesdnalisel ndusolekul (IKUM art 22 1g 2 p c).

11.1.2 Automatiseeritud t6o6tlusel pdhinevate otsuste tegemisel tuleb andmesubjektile selgelt ja
arusaadavalt teavitada enne otsuse langetamist, milline on sellise protsessi olemus ja millistel tingimustel
andmeid téoddeldakse. Kindlustusandja peab selgelt teavitama, et otsustusprotsess toimub automaatselt,
ning andma juhised, kuhu andmesubjekt saab kisimuste voi kaebuste korral péérduda.

11.1.3 Kindlustusandja teeb tavapéraselt kindlustuslepingu sélmimise kaigus esmaseid toiminguid
automatiseeritud andmetodtiusel pdhinevatel anallusidel, mis on seotud Kliendi poolt taotletavate
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teenustega (kindlustuskaitse ulatusega), Kliendi poolt esitatud kindlustusobjekti andmete analtisimise ja
kindlustusriski hindamisega. Tegemist on Maaruse mottes automatiseeritud andmetdodtlusega, mis
iseenesest voib endaga kaasa tuua Kliendi suhtes diguslikke tagajargi voi avaldab talle markimisvaarset
mdju, kuid mis on lubatav vastavalt Kindlustusandja suhtes kohaldatava liidu ja liikmesriigi digusega. Tuleb
tahele panna, et automaatotsuse ja IKUM art 22 alla kuuluva profileerimise kasutamise puhul on vajalik
kasutusele votta sobilikud kaitsemeetmed. Praktikas tdhendab see mh andmekaitse mdjuhinnangu
koostamist (vt IKUM art 35), kui td6tlusega kaasneb potentsiaalselt suur oht andmesubjekti digustele ja
vabadustele. Uheks riski vahendavaks ja automaatotsuse ning profileerimise ndudeid teatud tingimustel
valistavaks toiminguks on otsuseprotsessi inimese kaasamine (kui voimalik).

11.1.4 Kindlustusandja riskihindamise protsess on suures osas reguleeritud liidu seadusandja poolt
kindlate matemaatiliste valemitega vastavalt Solventsus Il, Delegeeritud maaruse 2015/35 ja KindITS-s
satestatud riskijuhtimise tingimustega (vt Juhendi p 6.1 Ulal seoses Kindlustusandja riskide hindamise
kohustusega). Lisaks loob KindITS § 218 Ig 1 p 1 Kindlustusandjale selge diguse tdddelda tavalisi
isikuandmeid automatiseeritud t66tlusel pdhinevate Uksikotsuste tegemiseks kindlustusriski hindamiseks
ja Kindlustuslepingu sdlmimiseks vajalike muude toimingute tegemiseks. Eelnevast tulenevalt tuleb
lahtuda, et KindITS § 218 Ig 1 p 1 koosmdjus kindlustussektori riskihindamist reguleerivate satetega vastab
IKUM art 22 Ig 2 p-le b. Viidatud satted tagavad koosmdjus, et liidu ja siseriikliku digusega on loodud
asjakohased meetmed andmesubjekti Giguste ja vabaduste ning 6Gigustatud huvide kaitsmiseks.199
Olenevalt toodtlusest, kus automaatotsust ja/voi profileerimist kasutatakse, voib siiski kohustuslik olla
andmekaitse mojuhinnangu koostamine (naiteks, kui automaatttotlus ei pdhine seaduses/EL
regulatsioonides ettekirjutatud andmettikkidel).

11.1.5 Lisaks tuleb Kindlustusandja poolt tagada Kliendile taiendavalt vahemalt digus taotleda otsest
isiklikku kontakti Kindlustusandja todtajaga, et valjendada oma seisukohta ja vaidlustada vastav
automatiseeritud toétlusel pdhinev otsus (IKUM art 22 Ig 3).

11.1.6 Kui tegemist pole Juhendi punktis 11.1.1 a vbi b toodud eesmarkidel automatiseeritud td6tlusel
pdhinevate otsuste tegemisega (vdi profileerimisega), siis peab kindlustusandja eelnevalt kisima
andmesubjektilt ndusoleku, ning tagama, et enne sellisel t66tlusel pdhineva otsuse joustumist oleks
andmesubjektil vdéimalus véljendada oma seisukohta ja vaidlustada otsus, sh andmetd6tiused, mille puhul
on riskihindamise kontekstis tarvis téddelda eriliiki isikuandmeid (IKUM art 22 Ig 4).

11.2 Avalikkusega suhtlemine ja ajakirjandus

11.2.1 Kindlustusandja tegevus pohineb usaldusel, mille keskmes on isikuandmete ja muu tundliku teabe
konfidentsiaalsus. Kindlustusandja peab igasuguses suhtluses ajakirjanduse ja avalikkusega sailitama
kérge konfidentsiaalsuse standardi. Kindlustusandja ei jaga Kliendiga seotud andmeid avalikkusele ega
ajakirjandusele ilma Kliendi ndusolekuta, v.a kui Kindlustusandjal on selleks juriidiline kohustus.
Ametiasutustele vdi muudele isikutele juriidilise kohutuse alusel isikuandmete avaldamisel kontrollib
Kindlustusandja juriidilise kohustuse olemasolu ja paringu skoopi ning avaldab ainult vajalikud ja
kohustuslikud andmed.

11.2.2 Kindlustusandjal lasub seadusest tulenev kohustus hoida saladuses koéik kindlustustegevuse
kaigus teatavaks saanud andmeid, mis puudutavad Kliendi isikuandmeid, majanduslikku seisundit ning &ri-
véi ametisaladusi (KindITS 220" Ig 1). Avalikkusele suunatud teabe jagamine, mis puudutab
kindlustusjuhtumeid vdi kindlustustegevuse osutamist, peab toimuma viisil, millega ei avaldata
konkreetsete isikute tuvastamist vdimaldavaid andmeid ega vdimaldata andmeid seostada konkreetse
isikuga. Statistiliste andmete jagamisel tuleb arvestada, et need andmed oleks anoniimsed ega

99 Arvestades, et kindlustusriskide analiiisimine kindlate valemite alusel on reguleeritud nii liidu tasandil kui ka siseriiklikult, ning
teatud juhtudel téiendavalt kontrollitud ka riikliku jarelevalveasutuse poolt, véib jareldada, et seadusandja on kindlustusriskide
automatiseeritud hindamise lubatavuse kontekstis arvesse vétnud ja kehtestanud sobivad meetmed andmesubjekti Giguste,
vabaduste ja digustatud huvide kaitseks. Seda eeldust toetab ka Euroopa Ndukogu Ministrite Kommitee suunis liikmesriikidele nr (97)
5 meditsiiniliste andmete kaitse kohta. 13. veebruar 1997, p 76, vastavalt sellise eelduse kehtivuse kohta terviseandmete t66tlemise
lubatavuse kontekstis. Arvutivorgus:
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22s0rt%22:[%22CoEValidationDate %20Descending%22],

%?22CoEldentifier%22:[%2209000016804ef88c%22]}.



https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
https://search.coe.int/cm#{%22CoEReference%22:[%22Rec(97)5%22],%22sort%22:[%22CoEValidationDate%20Descending%22],%22CoEIdentifier%22:[%2209000016804ef88c%22]}
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vdimaldaks otsest vdi kaudset seost konkreetse isikuga. Statistika ja koondandmete kasutamisel ja
avaldamisel tuleb tagada, et vastavate andmete pdhjal ei ole véimalik kindlaks teha andmesubjekti andmeid
ega koondandmetega iseloomustavasse kogumisse kuuluvaid isikuid.

11.2.3 Siiski on oluline p&orata erilist tdhelepanu isikustamata andmete jagamisel ning veenduda, et
edastatav teave ei ole isikustatud. Naiteks vdib teatud eripdrase kindlustusjuhtumi avalikustamisel
Uksikasjade kaudu tekkida olukord, kus juhtumis osalenud isik on aratuntav ka ilma otseste isikuandmeteta.
Seega peab avalikkusele voi ajakirjanikele teabe avaldamine olema erandlik ja hoolikalt kaalutud.

11.2.4 Kindlustusandja ei tohi kindlustussuhtega seotud isikuandmeid avaldada ajakirjandusele ilma
andmesubjekti ndusolekuta (KindITS 220" Ig 4 p 2). Kui andmesubjekt on ise kindlustussuhtega seotud
andmeid ajakirjandusele avaldanud, on kindlustusandjal digus andmesubjekti vaiteid ja avaldatud
asjaolusid kommenteerida ning selgitada kindlustusteenuse osutamise pdhimétteid (KindITS § 220" Ig 5).
Sama kehtib ka juhul, kui Kliendi isikuandmed on avalikustatud ajakirjanduslikul eesmargil andmesubjekti
ndusolekuta kooskdlas IKS §-ga 4. Kindlustusandja peab seejuures jargima pohimotet, et andmete
avaldamine ei tohi Uletada ulatust, mida Klient véi ajakirjandusvéljaanne on juba ise avaldanud.

12. ANDMESUBJEKTI OIGUSED

Kaesolev peatlikk kasitleb andmesubjekti digusi kindlustussuhte kontekstis, andes Ulevaate sellest, kuidas
need digused mdjutavad kindlustusteenuste osutamist ja millised on Kindlustusandja kohustused nende
oiguste tagamisel. Kindlustusdiguses on isikuandmete td6tlemine lahutamatu osa kindlustusteenuse
osutamisel. Maaruses satestatud andmesubjektide digused on keskse tahtsusega Kindlustusandja ja
Klientide vahelise usaldusliku ja labipaistva suhte tagamisel. Kindlustusandja peab tagama, et
andmesubjektid oleksid teadlikud oma oigustest ning et nende 6&igusi austataks koikides andmete
toédtlemise etappides. Kindlustusandja tagab andmesubjektidele kaesolevas peatikis esitletud diguste
teostamise, kui vastava diguse kasutamise eeldused on taidetud.

12.1 Oigus saada teavet

12.1.1 Uks Maaruse kesksetest pdhimétetest on diglase ja labipaistva todtlemise pdhimdte, mille jargi
peab Kindlustusandja teavitama andmesubjekti tema isikuandmete tdotlemisest. Andmesubjektile peab
olema selge, kuidas ja millisel eesmargil tema andmeid kogutakse, té6deldakse ja jagatakse. Seetdttu on
oluline, et Kindlustusandjad esitaksid andmesubjektidele tdpse ja asjakohase teabe andmete td66tlemise
tingimuste ja andmesubjekti diguste kohta.

12.1.2 Andmesubjektidele edastatav teave on maaratletud M&aruse art 13 ja 14. Lisaks peab
Kindlustusandija teavitama kindlustusvétjaid tdiendavatest andmetest, mille edastamine Kindlustusandjale
on kohustuslik vastavalt kindlustusvaldkonda reguleerivatele digusaktidele. Kindlustusandja informeerib
andmete kogumisel kindlustusvétjat, kas teatud isikuandmete esitamine on kohustuslik, ja millised on
tagajarjed, kui need andmed jaddvad esitamata. Naiteks on kindlustusvdtja kohustatud edastama
kindlustusandjale olulised asjaolud lepingu sdimimisel (KindITS § 221, VOS § 440) ning teavitama andmete
muutumisest lepingu kestel (nt riskiasjaolude muutused (VOS § 443), kontaktandmete muutus, vms) kui ka
kindlustusjuhtumi korral (VOS § 448).

12.1.3 Maaruse art 13 ja 14 toodud teave tuleb andmesubjektile esitada, kas andmete kogumise ajal, kui
isikandmed saadakse andmesubjektilt (vt IKUM art 13 Ig 1) vdi andmete kasutama hakkamisel (kuid
Uldjuhul mitte hiljem kui kuu aja jooksul), kui isikuandmed saadakse mujalt kui andmesubijektilt endalt (vt
IKUM art 14 Ig 3). Enne lepingu sdlmimist peab Kindlustusandja andmesubjektile esitama teabe, milliseid
andmeid on Kindlustusandjal vaja pakkumuse tegemiseks vo&i Kindlustuslepingu s8lmimise
ettevalmistamiseks. Tavaparane viis andmete esitamiseks vdib olla nende avaldamine Kindlustusandja
veebilehel (nt privaatsustingimustes). Sellisel juhul on véimalik edaspidistes dokumentides viidata
privaatsustingimustele, seejuures peab Kindlustusandja tagama, et tema privaatsustingimused hdlmaksid
endas koiki asjakohaseid isikuandmete to6tlemise eesmarke. Lisaks peavad sellised tingimused olema
andmesubjekti jaoks arusaadavad (lihtsas keeles) ning andmesubjektil peab olema véimalus tingimustest
lihtsalt tuletada eesmargid, mis on tema puhul relevantsed. Kasutatavad privaatsustingimused peavad
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vastama Artikli 29 té6rilhma Suunised maaruse 2016/679 kohase labipaistvuse kohta''? (edaspidi
Labipaistvuse suunised) toodud tingimustele ja kohalduvale praktikale. Naiteks on jarelevalve teabe
andmise kohustuse kontrollil Iahtunud WhatsApp otsusest'!!, kus andmekaitse jarelevalve asutused on
muuhulgas p&hjalikult hinnanud I&bipaistvuse tagamise kohustuse taitmist IKUM art 13 vaates.

12.1.4 Kindlustusandja peab andmesubjekti teavitama ka andmete t6étlemise muudatustest lepingu
kestel. See hdlmab muudatusi andmete td66tlemise eesmarkides voi vajadust tdiendavate andmete
kogumiseks kindlustusteenuse osutamise raames. Teave tuleb edastada enne andmete tdotlemise
muudatuste rakendumist. Teabe edastamine peab toimuma kirjaliku taasesitamist véimaldaval viisil, nt e-
kirja teel, et tagada vajadusel vdimekus tdendada teavituskohustuse taitmist. Kindlustusandja véib teabe
avaldada ka Kindlustusandja veebilehel vai klienditeenindusportaalis.

Néide 63. Seaduses sétestatud juhtudel on Kindlustusandjal tédiendavalt bigus saada
andmeid kolmandatelt isikutelt.’?2 Sellisel juhul tuleb Kindlustusandjal andmesubjekti
teavitada andmete téétlemise alustamisest ja andmetdétluspéhimotetest, sh kellelt andmed
saadi, moistliku aja jooksul parast isikuandmete saamist, kuid hiliemalt iihe kuu jooksul.’'3
Teavitamise kohustusest pééseb, kui kohaldub méni IKUM art 14 Ig 5 erand véi art 13 Ig 4
erand (nt on see teave andmesubjektil juba olemas; sellise teabe saamine véi avaldamine on
seadusega eftte néhtud; isikuandmed peavad jdédma salajaseks oOigusega reguleeritava
ametisaladuse hoidmise kohustuse tottu voi néuab teavitamine ebaproportsionaalselt suurt
Joéupingutust), kuid sellisel juhul vajab erandi kohaldumine alati eraldi kaalumist ja hindamist
Kindlustusandja poolt.

12.2 Oigus tutvuda andmetega

12.2.1 Kindlustusandja peab taotluse saamisel esmalt tuvastama andmesubjekti isiku ja kontrollima
seejarel, kas Kindlustusandja téétleb taotleja isikuandmeid. Kui isikuandmeid ei t6ddelda, edastab
Kindlustusandija taotlejale kinnituse, et andmesubjekti isikuandmeid ei téddelda.

12.2.2 IKUM art 15 6igus andmetega tutvuda sisaldab tdétleja jaoks sisuliselt nelja kohustust:

(a) Anda andmesubjektile teave, kas tema isikuandmeid t66deldakse;
(b) Kui isikuandmete té6tlus toimub, siis anda isikuandmete t66tluse kohta IKUM art 15 mérgitud teave;
(c) Anda ligipaas andmesubjekti kohta tdddeldavatele isikuandmetele;

(d) Anda andmesubjektile tdddeldavatest isikuandmetest koopia (IKUM art 15 Ig 3). Koopia andmisega
ei tohi rikkuda teiste isikute diguseid. Naiteks tuleb vajadusel kolmanda isiku isikuandmed vms koopiast
eemaldada.

12.2.3 Kindlustusandjal on 6igus andmesubijektilt kiisida, millist osa IKUM art 15 digustest andmesubjekt
soovib kasutada, kui vastav ei ole andmesubjekti paringust koheselt selge.

Néide 64. Naiteks v6ib andmesubjekt soovida IKUM art 15 viidatud teavet tema isikuandmete
tootluse kohta, kuid ei pruugi soovida oma isikuandmetest koopiat.

12.2.4 Lisaks on Kindlustusandjal pdhjendatud olukordades 6igus nduda andmesubijektilt tdiendavat
teavet klsitud andmete tuvastamiseks.

Néide 65. Telefonisalvestise puhul tuleb andmesubjektil nimetada véimalik helistamise aeg
Jja telefoninumber (kui teabe valik tehakse telefoninumbri jérgi), sama ka videosalvestiste
puhul.

MoVt Artikli 29  todrulhm  Suunised madruse 2016/679 kohase labipaistvuse  kohta;  kattesaadavad:
https://www.edpb.europa.eu/system/files/2023-09/wp260rev01_et.pdf.

1 DPC otsus leitav https://www.edpb.europa.eu/system/files/2021-09/dpc_final_decision_redacted_for_issue_to_edpb_01-09-
21_en.pdf; samas asjas EDBP siduv otsus leitav: https://www.edpb.europa.eu/our-work-tools/our-documents/binding-decision-board-
art-65/binding-decision-12021-dispute-arisen_en.



https://www.edpb.europa.eu/system/files/2023-09/wp260rev01_et.pdf
https://www.edpb.europa.eu/our-work-tools/our-documents/binding-decision-board-art-65/binding-decision-12021-dispute-arisen_en
https://www.edpb.europa.eu/our-work-tools/our-documents/binding-decision-board-art-65/binding-decision-12021-dispute-arisen_en
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12.2.5 Kui andmesubjekti taotlus hdlmab laia andmehulka, véib Kindlustusandja paluda taotluse ulatuse
tapsustamist. Naiteks lastes andmesubjektil markida, mis teenuse vdoi ajavahemiku kohta teavet
soovitakse. Tahele tuleb panna, et andmesubjektil sailib digus saada teavet kogu tema isikuandmete
t66tluse kohta.

12.2.6 Andmesubjektile tuleb andmed edastada kokkuvétlikult ja selgelt. Seega kui Kindlustusandja esitab
andmed koos taiendavate margenditega (nt riskirihmad, bonus-malus-klass, kliendiprofiili seoses), peab
Kindlustusandja andma juurde ka selgitused nende tdhenduse ja kasutamise kohta ning lisama teavet, mis
voimaldab andmesubjektii mdista valjastatud andmete tahendust, sh erinevate IUhendite voi
ettevottesiseste mdistete definitsioonid.

12.2.7 Andmesubjektile tuleb tema isikuandmetega seotud teave esitada kirjalikult, elektrooniliselt voi
suuliselt, sdltuvalt taotluse sisust ja andmete olemusest. Uldjuhul tuleb andmesubjektile vastata samas
kanalis, milles tuli andmesubjekti paring (v.a. kui andmesubjekt palub vastata mingil kindlal teisel viisil voi
aadressile). Naiteks e-kirja teel saadud paringule tuleb vastata samale e-kirja aadressile; vajadusel vastus
kripteerides vdi muid lisa kaitsemeetmeid kasutades. Suulise vastuse andmine on Uldjuhul lubatud, kui
andmesubjekt suulist vastust ootab. Suulise vastuse puhul jaab Ules risk, et td6tleja kohustuse taitmist ei
ole hiliem véimalik tdendada. Vastava riski maandamiseks on soovitatav suulise vastuse andmist kasvoi e-
kirja teel kinnitada (kui vbib eeldada vaidlusriski olukorda). Kindlustusandjatel on soovitatav pakkuda
klientidele kaugjuurdepdasu lahendusi, naiteks klienditeenindusportaalide kaudu. Selline juurdepaas
vdimaldab Kindlustusandjal esitada andmesubjektile vajalikud andmed arusaadaval ja usaldusvaarsel viisil,
aidates samas valtida liigset teabe avaldamist (nt kogu kindlustuslepingute ajalugu). Lisaks vahendab see
Kindlustusandja halduskoormust. Samuti tagab selline slsteem, et isikuandmed edastatakse
andmesubjektile turvalises keskkonnas ning kaitstult. Oluline on, et Kindlustusandja tagaks siisteemis
vdimaluse andmesubjektii oma andmed ka isiklikule seadmele salvestada. Sellise siisteemi loomine
soodustab andmesubjektide diguste tdhusamat rakendamist ja lihtsamat juurdepaasu isikuandmetele.
Lisaks sellele vdivad Kindlustusandjad luua mitmekihilise sisteemi, mis véimaldab andmesubjektidel
teostada oma juurdepaasudigusi erinevates etappides ja vastavalt vajadusele.

12.2.8 Andmesubjekti andmete edastamisel tuleb Kindlustusandjal tuvastada, kas valjastatavad andmed
vbivad sisaldada ka teiste isikute isikuandmeid.'* Naiteks voéivad kindlustusjuhtumi kohta kogutud
dokumendid sisaldada andmeid teise isiku vara kahjustamise, elukoha voi terviseandmete kohta. Kuna
andmesubjekt saab taotleda Uksnes tema enda isikuandmetega tutvumist, tuleb Kindlustusandjal hinnata
andmesubjekti digust saada andmeid kontekstis teiste isikute diguste ja vabadustega ning isikuandmete
edastamisel tuleb leida viis, mis ei riku teiste isikute digusi ega vabadusi. s

Néide 66. Ariklient esitab taotluse saada iilevaade enda téétajate poolt kasutava
lisatervisekindlustuse kasutamise kohta. Kindlustusandja ei tohi Kliendile avaldada teavet
Kliendi téétaja poolt kasutatud tépsete terviseteenuste osas (kui vastav on nédha kindlustusele
esitatud arvete vms pealt), sest vastav voib sisalda eriliiki isikuandmeid ja on konfidentsiaalne
teave. Kliendile voib teabe esitada koondteabena voi olenevalt poolte vahelistest lepingutest
Kliendi tb6tajapohiselt, aga voimalikult piirtaud teabega.

Néide 67. Videosalvestise véljastamisel tuleb kaitsta selles nédhtavate kolmandate isikute
privaatsust ja anontiiimida nende kujutised, nditeks ndgude hagustamise teel.

12.2.9 Andmesubjekt voib kisida enda isikuandmetest koopiat. Andmesubjekt ei pea pdhjendama koopia
kisimise eesmarki ja Kindlustusandja ei saa taotlust tagasi likata, kui andmesubjekt taotleb andmeid muul
eesmargil kui toétlemise teadasaamine ja selle digusparasuse kontrollimine.'"® Kindlustusandja peab
andma andmesubjektile kdigi tema andmete tdpse ja arusaadava taasesituse. See ei tdhenda, et
Kindlustusandja peab andmesubjektile valjastama terviklikud dokumendid. Siiski, kuivérd andmesubjekt

4 Teise isikuna tuleb mh maista kindlustusandjat ja tema t66tajaid, kindlustatud isikut, kindlustusvétjat.
15 Siiski ei tohi sellise kaalumise tulemuseks olla andmesubjektile teabe andmisest keeldumine.
6 EK C-307/22, FT vs DW, ECLI:EU:C:2023:81, p-d 38,43.



-53-

peab saama kontrollida andmete digsust ja taielikkust, vdib teatud juhtudel osutuda vajalikuks tervete
dokumentide esitamine vdi juurdepaasu véimaldamine.'!”

12.2.10 Kindlustusandja on VOS § 1015, 1016 ja 1017 alusel kohustatud véimaldama nii taotleja kui ka
teise isiku isikuandmeid sisaldavate dokumentidega tutvumist, kui:

(a) isikul on éigustatud huvi dokumendiga tutvuda. Nt Kindlustusandjal vdib tekkida selle isiku vastu
tagasindue (VOS § 70, 492, 521 Ig 3; LKindIS §52jj) v6i dokumendiga tutvumine on vajalik Kindlustusandja
vastu néude esitamiseks vdi Kindlustusandja kahjuhtivitamise ulatuse kontrollimiseks.

(b) dokument on koostatud selle isiku huvides — nt kolmanda isiku kasuks sélmitud kindlustuslepingu
korral vdib soodustatud isik (nt liisinguandja, kinnisvara omanik) tutvuda Kindlustuslepinguga;

(c) dokumendis on kajastatud selle isiku ja Kindlustusandja vaheline digussuhe vdi nendevahelise
tehingu ettevalmistamine — nt dokumendid, mis kirjeldavad kindlustusjuhtumi toimumist voi teise poole
seletuskiri, mis kirjeldab kahju ulatust.

12.3 Oigus andmete parandamisele

12.3.1 Andmesubjektil on digus nduda andmete tapsustamist, tdiendamist ja parandamist, kui andmed on
puudulikud voéi ei vasta tegelikkusele. Kindlustusandja vaatab andmesubjekti taotluse andmete
parandamiseks |abi ning hindab selle péhjendatust. Andmesubjekti enda esitatud andmed (nt elukoht, e-
posti aadress, telefoninumber) tuleb taotluse saamisel parandada. Siiski on Kindlustusandja kohustatud
sdilitama vastavalt seaduses satestatule ja kindlustustoimiku sailitamise reeglitele ka varem esitatud
andmed, kuivérd need on toimiku osa. Lisaks vdivad vananenud andmed olla olulised Kindlustusandja
diguste kaitsmiseks (nt vajadus tdendada, et Kindlustusandja on kohustusliku teabe Kliendile esitanud, kuid
Klient ei saanud seda katte omal sul).

12.3.2 Kindlustusandja ei pea muutma v6i parandama oma sisemisi hinnanguid v&i otsuseid (nt
riskihinnang), valja arvatud juhul, kui hinnangud pd&hinevad ebadigetel andmetel. Sellisel juhul on
andmesubjektil vbimalus esitada taotlus Kindlustusandja hinnangute Glevaatamiseks.

12.3.3 Siiski vbib parandatud andmete téttu Kindlustusandja sisemine hinnang vdi otsus muutuda, kui
selline 6igus on Kindlustusandjale seaduses antud.''®

Néide 68. Kindlustusandja andmebaasi on ebabigesti sisestatud kliendi siinnikuupéev.
Kindlustusandja on seetbttu maaranud kliendi kbrgemasse riskiriihma ning on selle alusel
kehtestanud kérgema kindlustusmakse. Kliendi taotlusel peab Kindlustusandja parandama
ebadige slinnikuupdeva ning vaatama uuesti |&bi varasema hinnangu riskiriihma ja
kindlustusmakse maéramise kohta.

12.3.4 Andmete parandamise ndudmise d&igus ei tdhenda Kindlustusandja kohustust parandada
ebadigeid andmeid sisaldavaid dokumente. Kindlustusandja peab lUksnes tagama, et parandatud andmed
kajastatakse kdigis edaspidistes dokumentides ja tdd6tlemistoimingutes. Naiteks kindlustusavalduses
margitud e-posti aadressi asendamisel uue kehtiva aadressiga ei pea kindlustusandja kindlustusavaldust
parandama, vaid edaspidiseks suhtlemiseks tuleb kasutada ajakohastatud e-posti aadressi.

12.4 Oigus andmete iilekandmiseks

12.4.1 Andmete Ulekandmise digus ei hdlma koiki Kindlustusandja valduses olevaid andmeid, vaid kehtib
ainult nende andmete suhtes, mille puhul on kumulatiivselt taidetud kdik jargmised tingimused:

(a) avalduse esitanud andmesubjekti puudutavad isikuandmed. Andmesubjekt vdib taotleda
andmete Ulekandmist ainult enda isikuandmete osas ega saa nduda kolmandate isikute andmete

"7 EK on lahendis C-487/21 F.F. vs Osterreichische Datenschutzbehérde p-s 41 selgitanud, et dokumentide véljavatete, tervete
dokumentide voi ka selliste andmebaaside valjavotete esitamine, mis sisaldavad mh t6ddeldavaid isikuandmeid voib osutuda
hadavajalikuks, kui tdddeldavate andmete arusaadavuse tagamiseks on vajalik teada nende konteksti.

18 vt VOS § 534 (ebabdige vanus); § 535 (kindlustusriski suurenemine).
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Ulekandmist. Naiteks ei saa kindlustusvdtja taotleda andmete llekandmist, mis puudutavad kindlustatud
vOi soodustatud isikuid;

(b) andmesubjekti esitatud andmed. Need ei ole andmed, mille on loonud kindlustusandja (naiteks
Kliendi riskihinnang), ja andmete llekandmise digust ei saa rakendada juhul, kui kindlustatud isiku andmed
on esitanud kindlustusvdtja;

(c) andmed, mida toodeldakse andmesubjekti ndusoleku v6i temaga solmitud lepingu tiitmise
alusel. Seega kui andmetdodtiuse aluseks on ks eelnimetatud biguslikest alustest, saab Ulekandmise
digust kohaldada andmetele, mille Klient on enda kohta kindlustusavalduse vormi mérkinud. Ulekandmise
digust ei saa teisalt kohaldada andmetele, mille Kindlustusandja on kogunud oma 6éigustatud huvi alusel
pettuse valtimiseks vdi mida Kindlustusandja to6tleb Oigusaktides satestatud juriidilise kohustuse
taitmiseks;

(d) automatiseeritult toodeldavad andmed. Kindlustusandja ei pea tagama andmete (lekandmise
digust paberkandjal fikseeritud andmete puhul, nagu naiteks paberil esitatud kindlustusavaldused v6i muud
kasitsi taidetud dokumendid. Ulekandmise igus kehtib vaid elektrooniliselt toddeldavate andmete suhtes,
mida on vdimalik tehniliselt ja turvaliselt edastada.

12.4.2 Andmete Ulekandmise diguse teostamise eelduseks on, et andmed peavad olema struktureeritud,
Uldkasutatavas vormingus ning masinloetaval kujul (et programmid saaksid andmeid lihtsalt tuvastada,
sortida ja hankida ning ara tunda andmete sisemist struktuuri), mis on kohandatud korduskasutuseks,
néiteks *.xml- ja *.csv-vormingus.’"?

12.4.3 Andmed saadetakse andmesubjekti valikul kas andmesubjektile endale (kui ta on piisaval tasemel
tuvastatud) voi andmesubjekti maaratud teenuseosutajale. Kindlustusandja peab andmed lle kandma
turvalisel viisil ja vdimaluse korral selgitama valja andmete saajale vajaliku andmete hulga. Kindlustusandja
ei tohi Ulekandmist takistada, naiteks maarates tasu llekandmise Giguse teostamise eest. Andmete
holpsamaks edastamiseks on soovitatav votta kasutusele todriistad andmete automaatseks
allalaadimiseks (néiteks kindlustusandjate klienditeenindusportaalides).

12.5 Oigus andmete kustutamisele

12.5.1 QOigus nduda andmete kustutamist ei ole andmesubjekti absoluutne digus. Andmesubjekt vdib
andmete kustutamist néuda ainult jargmistel juhtudel:

(a) Andmete t66tlemise eesmark on saavutatud vdi pole enam vajalik.

Néide 69. Andmesubjekt on margitud teise isiku kindlustuslepingusse soodustatud isikuna.
Lepingu I6ppemisel on andmesubjektil 6igus nbuda nende andmete kustutamist.

(b) Andmesubjekt vdtab tagasi enda ndusoleku, mille alusel andmeid téddeldi, ning kindlustusandijal
puudub muu diguslik alus andmete to6tlemiseks.

Naéide 70. Klient on andnud néusoleku turunduspakkumiste saamiseks, kuid otsustab hiljem
enda noéusoleku tagasi vétta. Klient saab seejérel néuda turundusteadeteks antud e-posti
aadressi kustutamist (eeldusel, et vastav e-post ei ole kasutusel muul eesmaérgil ja t66tluse
alusega). Kindlustusandjal véib olla lubatud séilitada teavet néusoleku kehtivuse kohta, et
vbimalike vaidluste korral tbestada andmete t66tlemise seaduslikkust.

(c) Andmesubjekt esitab vastuvaite andmete tdotlemisele ja Kindlustusandija leiab digustatud huvide
uuel hindamisel, et andmetddtlusel puudub diguslik alus voi andmeid téddeldakse turunduse eesmargil.

Néide 71. Klient mérkab, et algselt kindlustusteenuse osutamiseks kogutud andmeid
kasutatakse tema néusolekuta reklaami- ja turundustegevustes. Sellisel juhul on kliendil 6igus
néuda turundusandmete kustutamist.

9 Artikli 29 t66riihm. Suunised andmete tlekandmise diguse kohta, 13.12.2016, Ik 17.
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(d) Andmeid on td6deldud ebaseaduslikult

Néide 72. Kindlustusandja on té6delnud andmeid ilma éigusliku aluseta.

(e) Andmed tuleb kustutada, sest seda on néutud Kindlustusandjale kohaldatavates digusaktides.

Néide 73. Kindlustuslepingu raamatupidamislike alusdokumentide séilitamise téhtaeg on
mo66dunud, kuid Kindlustusandja pole neid automaatselt kustutanud.

(f) Andmeid on kogutud seoses infouhiskonna teenuste pakkumisega lapsele ndusoleku alusel.

Néide 74. Andmesubjekt voib nbuda andmete kustutamist, kui Kindlustusandja on kogunud
andmesubjekti andmed ajal, mil andmesubjekt oli noorem kui 18 aastat vana.

12.5.2 Oluline on markida, et kui esineb kohustus andmed kustutada, kuid andmesubjekt on esitanud koos
kustutamise taotlusega ka taotluse andmetele ligipdasuks, peab Kindlustusandja esmalt rahuldama
ligipaasu taotluse. Alles parast andmetele juurdepaasu vdimaldamist vdib Kindlustusandja asuda taitma
kustutamise taotlust.

12.5.3 Teatud olukordades ning oOigusaktidest tulenevate nduete tdttu on andmete sailitamine vajalik.
Kindlustusandja véib vastavalt IKUM art 17 Ig-le 3 jatta andmed kustutamata eelkdige jargmistel juhtudel:

o Kindlustusandja juriidiliste kohustuste taitmiseks, sh oigusaktides andmete vdi dokumentide
sailitamiseks maaratud tahtaegade jargimiseks'29;

o Kindlustusandja taidab Ulesannet, mida tehakse avalikes huvides vdi vastutava to6tleja avaliku
vdimu teostamiseks;

o Kindlustusandja digustatud huvi enda v6i kolmandate isikute diguste kaitseks;
o oigusnduete koostamiseks, esitamiseks voi kaitsmiseks;
o muudes digusaktides satestatud juhtudel.

12.5.4 Kindlustusandjal voib olla 6igus andmed kustutamise asemel anoniiimida, st kustutada koik
tunnused, mille alusel saab isikut tuvastada. AnonlUmiseerimise kasutamise kohta peab olema
andmesubjektile teave antud ja vajadusel tuleb teostada uue eesmargi hinnang. Lisaks tuleb tagada, et
anonUmiseerimine vastab tehniliselt anonlimiseerimise nduetele — sisuliselt, et anonimiseerimine poleks
tagasi keeratav ja arvestaks erinevaid t66tlusega kaasnevaid riske (vt naiteks ICO AnonlUmiseerimise
juhis21),

12.6 Oigus esitada vastuviiteid automatiseeritud t66tluse kohta

12.6.1 Andmesubjektil on digus esitada vastuvaide seoses Uksnes automatiseeritud t66tlusel pdhineva
Uksikotsuse tegemisega. Automatiseeritud Uksikotsus tédhendab otsust, mille aluseks on ainult
automatiseeritud andmet6oétius ilma inimese sekkumiseta ning mis toob andmesubjekti jaoks kaasa teda
puudutavaid diguslikke tagajargi voi mis mdjutavad andmesubjekti sarnasel moel. Automaatsed otsused
voivad pohineda igasugustel andmetel, sh kindlustusvétja poolt otse esitatud andmed, kogutud andmed vdi
ka tuletatud andmed (nt riskihinnang). Kui otsuse tegemisel sekkub inimene, ei loeta otsust Uksnes
automatiseeritud Uksikotsuseks. Siiski on oluline, et sekkuval inimesel (Kindlustusandja t6é6taja) peab
olema ka reaalselt volitus otsust muuta.

Néide 75. Néiteks automatiseeritud otsuse tegemine voib olla téielikult automatiseeritud
makse suuruse méédramise mehhanism voi riskide tuvastamine ning selle tulemusel

20 Naiteks rahapesu ja terrorismi rahastamise tbkestamise seaduse (RahaPTS § 47), raamatupidamise seaduse (RPS § 12) ja
kindlustustegevuse seaduse nduded

121 ICO on anonymization; kattesaadav: https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/data-
sharing/anonymisation/about-this-guidance/.
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automaatne elektroonilises keskkonnas tehtud otsus avalduse menetlemisest keeldumise
kohta.

12.6.2 Kindlustusandja tagab andmesubjektile diguse keelduda automatiseeritud Uksikotsuste
tegemisest, v.a juhul, kui see on vajalik kindlustusandja ja andmesubjekti vahel sdlmitud lepingu
s6lmimiseks voi taitmiseks.

Néide 76. Elukindlustuslepingu sélmimisel esitab Klient enda nbéusolekul enda
terviseandmed. Néusolek peab selgesédnaliselt hblmama eriliiki andmete automatiseeritud
t66tlust. Automatiseeritud siisteem anallitisib kliendi esitatud teavet, hindab automaatselt
terviseriske ja méaérab kindlaks, millised kindlustustingimused on Kliendile sobivad.
Terviseandmete analiiiis on vajalik Kliendi riskiprofiili ja pakutavate tingimuste kindlaks
mé&éramiseks ning Kliendile kohandatud kindlustustoote- ja teenuse pakkumiseks.

12.6.3 Kui jatkatakse automatiseeritud Uksikotsuse tegemist ndusoleku alusel vdi kindlustuslepingu
taitmiseks, peab Kindlustusandja tagama otsuse métestatud labivaatamise enda t66taja kaasamisega, et
teha kindlaks andmesubijekti vastuvaited ja vaadata otsus Ule, tuginedes esitatud andmete analiusile.

12.6.4 Kindlustusandja ei tee automatiseeritud Uksikotsuseid eriliki andmete alusel, vélja arvatud juhul,
kui andmesubjekt on selleks andnud vabatahtlikult ndusoleku vdi see on vajalik olulistes avalikes huvides.
Oluline on méarkida, et vabatahtlikult antud ndusolek eeldab, et andmesubjektil on vdimalik ndusoleku tagasi
vdtmisel saada siiski Kindlustusandja poolt tehtud manuaalne otsus.

12.6.5 Kui andmesubjekti andmeid profileeritakse otseturunduse vajadusteks, vdtab Kindlustusandija
arvesse andmesubjekti vastuvaiteid ja nende saamise korral ei kasuta selle andmesubjekti andmeid enam
vastaval eesmargil.

12.6.6 Kui andmesubjekti andmeid profileeritakse muudel eesmarkidel, naiteks Kindlustusandja
Oigustatud huvi alusel, hindab Kindlustusandja esmalt, et selline profileerimine ei too andmesubjektile
kaasa 6iguslikke tagajargi ega avalda talle muud markimisvaarset moju ning vastuvaidete saamise korral
uuesti Kindlustusandja huvide tasakaalu andmesubjekti huvidega ja teeb argumenteeritud otsuse
profileerimise 16petamise voi jatkamise kohta. Kindlustusandja teavitab andmesubjekti pdhiargumentidest
asjaomase otsuse tegemisel.

12.6.7 Kindlustusandja teavitab andesubjekti automatiseeritud Uksikotsusele jdudmise loogikast ja
kriteeriumitest, millele otsustamisel tuginetakse. Kindlustusandja edastab sisulise teabe kasutatavast
loogikast. Kindlustusandja ei pea avaldama kasutatud algoritmi, kuivdrd see on vastuolus Kindlustusandja
oluliste huvidega hinnata riske.

Néide 77. Klient esitab liikluskindlustuse taotluse, mille kdigus tema séiduki ja liiklusajalooga
seotud andmed koondatakse ja hinnatakse automatiseeritud siisteemi kaudu. Riskihindamisel
tuvastatakse soOiduki ja liiklusajaloo pohjal kérgem risk. Kliendile méératakse suurem
kindlustusmakse. Kliendile esitatakse teave selle kohta, kuidas tema sbéiduki andmeid ja
liiklusrikkumisi t66deldi ning kuidas hinnang arvutati. Kui klient ei ole otsuse tulemusega rahul,
saab ta esitada taotluse, et otsuse vaataks Iabi inimene, mitte automatiseeritud siisteem, ning
sellele jargneb tagasiside ja selgitused.

12.7 Taotluse menetlemise protsess

12.7.1 Andmesubjektide taotluste tbhusamaks ja turvalisemaks kasitlemiseks on soovitatav kehtestada
kindel protsess nende vastuvotmiseks ja menetlemiseks.

12.7.2 Efektiivsuse huvides on Kindlustusandjal soovitatav maarata kindel kontaktisik (naiteks
andmekaitsespetsialisti) voi kontaktkanal (e-post, iseteenindusportaal), mille kaudu koéik taotlused
suunatakse ja koondatakse. Kasulik on pidada eraldi registrit, mis annab Ulevaate esitatud taotlustest,
nende sisust ja menetlemise kaigust. See aitab tagada jarjepideva ja sujuva menetlemise ning vahendab
ohtu, et moni taotlus jaab tahelepanuta vdi kasitlemata.

12.7.3 Taotluse saamisel tuvastab Kindlustusandja taotleja isikusamasuse. See on oluline tagamaks, et
teavet ja andmeid edastatakse Uksnes isikule, kellel on nendele seaduslik juurdepaas. Tuvastamine peab
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olema piisavalt pohjalik, et valistada vdimalus, et andmed satuvad volitamata isikule. Kindlustusandjad

voivad

isikusamasuse tuvastamiseks kasutada turvalisi

meetodeid nagu elektroonilised allkirjad,

internetipanga autentimine, isikut téendava dokumendi esitamine.'2? Kindlustusandja voib néuda lisateavet,
kui esitatud andmeid ei ole piisavad isiku identifitseerimiseks.

Néide 78. Pérast isikusamasuse tuvastamist lahendab Kindlustusandja andmesubjekti
taotlust sisuliselt. Kindlustusandjal on kohustus vastata andmesubjekti taotlusele hiljemalt (ihe
kuu jooksul alates taotluse saamisest. Kui taotluse menetlemine on keerukas voi asjaolude
téttu néuab tadiendavat menetlusaega, on Kindlustusandjal vbéimalik vastamistdhtaega
pikendada kahe kuu vérra. Kindlustusandja peab sellisel juhul pikendamise vajadusest ja
viivituse pbhjusest andmesubjekti teavitama.

13. LISAD
13.1

Huvide tasakaalustamise protsessi nadide

Hinnatavad tegurid

Kavandatud andmetootius

Avalikes allikates kattesaadavate andmete kogumine ja kasutamine, et
hinnata pettuse riski

1. samm

Kindlustusandja
huvi seaduslikkuse
ja olulisuse
hindamine

a) Kindlustusandja &igus hinnata kindlustatud isiku riski on satestatud
kindlustusvaldkonda reguleerivates digusaktides'?3, jarelikult on see avalikkuses
tunnistatud seaduslikuks ja piisavalt oluliseks.

b) Pettuse riski ekslik hindamine vdib tekitada Kindlustusandjale markimisvaarset
kahju ja ohustada tema likviidsust, samuti vdib see mdjutada teiste isikute
juurdepaasu kindlustusturule ning asjaomasele tootele mdistliku tasu maaramist.

¢) Huvi on maaratletud piisavalt konkreetselt ja puudub kahtlus selle sisu suhtes.

d) Huvi on olemasolev ja reaalne, sest Kindlustusandja sélmib Kindlustuslepingut
ja riski hindamine on lepingu sdlmimise protsessis Uks olulistest (kohustuslikest)
osadest.

2. samm

Andmetootluse
vajalikkuse
(voimalike
alternatiivide)
kontrollimine

Riskide hindamisel vbéiks alternatiivina kasutada kindlustatud isiku ja/voi
kindlustusvétja enda esitatud andmeid vi neid, mis on Kindlustusandja kasutuses
varem sdlmitud lepingute ja nende taitmise kohta. Siiski tuleb arvesse vdtta, et
kindlustatud isiku vdi kindlustusvétja huvides voib olla mitte avaldada kdiki andmeid.
See voib tekitada suuremat riski, eriti pettuse juhtumite korral, kus kindlustatud isiku
ja kindlustusvétja pdhieesmark on just varjata seda liiki teavet. Seega voib markida,
et nii tdhusad alternatiivid nagu avalikes allikates (naiteks teabeallikad) olevad
andmed ei ole hindamisel kattesaadavad véi on markimisvaarsete puudustega.

3. samm

Andmesubjekti
huvide hindamine

a) On voimalik, et andmesubjekti huvisid méjutatakse, sest kogutakse lisaandmeid
andmesubjekti kohta ja see voib tekitada ka negatiivseid tagajargi (potentsiaalne
keeldumine kindlustuslepingu sdlmimisest).

b) Eriliiki andmete kogumist ei ole ette nahtud. Seega kogutavad andmed ei kuulu
suurema kaitse alla, kuid voetakse arvesse, et Kliendi kditumise, huvide ja iseloomu
andmed (eriti negatiivsest aspektist) voiksid olla andmesubjektile olulised ning ta ei
sooviks neid kolmandatele isikutele kontsentreeritud viisil teatavaks teha.
Seeparast kaitstakse neid rangemate korralduslike meetmetega, et tagada
andmete minimaalne ringlus, sh vdhendades juurdep&asu neile andmetele.

122 ideovalve salvestuste puhul véib kindlustusandja nduda isikusamasuse tuvastamist, foto esitamist, enda tunnuste kirjeldamist
(riietus, valimus jne) ning videovalve salvestisse sattumise aja ja koha nimetamist. Audiosalvestise puhul tuleb andmesubjektil
nimetada voimalik helistamise aeg ja telefoninumber (kui teabe valik tehakse telefoninumbri jargi).

123 yOS § 440
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Hinnatavad tegurid

Kavandatud andmetootius

Avalikes allikates kattesaadavate andmete kogumine ja kasutamine, et
hinnata pettuse riski

¢) Andmetdd6tlus ei ole esmaselt suunatud Uhiskonna kaitsmata rihmadele (naiteks
lapsed, td6tajad, vanurid), kuid need isikud véivad kuuluda nende andmesubjektide
hulka, kelle andmeid té6deldakse.

d) Andmeid té6deldakse suures ulatuses — sest on suur arv Kliente, kes kasutavad
kindlustusteenuseid.

e) Andmeid ei ole kavas avaldada avalikkusele, vaid ksnes andmesubjektidele
endile (taotluse alusel).

g) Andmesubijekti pdhjendatud ootused: andmesubjekt peaks endale teadvustama,
et avalikult kattesaadav teave vdib saada teatavaks mistahes kolmandale isikule.
Samuti tuleb arvesse vobtta asjaolu, et andmeid kogutakse alles parast
kindlustustaotluse saamist. Seega peaks kindlustusvotja teadma, et sellistel
juhtudel tehakse digusaktide kohaselt riskihindamine.

h) Nagu eespool juba margitud, kui sellist andmetdotiust ei tehtaks, vbiks see
tekitada Kindlustusandjale kahju, mis voib markimisvaarselt modjutada tema
finantsseisundit ning halvendada avalikkuse juurdepdasu (majanduslikku
kasulikkust) asjaomastele kindlustusteenustele.

i) Uleméaérase andmetdétiuse oht: ei saa vélistada, et avalikest allikatest leitakse
teavet, mis ei ole pettuse riski hindamiseks oluline. Sel juhul seda teavet ei sailitata
ega voeta riski hindamisel arvesse.

j) Teavet kogutakse avalikest allikatest, naiteks teabeportaalidest, vdlaajaloo
andmebaasist.

k) Andmete digsusega seotud oht — Kindlustusandja on teadlik, et avalikud allikad
ei kajasta alati usaldusvaarset ja diget teavet. Seega votab Kindlustusandja saadud
teabe hindamisel seda ohtu arvesse ning vbimaluse korral (andmesubjekti
taotlusel) péhjendab oma otsust ja annab andmesubijektile véimaluse parandada
oma andmeid ja esitada lisaselgitusi vdi lisaandmeid.

4. samm

Lisameetmed
huvide
tasakaalustamiseks

a) Voimalikult vaheste andmete kogumine — vdttes arvesse, et sel viisil saab koguda
markimisvaarsel hulgal teavet, hindab Kindlustusandja kindlustuslepinguid ja teeb
kindlaks suure riskiga lepingud (vbttes arvesse kindlustussumma suurust,
kindlustusriskide liiki ja muid asjaolusid), mille puhul oleks lisahindamine vajalik.

b) Funktsionaalne eraldatus — kui Uhe kindlustuspakkumuse koostamisel
(konkreetse toote raames) kogutakse ja salvestatakse asjaomaseid andmeid, tagab
Kindlustusandja tehniliste ja korralduslike meetmetega, et neid andmeid ei kasutata
muu (vaikese riskiga) Kindlustuslepingu pakkumuse koostamiseks.

¢) Andmesubijekti teavitamine — andmesubjekti peab andmetddtiusest teavitama nii
taotluse vormides, lepingu s6lmimise ajal kui ka andmet66tlust puudutavate teadete
esitamisega Kindlustusandja veebisaidil ja/vdi kliendiportaalis.

d) Lisaks peab kaaluma, kas ei tuleks hinnata méju andmekaitsele.

e) Sailitamise tahtajad — kui kogutud andmed annavad tunnistust pettuse
voimalusest, voiks Kindlustusandja neid andmeid séilitada, et tagada pettuse
riskide nduetekohane hindamine ka pikema perioodi valtel, kui kindlustatud isik
taotleb Kindlustuslepingu sdlmimist parast pikemat ajavahemikku. Sailitamisaeg
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Hinnatavad tegurid | Kavandatud andmetooétlus

Avalikes allikates kattesaadavate andmete kogumine ja kasutamine, et
hinnata pettuse riski

maaratakse kindlaks andmete olemuse jargi, st mida suurem pettuse oht, seda
kauem on digus asjaomaseid andmeid sailitada.

5. samm a) Andmesubjektile peab olema kattesaadav teave selle kohta, miks
Vastavuse Kindlustusandja huvi on olulisem andmesubjektide piirangust. Asjakohased viited
- tuleb esitada veebisaidil ja/vdi muul andmesubijektile kattesaadaval viisil avaldatud
demonstreerimine o N .
. sps teadetena andmetdotluse kohta. Seda teavet voib kasitleda ka kindlustustaotluses.
ja labipaistvuse
tagamine b) Seda hinnangut tuleb dokumenteeritud viisil sdilitada ja see tuleb vajaduse korral
teha jarelevalveasutusele kattesaadavaks.
c) See andmetddtluse protsessi hinnang tuleb lle vaadata, vottes arvesse tegelikku
olukorda (tuvastatud ja kdrvaldatud riske, samuti andmetto6tluse protsessides
toimunud muutusi).
6. samm a) Sel juhul ei oleks p6hjendatud maarata andmesubjektile tingimusteta keeldumise
Tegevus Oigust, vottes arvesse, et Kindlustusandja huvi on oluline ja keeldumisdigust
. kasutaksid tdenaoliselt just need andmesubjektid, kes on teadlikud, et avalikult
andmesubjekti

kattesaadavad andmed vdivad negatiivselt mojutada pettuse riski hinnangut.
vastuvaidete korral

b) Kui andmesubjekt esitab vastuvaiteid sellise andmetdétluse suhtes, hindab
Kindlustusandja andmesubjekti argumente ja seda, kas need muudavad
tasakaalustamise tulemust. Kui muudavad, tuleb teha asjakohased toimingud, et
tootlemist korrigeerida (sh tapsustada kogutud andmeid andmesubjektilt lisaks
saadud andmetega) voi td6tlemine I16petada.

7. samm Andmetdotluse sobivaim Oiguslik alus sel eesmargil on vastutava tddtleja
(kindlustusandja) &igustatud huvi IKUM artikli 6 16ike 1 _punkti f _jérgi, ning
tasakaalustamise tulemusel on tuvastatud, et Kindlustusandja 6&igustatud huvi
kaalub Ules andmesubjekti pohidiguste kaitse, seega on andmetddtlust nimetatud
Biguslikul alusel véimalik teostada.

Loplik otsus

13.2 Soovituslikud tehnilised ja organisatsioonilised kaitsemeetmed
Tehnilised ja organisatsioonilised kaitsemeetmed:

. Kriipteerimine, pseudoniimiseerimine ja muud meetmed - isikuandmete terviklikkuse,
konfidentsiaalsuse, kattesaadavuse ja vastupidavuse tagamiseks; naiteks: (osaline)kripteerimine,
pahavaravastase tarkvara kasutamine, pidevad slsteemi ja tarkvara uuendused, slisteemi ja tarkvara
testimine, varukoopiate tegemine;

. Terviklikkuse ja taastamise voimekuse meetmed - isikuandmetega tehtud logimise toimingud,
toimingute logid, tagavarakoopiate loomine;

. Sisteemi disain ja arhitektuur — IT ja teenuse sisteemidisain ja arhitektuur jargib 16imitud ja
vaikimisi privaatsuse pohimdtteid, arvestab andmete minimaalse td6tlemise, sailitamise, kustutamise ja
teisaldatavuse nbéuetega ning tagab pseudoniimiseerimise ja kripteerimise (kui see on asjakohane) ning
andmete pideva kvaliteedi (st konfidentsiaalsus, terviklikkus, kattesaadavus ja vastupidavus);

. Loogilise juurdepdasu meetmed - juurdepaas isikuandmetele on piiratud. Juurdepaas antakse
ainult vajaduspdhiselt ja kasutusel on erinevad juurdepdasu tasemed. Kindlustusandja tddtajatel on
susteemidele isikustatud kontod ja juurdepdasud. Iseteenindus vdi sarnastele lahendustele on kliendi
ligipaas isikustatud ja véimalusel toimub tugev autentimine;
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. Fuiisilise juurdepaasu meetmed - fllsiline juurdepads isikuandmetele jargib loogilise
juurdepaasu pdhimdétteid. Fudsiline juurdepaas on piiratud ja kaitstud; muuhulgas piiratud ligipaas
ruumidele, turvalahenduste (valve, ligipdasu kaardid, kaamerad) kasutamine;

. Poliitikad ja juhendid — Kindlustusandjal on kasutusel erinevad isikuandmete turvalisust
kasitlevad poliitikad ja juhised (sh juhised td6tajatele, kuidas isikuandmeid kaidelda, tehnilised juhised, nt
VPN-i kasutamine, juurdepaasud (ekraani)lukud jne). Too6tajaid teavitatakse sellistest poliitikatest ja
suunistest.

. Koolitused — Kindlustusandja koolitab oma té6tajaid ja juhtkonda andmekaitse regulatsioonides ja
seadustes toodud nduete ja Kindlustusandja juhiste ning poliitikate osas.

o Organisatsiooni haldus — sisemise IT- ja IT-turvalisuse juhtimise ja haldamise meetmed on
olemas ning korraldatud nii, et isikuandmete téétlus Kindlustusandja siisteemides vastab IKUM-ist
tulenevatele andmekaitse erinduetele ja kindlustusvaldkonna andmeturbe turutasemele;

. Volitatud toodtlejad ja koostéopartnerid — Kindlustusandja kasutab isikuandmete to6tlemiseks
ainult selliseid (alam)tdodtlejaid (s.o volitatud tootlejad) ja koostddpartnereid, kes jargivad kohalduvaid
andmekaitse regulatsioone. Volitatud tooétlejatega on sélmitud isikuandmete té6tlemist reguleerivad
lepingud;

. Intsidentide haldamine — Kindlustusandjal on olemas ja Kindlustusandja kohaldab isikuandmete
intsidentide ja rikkumiste haldamise protseduurireegleid.

13.3 Sidusrithmade nimekiri

1. EKsL ja EKsL liikmed

2. AKI

3. Fl

4. Rahandusministeerium (kindlustusvaldkonna vastutaja)

5. TTJA

6. Eesti Advokatuuri Finantsdiguse komisjon ja Intellektuaalse omandi ja IT-6iguse komisjon



https://www.advokatuur.ee/et/advokatuurist/struktuur/komisjonid/finantsoiguse-komisjon
https://www.advokatuur.ee/et/advokatuurist/struktuur/komisjonid/intellektuaalse-omandi-ja-it-oiguse-komisjon

